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1. Introduction

1.1 Scope

The Aeronautical Telecommunication Network (ATN) model and addressing structure is based on References [1], [2], [3], and [4].  This paper expands upon and supersedes [8], to explore mappings between NSAP and IPv6 address domains, in adapting ATN end systems to IPv6 networks.
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2. Service Assumptions

Initial service assumptions were provided in a previous working paper [8].  As such, IPv6 addresses will be assigned to tunnels that route encapsulated Connection-Less Network Protocol (CLNP) packets in the IPv6 routing domain between the ATN end systems [9]. 

3. Discussion

The ATN addressing structure is based on [1] and [4], which uses 20-byte Network Service Access Point Addressees (NSAPA). Since the basic IPv6 header allows for only 16 bytes of addressing, an approach must be identified to correlate these addresses.

This paper provides strategies for mapping ATN NSAPAs to IPv6 addresses, based upon the exclusively prescribed mechanisms defined in [5] for such translations within the IPv6 framework [6].

Following subsections will elaborate on these mechanisms, and will explore some tailoring to adapt the candidate mechanism to the ATN addressing structure.

3.1 ATN NSAPA Format
Figure 3.1-1 illustrates the format and size of the fields in the ATN NSAPA, as specified in [1]. It consists of two primary parts, the Initial Domain Part (IDP), and the Domain Specific Part (DSP). The legend in Figure 3.1-1 describes the component fields.
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AFI – Authority Format Identifier


      ARS – Administrative Region Selector

IDI – Initial Domain Identifier


      LOC – Location

VER – Version




      SYS – System Identifier

ADM – Administration



      SEL – NSAP Selector

RDF – Routing Domain Format

Figure 3.1-1 ATN NSAPA Format
Since the NSAPA is 20 bytes long, some of the NSAPA fields must be dropped to fit into the IPv6 address space of 16 bytes. Contained in the following paragraphs are recommended approaches for mapping NSAPAs to IPv6 addresses.

3.2 IPv6 Header Format
Figure 3.2-1 depicts the format of the IPv6 header. The objective of this paper is to explore options for fitting 20-byte ATN NSAPAs into the 16-byte IPv6 address contained in this header.







Figure 3.2-1 IPv6 Header Format
In certain cases, where the full ATN NSAPA must be carried along in the IPv6 packet, the Destination Options Header extension feature of IPv6 will be used to contain this information.
3.3 Candidate Approaches

Reference [5] provides a number of approaches to correlate ATN NSAPAs to IPv6 addresses, as described below:
1. Restricted NSAPA mapping into 16-byte address

2. Truncated NSAPA for routing, optional full NSAPA in IPv6 extension

3. Normal IPv6 address, full NSAPA in IPv6 option

Approach 1 describes a mechanism that is restricted to a subset of the International Code Designator (ICD) or Digital Country Code (DCC) formats of NSAPAs [3]. It assumes a format that accommodated an obsolete implementation of OSI and is inappropriate for the ATN domain, and therefore will not be considered.

Approach 2 defines a flexible approach, which allows user-defined truncation of generically formatted NSAPAs to fit into the IPv6 addressing fields for routing purposes. To fit the pertinent NSAPA data into the IPv6 address space, certain fields of the NSAPA are not used. Optionally, full NSAPAs may be appended in an IPv6 extension header.

Approach 3 defines a schema in which normal IPv6 addresses are used for routing. This approach is applicable where CLNP tunneling is not used, or if IPv6 end systems are involved. Full NSAPAs are appended in an IPv6 extension header.

Details of these approaches will be described below.















3.3.1 Mapping Concept Approach 2

Figure 3.3.1-1 illustrates the format of this approach for an IPv6 header. As shown, octet #0 contains a unique bit pattern that identifies this IPv6 address as containing a truncated NSAPA, as described in [5]. The next 15 octets contain fields from the original NSAPA.

To indicate an encapsulated CLNP packet payload, truncated NSAPAs will be used as source and destination addresses in the IPv6 domain. These address formats will indicate to the destination system that decapsulation is to be performed on the IPv6 packet. As such, errors detected at the destination may trigger an Internet Control Message Protocol (ICMP) message to the source end of the tunnel.

In this approach, the AFI, IDI, RDF and SEL fields are not used. The AFI, and IDI fields are no longer necessary because they are always the same value within the ATN domain; the RDF field is not currently assigned in the ATN standard [1].  The SEL field is not required because it is used by the end system entity, which is beyond the scope of this concept.
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Figure 3.3.1-1 Truncated NSAPA used in IPv6 Address Approach 2

3.3.2 Mapping Concept Approach 3

This approach, also described in [5], uses the normal IPv6 header and addressing for routing. As such, the full NSAPA is captured in one of the IPv6 extension options (i.e., Destination Options Header) for delivery to ATN end systems.

Figure 3.3.2-1 illustrates the format of the IPv6 Destination Options Header for this approach. As shown, octet #0 contains a unique bit pattern that identifies this extension header as containing a full NSAPA. The length fields are each one octet long.  The destination node should check the consistency of the length fields (Option Data Length = Source NSAP Length + Destination NSAP Length +2).  In case of inconsistency the destination node shall discard the packet and send an ICMP Parameter Problem, Code 2, message to the packet's source address, pointing to the Option Data Length field.

The boundary between the source NSAP and the destination NSAP is simply aligned on an octet boundary. If the ATN address contains 20 octets for the NSAPA the total option length is 44 bytes.

If this option is used, both end systems should use NSAP addresses for application purposes (e.g., ATN end system processing and diagnostics). For situations where only one of the end systems uses an NSAPA, the NSAP Length field of the other shall be set to zero in the NSAP destination option.


Figure 3.3.2-1 Full NSAPA Support in IPv6

3.4 Conclusion and Recommendations

This working paper provides general recommendations and guidance material for the use or conveyance of ATN NSAPAs over IPv6 subnetworks. Regions that have planned or deployed an ATN NSAP addressing plan, and wish to deploy IPv6 networks should use Approach 2 if CLNP tunneling is to be implemented. Otherwise (e.g., inter- or intra-ICAO States, where end to end tunneling mechanisms are not assured), Approach 3 is recommended for full IPv6 implementations, where the NSAPA data is not used for routing or en/decapsulation.

4.0 Abbreviation

ATM
Air Traffic Management

ATN
Aeronautical Telecommunication Network

CLNP
Connection-Less Network Protocol 

ES
End System

ICAO
International Civil Aviation Organization

ICMP
Internet Control Message Protocol

IEFT
Internet Engineering Task Force

IDRP
 Inter Domain Routing Protocol

IP
Internet Protocol

ISO
International Standards for Organization

IS
Intermediate System

NSAPA
Network Service Access Point Addresses

OSI
Open System Interconnection

TCP
Transmission Control Protocol

SUMMARY�


This working paper expands upon and supersedes the previous guidance material on address mapping between ATN NSAPA and IPv6 addressing domains (WP304), and defines a set of such mechanisms to support the use of ATN NSAPA in an IPv6 network, to adaptadaptation of ATN end systems to IPv6 networks.   
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Destination Options Header (see Figure 3.3.2-1)
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�PAGE \# "'Page: '#'�'"  ��Why is this approach under consideration? Approach 2 is sufficient for CLNP tunneled through IPv6. Approach 3 is used when all else fails, such as when mapping to generic protocols not commonly considered.





