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1. Introduction

1.1 Scope

The Aeronautical Telecommunication Network (ATN) addressing structure is based on References [1], [2], and [3]. In order to implement an Internet Protocol version 6 (IPv6) infrastructure for connectivity among ATN-compliant end systems, mapping strategies between the ATN and IPv6 address spaces will be explored.

1.2 References

1.
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2.
ISO/IEC 8348:1993
Information Technology – Open Systems Interconnection – Network Service Definition

3.
ISO/IEC 6523:1994
Data Interchange – Structures for the identification of organizations (Registration of International Code Designators)

4.
IETF RFC 1888
OSI NSAPs and IPv6 (Experimental)

5.
IETF RFC 2373
IP version 6 Addressing Architecture

6.
IETF RFC 2460
Internet Protocol, version 6 (IPv6) Specification

7.
ATNP/WGB-1/WP/x
Encapsulating ATN CLNP over an IPv6 Infrastructure, 3/02

2. Service Assumptions

The IPv6 network is to be implemented in compliance with [5] and [6], to provide connectivity between Ground-to-Ground ATN end systems. As such, routing will not be required in the ATN domain; IPv6 addresses will be assigned to tunnels that route encapsulated Connection-Less Network Protocol (CLNP) packets in the IPv6 routing domain between the ATN end systems (see [7]). 

3. Discussion

The ATN addressing structure is based on CLNP, which uses 20-byte Network Service Access Point Addressees (NSAPA). With the growth of IPv6 in the global telecommunications infrastructure, which has many of the features of ATN - it may be effective to connect ATN end systems over IPv6. Since IPv6 allows for only 16 bytes of addressing, an approach must be identified to correlate these addresses.

This paper discusses strategies – and their pros and cons - for converging ATN NSAPAs and IPv6 addresses, as described in [4], with the proviso that this reference is still experimental and not yet proven. However, [4] stipulates that the elective mechanisms described therein are the only ones acceptable within the IPv6 framework.

Following subsections will elaborate on these mechanisms, and will explore some tailoring to adapt the candidate mechanism to the ATN addressing architecture.

3.1 Candidate Approaches

Reference [4] provides a number of approaches to correlate ATN NSAPAs to IPv6 addresses. They include the following:

1. Restricted NSAPA mapping into 16-byte address

2. Truncated NSAPA for routing, full NSAPA in IPv6 option

3. Normal IPv6 address, full NSAPA in IPv6 option

Option 1 describes a mechanism that is tailored for a subset of the International Code Designator (ICD) or Digital Country Code (DCC) formats of NSAPAs. It assumes a format that accommodated an obsolete implementation of OSI in the U.S. government domain, and is inappropriate for the ATN domain.

Option 2 defines a more flexible approach than Option 1, in that it allows user-defined truncation of NSAPAs to fit into the IPv6 limitations for routing purposes. To fit the pertinent NSAPA data into the IPv6 address space, certain fields of the NSAPA were ignored that are either unnecessary, or only used for ATN domain routing (e.g. ES-IS, IS-IS). A mechanism is also described here for capturing full NSAPAs in IPv6 extension options, but it is unnecessary in this application, since encapsulated CLNP packet routing will be performed in the IPv6 subnetwork.

Option 3 is an approach for carrying the full NSAPA in an IPv6 extension option in lieu of truncation in the basic header. This approach would only be required when no mapping strategy is applicable, such as when CLNP tunnels are not being used. Since these application tunnels encapsulated CLNP packets, this option is not considered.

3.2 Mapping Concept

Figure 3.2-1 illustrates the format and size of the fields in the ATN NSAPA, as specified in [1]. It consists of two primary parts, the Initial Domain Part (IDP), and the Domain Specific Part (DSP). The legend in Figure 3.2-1 describes the component fields.
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AFI – Authority Format Identifier


ARS – Administrative Region Selector

IDI – Initial Domain Identifier


LOC – Location

VER – Version




SYS – System Identifier

ADM – Administration



SEL – NSAP Selector

RDF – Routing Domain Format

Figure 3.2-1 ATN NSAPA Format
Since the NSAPA is 20 bytes long, some of the NSAPA fields must be dropped to fit into the IPv6 address space of 16 bytes. The format of the resultant IPv6 header is shown in Figure 3.2-2.
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Figure 3.2-2 Truncated NSAPA used in IPv6 Address

In this format, octet #0 contains a unique bit pattern that identifies this IPv6 address as containing a truncated NSAPA, as described in [4]. The next 14 octets contain fields from the original NSAPA. Since this application assumes routing of CLNP through IPv6 until the ATN end system, the RDF, ARS, and LOC fields were dropped, since they are of particular use for ATN routing (e.g., ES-IS, IS-IS, IDRP). The last octet contains zero padding to fill out the frame.

To indicate an encapsulated CLNP packet payload, truncated NSAPAs will be used as source and destination addresses in the IPv6 domain. These address formats will indicate to the destination system that decapsulation is to be performed on the IPv6 packet. As such, errors detected at the destination may trigger an Internet Control Message Protocol (ICMP) message to the source end of the tunnel.

3.3 Conclusion and Recommendations

Worldwide use of IP technology can be leveraged to connect ATN-compliant systems for Air Traffic Management (ATM) applications in the Ground-Ground domain. Particularly, the growth of IPv6 supports this connectivity, since many features of OSI that are in ATN have been incorporated IPv6. This paper describes an approach to achieve this convergence with a mapping schema between the ATN and IPv6 domains.

The findings of this working paper should be used for future analysis of IPv6 as a candidate for inclusion in the ATN guidance material.  Further studies should be performed to validate this concept, since the basis for this approach is experimental and has not been verified.

4.0 Abbreviation

ATM
Air Traffic Management

ATN
Aeronautical Telecommunication Network

CLNP
Connection-Less Network Protocol 

ES
End System

ICAO
International Civil Aviation Organization

ICMP
Internet Control Message Protocol

IEFT
Internet Engineering Task Force

IDRP
 Inter Domain Routing Protocol

IP
Internet Protocol

ISO
International Standards for Organization

IS
Intermediate System

NSAPA
Network Service Access Point Addresses

OSI
Open System Interconnection

TCP
Transmission Control Protocol

SUMMARY�


This working paper describes the mapping of addresses between ATN NSAPA and IPv6 domains. An experimental approach has been re-examined as a candidate for implementing this mapping schema.
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