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SUMMARY

This paper provides draft SARPs for the VDL3 Specific SNDCF. This is a redraft of the SNDCF currently specified in the draft VDL Mode 3 SARPs and it is proposed to move this text into the ATN Internet SARPs so that it is under the ATNP Change Control process. This SNDCF is only suitable for ATC use of datalinks and provides a limited LREF compression specification for use on small aircraft. It is anticiapted that the full Frame Mode SNDCF is used for more general use of VDL Mode 3.

The text is proposed as section 5.7.9 of the ATN Internet SARPs.
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1.1.1 Proposed SARPs for the VDL Mode 3 Frame Mode SNDCF

Note 1.This SNDCF and accompanying CLNP Header compression algorithm is specified for use by small aircraft when a low cost ATS service is required over a frame mode link layer service i.e. a data link service that provides L-Unitdata.req and L-Unitdata.ind service elements. Only the CLNP header is compressed and there is no support for general data compression or other air/ground communications protocols. It is unlikely to be useful for AOC communications as these get the greatest advantage from DEFLATE compression and security labels encoded with an AOC traffic type cannot be compressed using this algorithm. Its use is thus expected to be only for General Aviation aircraft that require a low costs ATS datalink service.

Note 2.-This specification is dependent on the subnetwork providing a means to separately convey a 4 bit compression type parameter for each compressed packet. 

Note 3.-For example, in VDL Mode 3 this is performed by including this information in a separate “payload” identifier octet that is inserted as the first octet in the frame.

1.1.1.1 Model of Operations

The model of operations for an SNDCF incorporating this compression algorithm shall be as shown in Figure 1. 

Network Layer PDUs shall be passed to the SNDCF using the SN-Unitdata.req service element.

Each such PDU shall be inspected to determine if it is a compressible CLNP PDU according to the data compression rules specified in 5.7.9.5.3. 

If so, the PDU shall be passed to the CLNP header compressor. If the PDU is not compressible, then it shall be passed to the data link service, without change and with a data type of TYPE_UNCOMPRESSED_PDU.

Note.-ISH PDUs are always uncompressible.

CLNP PDUs compressed by the CLNP Header compressor shall be passed to the data link service, and with a data type as indicated by the output of the compressor, and sent using the D-Unitdata.req service.
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Figure 1 Model of Operations

When an incoming PDU is received from the data link service:

a) If it has a data type of TYPE_UNCOMPRESSED_PDU, it shall be passed unchanged to the SN Service user by invoking the SN-Unitdata.ind service element.

b) If the incoming PDU has any other data type associated with it, then the PDU shall be passed to the CLNP Header decompressor. The output of the decompressor shall be passed to the SN Service user by invoking the SN-Unitdata.ind service element.

1.1.1.2 Data Type Codes

The data type codes used by this SNDCF shall be as specified in Table 5‑1 and are represented as four bit unsigned binary numbers.

Note.-These data type codes are used to identify the frame format. In VDL Mode 3, they are included in a Payload octet that is prefixed to the frame in each transmission.

Bit
Meaning

0000
TYPE_UNCOMPRESSED_PDU

0001
TYPE_RESTART 

0010
TYPE_UNCOMPRESSED_CLNP

0011
TYPE_COMPRESSED_CLNP_LONG_WITH_OPTIONS

0100
TYPE_COMPRESSED_CLNP_LONG_NO_OPTIONS 

0101
TYPE_COMPRESSED_CLNP_SHORT

0110
TYPE_MULTICAST

0111
Reserved

1000-1111
Reserved

Table 5‑1 Data Type Codes

1.1.1.3 Compressed CLNP Header Format

The format of the compressed CLNP Header shall be as shown in Figure 5‑2.

Note 1.-Depending on the data type and the value of the S, O, L and D bits, not all indicated fields are present. 

Note 2.-The Payload field is not formally part of the compressed header and is shown here to illustrate how the data type information is passed when VDL Mode 3 is used as the data link. Other data links using this specification can adopt the same approach but may also define a different scheme to convey the data type information. In VDL Mode 3, the high order 4 bits of the payload field are always set to binary 0001 for data originated by this SNDCF.

A data type of TYPE_COMPRESSED_CLNP_SHORT or TYPE_MULTICAST shall identify a compressed CLNP Header comprising header fields up to and including the Security field. Such a packet shall contain the Q field, Index Number, QOS, Priority and Security fields. The compressed PDU shall be a compressed CLNP Data PDU.

A data type of TYPE_COMPRESSED_CLNP_LONG_NO_OPTIONS shall identify a compressed CLNP Header comprising header fields as illustrated in Figure 5‑2 excluding the Options Length and Options fields. Additionally:

a) If the S bit is set to a binary 1 then the DUI field shall be present;

b) If the O bit is set to a binary 1 then the Segment Offset field shall be present;

c) If the L bit is set to a binary 1 then the Total Length field shall be present.

d) If the H bit is set to a binary 1 then the Lifetime field shall be present.

e) If the value of the D bit is set to a binary 1 then the Discard Reason field shall be present.

A data type of TYPE_COMPRESSED_CLNP_LONG_WITH_OPTIONS shall identify a CLNP Header comprising the same header fields as for a data type of TYPE_COMPRESSED_CLNP_LONG_NO_OPTIONS. 

Additionally, the compressed CLNP header shall be followed by one or more CLNP options fields copied from the original CLNP header. 

The total number of bytes occupied by these options fields shall be given by the value of the Options Length field.

Note.-a data type of TYPE_RESTART implies an empty packet follows and is used as an error recovery mechanism. A data type of TYPE_UNCOMPRESSED_CLNP is used when compression indexes are being defined; the packet has an uncompressed CLNP header.
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Figure 5‑2 Compressed CLNP Header Format
The Semantics of the compressed CLNP header fields shall be 

· The single bit Q field shall indicate the presence of QOS information.  If not set (Q=0), no QOS information is present and the value of the QOS field is undefined.

· The Index Number shall be indicate the source and destination NSAP Addresses present in the original CLNP Header.  The Index Number shall be in the range 0 to 127 (decimal).  

· The QOS field shall consist of the CE, (bit 8) T/C (bit 7), E/T (bit 6), and E/C (bit 5) bits respectively of the ISO 8473 QoS Maintenance Parameter.  

Note.—The sequencing vs. transit delay (S/T) bit is sent in the T field (see Figure 5‑2). This implies that whenever the S/T bit is set to 1, a long compression format has to be used.

· The Priority field shall be a 4 bit unsigned binary number representing a priority in the range 0 to 14 decimal.  A value of 15 decimal shall imply that no priority has been specified.

Note.-A CLNP PDU with a higher priority than 15 is compressed by including the priority parameter itself in the compressed header.

· The Security field shall be subdivided into two fields and shall indicate the security parameter of an ATN CLNP packet: 

a) The 5 high order bits shall comprise the 5 low order bits of the traffic type security tag of the CLNP security options parameter, and 

b) the low order 3 bits shall comprise the 3 low order bits of the security classification tag of the CLNP security options parameter.

A zero value of either or both of the above two fields shall imply that the corresponding security tag is not present in the CLNP Header.

Note.-The traffic type is implicitly ATSC which implies that a CLNP PDU containing any other traffic type (e.g. AOC) is compressed by including the security parameter itself in the compressed header.
· The Bit Field comprising the S, E, M, T, H, O, L and D bits, shall have the following semantics:.

Bit
Meaning (Present == 1)

S
SP flag of CLNP Header - Data Unit Identifier Present

E
Complement of CLNP ER flag 

M
MS bit of CLNP Header

T
Sequence vs. Transit Delay Bit (from QOS Option)

H
Lifetime Field present (Hop Count)

O
Segment Offset Present

L
Total Length field present

D
Type of PDU (Error  = 1, Data  = 0)

· The presence of the Lifetime field shall be indicated by the H bit being set to 1. The absence of the Lifetime field shall imply a value for downlink PDUs of decimal 29, and for uplink PDUs, a value of decimal 5. 

· The presence of the DUI field shall be indicated by the S bit being set to 1. The Data Unit Identifier shall always be presented for segmented packets or whenever the SP bit is set. Absence of this field shall imply that Segmentation is not permitted.

· The presence of the Segment Offset field shall be indicated by the O bit being set to 1. The Segment Offset shall be sent whenever the SP bit is set and the Segment Offset is greater than zero. Absence of this field shall imply a value of zero.

· The presence of the Total Length field shall be indicated by the L bit being set to 1. The Total Length field shall be present the first time a PDU fragment a given DUI is sent only. 

Note.-This implies that the value of the field is cached by the receiver by DUI and subsequent fragments with the same DUI are decompressed using the cached total length value.

· The presence of the Discard Reason field shall be indicated by the D bit being set to 1. It shall contain the value of the Discard Reason options parameter field.

· An Options Length field shall contain as its value the number of bytes occupied by the Options field.

· The value of the Options field shall comprise one or more CLNP options parameters.

1.1.1.4 Data Transmission Procedures

1.1.1.4.1 Determination of whether an NPDU is compressible

An NPDU received as the user data of an SN-UnitData.req shall be compressible if and only if:

· The Network Layer Protocol Identifier is binary 1000 0001 (i.e. it is a CLNP NPDU)

· The CLNP version/protocol id extension is set to binary 0000 0001.

· The PDU Type is for a Data or Error PDU.

If the NPDU is not compressible then it shall be passed unchanged to the datalink service for transmission, indicating a data type of TYPE_UNCOMPRESSED_PDU.

1.1.1.4.2 Assignment of a Compression Index

The CLNP Header compressor shall maintain a local compression directory with up to 128 entries relating an index number in the range 0 to 127, to Source and Destination NSAP Addresses. 

Recommendation.—A separate 128 entry directory and index number series should be used for each peer system with which the sending system is in contact.

When a compressible NPDU has been submitted for transmission, this directory shall be interrogated in order to locate an entry corresponding to the Source and Destination NSAP Addresses of the NPDU. 

If such an entry is located, the associated index number shall be retrieved and the procedures specified in 5.7.9.4.3 shall be followed.

Otherwise, an unassigned index number shall be obtained and a local compression directory entry created associating this index number with the NPDU’s Source and Destination NSAP Addresses. 

The Network Layer Protocol Identifier shall be replaced by the assigned index number encoded as an unsigned 8 bit binary number, and the NPDU passed unchanged to the datalink service for transmission, indicating a data type of TYPE_UNCOMPRESSED_CLNP.

If there are no unassigned index numbers available, the NPDU shall be passed otherwise unchanged to the datalink service for transmission, indicating a data type of TYPE_UNCOMPRESSED_PDU.

1.1.1.4.3 Creation of the Compressed Header

The CLNP PDU Header including the Network Layer Protocol Identifier shall be removed and replaced with a compressed header in the format illustrated in Figure 5‑2:

· The Index Number field shall be set to the value of the assigned index number encoded as a 7 bit unsigned binary number.

· The Q bit shall be set to 1 if a Globally Unique QoS Maintenance Parameter is present in the original CLNP Header and the QOS field bits and T bit set according to the value of the Globally Unique QoS Maintenance Parameter and 5.7.9.3. The Q bit shall be set to 0 otherwise.

· If a Priority options parameter is present in the original CLNP Header and the priority value is 14 or less then the Priority field shall be set to the low order 4 bits of the Priority options parameter. The Priority field shall be set to zeroes otherwise.

· If a Security options parameter is present in the original CLNP Header and:

·  the value of the parameter is:

a)  an ATN Security Label, 

b) the Traffic Type and Security Classification security tags are the only security tags present, and 

c) the Traffic Type is ATSC, then 

the value of the Security Field shall be set using the value of the Security Options Parameter and according to 5.7.9.3. Otherwise the Security Field shall be set to zeroes.

· If the PDU is an Error PDU then the D bit shall be set to 1. Otherwise the D bit shall be set to 0.

· The E bit shall be set to the complement of the E/R flag in the original CLNP Header.

· If the value of the Lifetime given in the original CLNP Header is greater than 5 or less than 29 (decimal) then a Lifetime field shall be included in the compressed header and the H bit set to 1. Otherwise the H bit is set to zero. The Lifetime field value shall be identical to the value given in the original CLNP Header.

· If the SP flag in the original CLNP Header is non-zero then a Data Unit Identifier (DUI) field shall be present and the S bit set to 1, and: 

a) The M bit shall be set to the value of the MS bit in the original CLNP Header.

b) The value of the DUI field shall be set to the Data Unit Identifier contained in the original CLNP Header.

c) If a non-zero Segment offset is present in the original CLNP Header then the O bit shall be set to 1 and a Segment Offset field shall be present. The value of the Segment Offset field shall be set to the value of the Segment Offset in the original CLNP Header. Otherwise the O bit shall be zero.

d) If this is the first time that a packet with this DUI has been sent since the index number was assigned, then the L Bit shall be set to 1 and a Total Length Field shall be included and set to the value of the Total Length given in the original CLNP Header. Otherwise the L bit shall be set to zero.

Otherwise the S and M bits shall be set to zero. 

Note 1.-It is not an error to include a Total Length field in more than one compressed header with the same DUI.

Note 2.-This implies caching by the receiver of the value of the Total Length field. The cached information need not be kept longer than the indicated PDU lifetime, and is discarded anyway when the associated index becomes unassigned..

· If the original CLNP PDU is an Error PDU then the Discard Reason field shall be present and set to the value of the Reason for Discard given in the original CLNP Header.

· If the original CLNP Header contains :

a) a priority parameter value greater than 14,

b) a security parameter that was uncompressible i.e. the value of the security field is zero, or

c) any other options parameters other than padding and a Globally Unique QoS Maintenance Parameter, then

such options parameters shall be copied to the compressed header. The Options Length field shall be present and set to the number of bytes in the copied parameters. Otherwise neither the Options Length nor Options shall be present.

The compressed header created above shall replace the original CLNP Header and the resulting compressed header and user data shall be passed to the datalink service for transmission. The data type shall be:

a) TYPE_COMPRESSED_CLNP_LONG_WITH_OPTIONS, if options parameters have been copied into the compressed header;

b) TYPE_COMPRESSED_CLNP_LONG_NO_OPTIONS, if no options parameters have been copied into the compressed header and the compressed header has a non-zero Bit Field.

c) TYPE_COMPRESSED_CLNP_SHORT otherwise, when the Bit Field shall not be included in the compressed header for this datatype i.e. it is implicitly zero in this data type.

Note.—A zero Bit Field implies that no further fields follow this field as they are all dependent on the Bit Field being non-zero.

1.1.1.4.4 Compression Index Lifetime

For each assigned index number, a timer (CT3) shall be associated. 

This timer shall be (re)started every time a packet is sent with that index number.

When the timer expires, the index shall become unassigned.

When an underlying datalink is terminated, all associated index numbers become unassigned.

When an index number becomes unassigned, the corresponding local compression directory entry shall be removed.

1.1.1.5 Data Reception Procedures

1.1.1.5.1 Handling of an Incoming Packet

When an incoming packet is recevied from the datalink service the indicated data type shall be determined and:

· if the data type is TYPE_UNCOMPRESSED_PDU, the received packet shall be passed unchanged to the SN Service user using the SN-Unitdata.ind service element.
· if the data type is TYPE_UNCOMPRESSED_CLNP then the procedures specified in 5.7.9.5.2 shall be applied.
· If the data type is TYPE_RESTART the procedures specified in 5.7.9.5.6 shall be applied.
· Otherwise the decompression procedures specified in 5.7.9.5.3 shall be applied.
Note.—TYPE_MULTICAST packets are discussed in 5.7.9.6.

1.1.1.5.2 Index Number Assignment

When an incoming packet is received with a data type of TYPE_UNCOMPRESSED_CLNP, the first octet (an unsigned binary number) shall be decoded as the new index number and replaced by the Network Layer Identifier Octet for CLNP (binary 1000 0001). 

The PDU shall be passed otherwise unchanged to the SN Service user using the SN-Unitdata.ind service element.

The decompressor shall maintain a local decompression directory for each peer system with which it is currently in communication. 

This directory shall comprise a maximum of 128 entries relating an index number in the range 0 to 127, to Source and Destination NSAP Addresses.

This directory shall be interrogated to determine if an entry already exists for this index number.

 If such an entry exists and identifies the same Source and Destination NSAP Address pair as encoded into the header of the incoming packet, then no further action shall be taken. 

If a different Source and Destination NSAP Address pair is found then the error recovery procedures specified in 5.7.9.5.4 shall be followed.

Otherwise, a new decompression directory entry shall be created associating the received index number with the Source and Destination NSAP Address pair encoded into the header of the incoming packet.

1.1.1.5.3 Decompression Procedures

When an incoming packet is received then, with reference to the compressed header format given in Figure 5‑2, a CLNP Header shall be constructed as follows:

· The Network Layer Protocol Identifier shall be set to binary 1000 0001.

· The Version/Protocol ID Extension shall be set to binary 0000 0001.

· The index number shall be decoded from the compressed header and used to determine the Source and Destination NSAP Addresses to be used in the reconstructed CLNP Header by interrogating the local directory specified in 5.7.9.5.2. If no corresponding directory entry can be found then the incoming packet shall be discarded and the error recovery procedures specified in 5.7.9.5.4 shall be applied.

· If the Q bit is non-zero, a Globally Unique QoS parameter shall be added to the CLNP Header options parameters and the QOS field bits used to determine the corresponding bits in the parameter value, as specified in 5.7.9.3.

· If the priority field is non-zero, a priority parameter shall be added to the CLNP Header options parameters and the decimal value of the priority field shall be encoded as the value of the priority parameter.

· If the security field is non-zero then a globally unique security parameter shall be added to the CLNP Header, indicating an ATN Security Label:

a) If the most significant 5 bits of the security field are non-zero then a Traffic Type security tag shall be included in the ATN Security Label; the most significant 3 bits shall indicate a traffic type of ATSC and the least significant 5 bits shall be copied from the most significant 5 bits of the security field.

b) If the least significant 3 bits of the security field are non-zero then a security classification security tag shall be included in the ATN Security Label; the value of this tag shall be the encoded decimal value of the least significant 3 bits of the security field.

Note.—A padding options parameter may also be included in the CLNP Header.

1.1.1.5.3.1 Decompression of Short Compressed Headers

When the data type of the received packet is TYPE_COMPRESSED_CLNP_SHORT, the CLNP Header shall be constructed as above, and: 

· The PDU Type shall be set to indicate a Data PDU.

· The E/R flag shall be set to 1. 

· The MS and SP flags shall be set to 0, and no segmentation part included in the reconstructed CLNP Header.

· The Lifetime shall be encoded as decimal 5 if the receiving system is airborne, or as decimal 29 otherwise.

· The Length Indicator field shall be set to the length of the reconstructed header

· The reconstructed header shall replace the compressed header and value of the Segment Length shall be set to the total length to the PDU.

The checksum for the reconstructed header shall be recomputed and stored within it.

The resulting PDU shall be passed to the SN Service user using the SN-Unitdata.ind service element.

1.1.1.5.3.2 Decompression of Long Compressed Headers with no Options

When the data type of the received packet is TYPE_COMPRESSED_CLNP_LONG_NO_OPTIONS, the CLNP Header shall be constructed as above in 5.7.9.5.3. The Bit Field shall also be present and used to determine the further additional information in the reconstructed CLNP Header:

· If the D bit is set to 1 then the PDU Type shall be set to indicate an Error PDU. Otherwise the PDU Type shall be set to indicate a Data PDU.

· The E/R flag shall be set to the complement of the E bit.

· If the Q is set then the value of the S/T bit in the globally unique QoS Maintenance Parameter shall be set to the value of the T bit.

· If the H bit is set then the Lifetime in the reconstructed CLNP header shall be set to the value of the Lifetime field in the compressed CLNP Header. If the H bit is zero, the Lifetime shall be encoded as decimal 5 if the receiving system is airborne, or as decimal 29 otherwise.
· If the S bit is set to 0 then the SP and MS flags shall be set to zero and no segmentation part included in the reconstructed CLNP Header. Otherwise, the SP flag shall be set to 1 and a segmentation part included:

a) The MS flag shall be set to the value of the M bit.

b) The Data Unit Identifier shall be 

c) If the O bit is zero then the Segment Offset shall be set to zero. Otherwise the Segment Offset value shall be copied from the compressed header to the reconstructed header,

d) If the L bit is set to 1 then the Total Length value shall be copied from the compressed header to the reconstructed header. Additionally: 

i. The Total Length shall be cached for use with later packets with the same DUI and index number, and from the same peer system. 

ii. If a Total Length with the same DUI and index number, and from the same peer system had already been cached and was a different value, then the PDU shall be discarded and the procedures in 5.7.9.5.4 followed.

e) If the L bit is set to zero, then the decompressor shall attempt to find a cached Total Length for the same DUI, index number and peer system:

i. If found then this Total Length shall be copied into the reconstructed CLNP Header. 

ii. If not found then the PDU shall be discarded. 

f) Recommendation.—The error recovery procedures specified in 5.7.9.5.4 should be followed following the PDU discard. 

Note.—Cached Total Lengths may be discarded when the PDU’s lifetime has expired, the index number becomes unassigned, or the datalink with the peer system terminated.

· The Length Indicator field shall be set to the length of the reconstructed header

· The reconstructed header shall replace the compressed header and value of the Segment Length shall be set to the total length to the PDU.

· The checksum for the reconstructed header shall be recomputed and stored within it.

The resulting PDU shall be passed to the SN Service user using the SN-Unitdata.ind service element.

1.1.1.5.3.3 Decompression of Long Compressed Headers with Options

When the data type of the received packet is TYPE_COMPRESSED_CLNP_LONG_WITH_OPTIONS, the CLNP Header shall be reconstructed as specified in 5.7.9.5.3.3 above.

Additionally, the options parameters contained in the compressed header shall be copied to the reconstructed CLNP Header prior to the recomputation of the Length Indication, Segment Offset and Checksum .

1.1.1.5.4 Error Recovery Procedures

In order to perform error recovery, an empty packet with a data type of TYPE_RESTART shall be sent to the peer system, and the local decompression directory associated with packets received from that peer system shall be cleared i.e. all entries removed.

Received compressed packets shall be discarded but otherwise ignored until a packet is received with a data type of TYPE_UNCOMPRESSED_CLNP. 

This shall implicitly acknowledge the restart.

Note.—It is possible to confuse a TYPE_UNCOMPRESSED_CLNP that was sent by the peer system to create a new local reference with a TYPE_UNCOMPRESSED_CLNP sent after re-initialisation of the compression dictionary. However, this will resolve itself following the detection of consequential errors and a further error recovery procedure.

1.1.1.5.5 Index Number Refresh

Whenever a valid packet is received with a given index number, a timer (CT3) is (re)started. 

When this timer expires the local decompression directory entry for the associated index number shall be removed.

1.1.1.5.6 Processing a TYPE_RESTART Packet

When a TYPE_RESTART packet is received, the local compression directory entries associated when the sending peer system shall be removed. 

The associated index numbers shall become unassigned.

1.1.1.6 Multicasting

The TYPE_MULTICAST data type shall identify a TYPE_CLNP_COMPRESSED_SHORT format packet that is sent multicast to more than one destination NSAP. 

Note 1.( An example of the use of TYPE_MULTICAST is a weather broadcast having a destination NSAP which indicates all hosts who want weather information, and a source NSAP indicating that the data originates from a CAA weather processor.  

Note 2.—Multicast index numbers may be predefined or dynamically defined. The means to predefine multicast NSAP Addresses and associated index numbers is a local matter and outside the scope of this specification.

A PDU with a multicast destination NSAP Address that cannot be compressed into the above format shall be sent as TYPE_UNCOMPRESSED_PDU.

When a Ground Station uses predefined index numbers, the index numbers used for TYPE_MULTICAST compressed packets shall correspond to a specified and well known source NSAP Address and Destination Multicast NSAP Address. 

This correspondence shall be known to Ground Station and all aircraft able to receive the transmission.

1.1.1.6.1 Dynamic Assignment of Index Numbers

When index numbers are dynamically assigned then index numbers shall be assigned and maintained as for single cast communications

Note.—For example, when a Ground Station uses dynamically assigned index numbers, theTYPE_UNCOMPRESSED_CLNP packet format is used to assign the meaning of index numbers as specified in 5.7.9.4.2.

Recommendation.—When assigning index numbers to multicast destinations, the Ground Station should use a different series of index numbers to those used for single cast communications.

An airborne system shall use a separate local decompression directory for multicast index numbers to that used for single cast index numbers, and for each Ground station.

When a datalink is terminated, the index numbers associated with the peer system for multicast communications shall become unassigned.

When a TYPE_UNCOMPRESSED_CLNP packet is sent with a dynamically assigned index number for multicast communications, timers CT1 and CT2 shall be (re)started. 

When the CT1 timer expires, the next PDU sent using this index number shall be sent in the TYPE_UNCOMPRESSED_CLNP format even if it is otherwise compressible as a TYPE_MULTICAST.

Note.—The purpose of this procedure is to ensure that aircraft that have recently joined the network have an upper bound on the length of time they are unable to decompress such PDUs.
When the CT2 timer expires, the associated index number shall become unassigned.

1.1.1.6.2 Compression of Multicast PDUs

If a PDU with a multicast Destination NSAP Address is 

a) compressible according to 5.7.9.4.1,

b) may be compressed into the TYPE_COMPRESSED_SHORT format, 

c) a suitable index number has been assigned, and 

d) the PDU does not have to be sent as a TYPE_UNCOMPRESSED_CLNP (see 5.7.9.6.5 above), then

A compressed packet shall be constructed according to 5.7.9.4.3 and the packet transmitted multicast with a data type of TYPE_MULTICAST.

1.1.1.6.3 Reception of Multicast PDUs

When a TYPE_MULTICAST packet is received, it shall be decompressed according to 5.7.9.5.3 expect that the local decompression directory for multicast index numbers shall be used. 

A decompression error shall result in the packet being discarded but the error recovery procedures shall not be followed.

When a TYPE_UNCOMPRESSED_CLNP packet is received that has a multicast destination NSAP Address, the procedures of 5.7.9.5.2 shall be applied except that the local decompression directory for multicast index numbers shall be used. 

If a directory entry for the index number is found, but the Source and Destination NSAP Address of the incoming packet do not match the existing directory entry then the directory entry shall be marked as unsafe and all subsequent compressed packets for this index number discarded until the index number becomes unassigned.

Additionally, a timer (CT2) shall be (re)started for each such TYPE_UNCOMPRESSED_CLNP received. When CT2 expires the associated index number shall become unassigned.

1.1.1.7 Timers

Symbol
Parameter Name
Minimum
Maximum
Default
Increment

CT1
Multicast Packet Period
1
255
5
1 packet

CT2
Multicast Refresh Timer
1
32000
180
1 second

CT3
Index Idle Timer
1
32000
20
1 minute

Table 5‑2 Timers used by the CLNP Header Compression Algorithm

Note.—The default values shown are appropriate for VDL Mode 3. Other datalinks may specify different default values.

1.1.1.7.1 CT1 (multicast packet period) parameter

The Multicast Packet Period shall define the period whereby an uncompressed packet is sent to refresh the compressor state for the receiving unit.  

Recommendation.—When the underlying datalink uses XID messages to configure the datalink and set parameter values, the XID format for CT1 should be:

Parameter ID
0  1  0  1       0  0  1  0
Multicast Packet Period

Parameter Length
0  0  0  0       0  0  0  1
Parameter Value
v8 v7 v6 v5     v4 v3 v2 v1


1.1.1.7.2 CT2 (multicast refresh) timer

The Multicast Refresh Timer shall define an upper bound on the time between transmission of uncompressed headers in case message traffic is light.  

Note.—This ensures the receiver can correlate the header with the compression index in a timely fashion.  

Recommendation.—When the underlying datalink uses XID messages to configure the datalink and set parameter values, the XID format for CT2 should be:

Parameter ID


0    1   0    1       0   0   1   1
Multicast Refresh Timer

Parameter Length

0    0   0    0       0   0   1   0
Parameter Value

v16 v15 v14 v13     v12 v11 v10 v9






v8  v7  v6   v5      v4  v3  v2  v1                  
1.1.1.7.3 CT3 (index idle) timer.

The Index Idle Timer shall define an upper bound on how long the compressor shall wait before recovering an idle index.  

Note.—An index is assumed idle if no message traffic has passed using it before the CT3 timer expires.  

Recommendation.—When the underlying datalink uses XID messages to configure the datalink and set parameter values, The XID format for CT3 should be:

Parameter ID


0    1   0    1       0   1    0   0
Index Idle Timer

Parameter Length

0    0   0    0       0   0    0   1
Parameter Value

v16 v15 v14 v13     v12 v11 v10 v9






v8  v7  v6   v5      v4  v3  v2  v1
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