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Introduction

Scope

Section 1, is a compilation of the high level requirements of the ATN SARPs.  The purpose of this document is to report on the validation of the draft Section 1 SARPs, based on the monitoring of the validation results of the various initiatives of the other sections in chapter 3 that composed the ATN SARPs.

Background

The Section 1 of the ATN SARPs were placed under configuration control at the 5th meeting of WG1 (Munich, June 17th to 20th, 1996), and since that time a detailed change record has been maintained.

The baseline version of the Section 1 SARPs was agreed at the 6th meeting of WG1 (Halifax, July 29 to August 1st, 1996) and submitted to ICAO at the second meeting of ATNP in November 1996 in Montreal.

At the end of ATNP2, version 1.0 of the first part of ATN SARPs was agreed on by the panel members.

The following table describes the change history of the Section 1 SARPs.



Date�Version�Comments��August 1st, 1996�1.0�Submission to ICAO��November 15, 1996�ADVANCE \D 3.0��ICAO 1.0�Output version from ATNP2���System Level Requirements and High Level Validation Objectives

Validation Objectives (VOs) are statements which express the analysis, tests and evaluations required in order to declare the SARPs validated.  There are 2 types of validation objectives to be considered for this appendix.  They are static and dynamic.  The static requirements can be achieved through the direct correlation of validation objectives to all high level requirements.  The dynamic objectives are performance oriented and are therefore not directly related to specific validation objectives. The static VOs are mapped to the systems level requirements in this report.

The following table reflects the sections of the ATN SARPs that wholely achieve the referenced System Level Requirements.



Section 1 SARPS paragraph number�Relevant Documents and/or References��1.2.1�ULA Database,SECTION4, SECTION-5, and individual applications��1.2.2�Test Bed, Validation Reports��1.2.3�Individual Applications��1.2.5�Individual Applications��1.3.1�Individual Applications��1.3.2�Individual Applications��1.3.3�AMHS��1.3.4�ICS, CM, ADS, CPDLC, and FIS��1.3.5�ICS, CM, AMHS, AIDC��1.3.6�ICS and AMHS��1.3.7�ICS ��1.3.8�ICS and AMHS��1.3.9�ICS and Individual Applications��1.3.10�ICS and AMHS��1.3.11�Individual Applications��1.3.12�ULA, ICS and Individual Applications ��1.3.13�ICS and AMHS��1.3.14�ICS��1.3.15�ICS��1.3.16�ULA and ICS��1.3.17�ICS��1.3.18�ICS��1.3.19�ULA, CM, CPDLC and AIDC��1.3.20�CM��1.3.21�CM��1.3.22�ADS��1.3.23�CPDLC��1.3.24�FIS��1.3.25�AMHS��1.3.26�AIDC��1.3.27�ICS and Individual Applications ��1.3.28�ICS and others���Validation Means

The various validation efforts has occurred on several levels.  The air/ground applications, the ground/ground applications and the Internet portion of the ATN SARPs have been validated separately.  These validation initiatives have been categorized by different validation objectives (VOs).  A resulting status of “pass”, “fail” or “inconclusive” was obtained for the System Level Requirement, based on the result of each associated VO.

Validation achieved

The validation achievements for this validation report rely on validation efforts carried out by several States/Organisations for the other sections of the SARPs.  The following table shows all the validation reports and all related documents that have been used or referenced-to in order to complete the analysis in this document.



Reference�Document�Last update�Working Group��1�AIDC SARPs Validation Report�March 05, 1997�WG3��2�ATSMHS SARPs Validation Report�March 05, 1997�WG3��3�Upper Layer SARPs Validation Report�March 05, 1997�WG3��4�Validation Report; AIR/GROUND Applications�March 05, 1997�WG3��5�Internet SARPs Validation Report�October, 1996�WG2��6�Validation of ATSC Traffic Classes�March 1997�WG1��7�A Summary of the ADS Europe Final Trials Report�March 1997�WG1��8�ATN to Mobile Subnetwork Priority Mapping�March 1997�WG1��

�ADVANCE \D 3.0�To produce this report, the system level requirements were divided into two parts:

	For the static validation objectives, all validation reports were reviewed, the appropriate validation objectives were extracted and mapped to System Level Requirements.  Results of VOs were extracted and the validation table was completed..

	For the dynamic validation objectives, VOs were examined and the validation results were extracpolated indirectly.



�Defect Reports Summary

Inspection and analysis process conducted by several parties, have generated comments and defect reports which have been analysed.

�ADVANCE \D 3.0�Paragraph reference��ADVANCE \D 3.0�Description��ADVANCE \D 3.0�Proposed change��ADVANCE \D 3.0�Status���ADVANCE \D 3.0�1.1.1��ADVANCE \D 3.0�note 2 b) 3) P)��ADVANCE \D 3.0�modify to be “P) Inter-centre communication (ICC) applications;”��ADVANCE \D 3.0�closed���ADVANCE \D 3.0�1.1.1��ADVANCE \D 3.0�definition “AMHS”��ADVANCE \D 3.0�definition changed to “AMHS. The symbol used to designate ATS message handling system.”��ADVANCE \D 3.0�closed���ADVANCE \D 3.0�1.1.1��ADVANCE \D 3.0�definition of  “AMHS management domain”��ADVANCE \D 3.0�definition modified to “ AMHS management domain.  An MHS management¼”��ADVANCE \D 3.0�closed���ADVANCE \D 3.0�1.1.1��ADVANCE \D 3.0�definition of “Aeronautical Information Service Messages”��ADVANCE \D 3.0�definition changed to “Messages concerning the fixed base aeronautical information service defined in ANNEX 11”��ADVANCE \D 3.0�closed���ADVANCE \D 3.0�1.1.1��ADVANCE \D 3.0�new definition��ADVANCE \D 3.0�add definition for “ATS message handling system The set of computing and communication resources implemented by ATS organizations to provide the ATS message service.”��ADVANCE \D 3.0�closed���ADVANCE \D 3.0�1.1.1��ADVANCE \D 3.0�definition of “ATS message handling service (ATSMHS)” last 2 sentences��ADVANCE \D 3.0�last 2 sentences should read “There are two ATS message handling services.  They are the ATS message service and the ATN pass-through service.”��ADVANCE \D 3.0�closed���ADVANCE \D 3.0�1.1.1��ADVANCE \D 3.0�modify definition of “ATS message service”��ADVANCE \D 3.0�definition changed to “ATS message service.  An ATS message handling service provided by the implementation over the ATN Internet communications services of the message handling systems specified in ISO/IEC 10021 and CCITT of ITU-T X.400 to exchange ATS messages in a store-and-forward mode.��ADVANCE \D 3.0�closed���ADVANCE \D 3.0�1.1.1��ADVANCE \D 3.0�definition of “ground-ground application”��ADVANCE \D 3.0�remove the word “one” from definition��ADVANCE \D 3.0�closed���ADVANCE \D 3.0�1.3��ADVANCE \D 3.0�Table 1.3-1 Transit delay for ATSC Classes��ADVANCE \D 3.0�ATSC B should be valued at 4.5 instead of “reserved”��ADVANCE \D 3.0�closed���ADVANCE \D 3.0�1.3.28��ADVANCE \D 3.0�system level requirement��ADVANCE \D 3.0�remove “ATN” from first sentence��ADVANCE \D 3.0�closed��Definitions �Short transport service access point (TSAP)�Change to: Composed of optionally, the administrative region selector (ARS), the location identifier (LOC), the system identifier (SYS), and the transport network selector (SEL), and the transport selector (TSAP Selector)�closed��Definitions�Systems management (SM)�Delete “Ed note” and change definition�closed��1.3.8�Mapping of ATN Network Priority to Mobile Subnetwork Priority�Adding reference and table 1.3�closed���Analysis and Conclusions

Static Validation Objectives 

The following table is a list of the mapping between the System Level Requirements and Validation Objectives of all the SARPs.  In the last column is a result.  A pass or fail lable is put only when all the validation objectives have been tagged with a result.  If not all the VOs have been validated, an Inconclusive label is then tagged to the System Level Requirement meaning that ongoing validation activitie are perform on the associated SARPs.  A pass, fail or inconclusive label has been given to the High Level requirement when all associated VOs were validated by March 1997.�Section 1 - system level requirements�ADVANCE \D 3.0��Keyword

�ADVANCE \D 3.0��Section

�ADVANCE \D 3.0��SARPs

�ADVANCE \D 3.0��validation objectives associated

�ADVANCE \D 3.0��status

�ADVANCE \D 3.0�pass/fail/inconclusive�ADVANCE \D 3.0���1.2.1

�ADVANCE \D 3.0��Provide support communication services and application entities�2�CM �ADVANCE \D 3.0��all VOs from the CM SARPs support

this requirement�P

�ADVANCE \D 3.0������ADS�all VOs from the ADS SARPs

support this requirement�P�����CPDLC�all VOs from the CPDLC SARPs 

support this requirement�P�����FIS      ��ADVANCE \D 3.0�all VOs from the FIS SARPs 

support this requirement�P����3��ADVANCE \D 3.0��ADVANCE \D 3.0�AIDC�all VOs from the AIDC SARPs support this requirement�P�����AMHS

�all VOs from the AMHS SARPs support this requirement�P����4�ULA�all VOs from the ULA SARPs support this requirement�P����5�ICS�all AVOs from the ICS SARPs support this requirement�ADVANCE \D 3.0��P��1.2.2

�ADVANCE \D 3.0��When aid to air traffic services, conform with provision of this appendix�2�CM �ADVANCE \D 3.0�

�ADVANCE \D 3.0��all VOs from the CM SARPs support

this requirement�P

�ADVANCE \D 3.0������ADS�all VOs from the ADS SARPs

support this requirement�P�����CPDLC�all VOs from the CPDLC SARPs 

support this requirement�P�����FIS      ��ADVANCE \D 3.0�all VOs from the FIS SARPs 

support this requirement�P����3��ADVANCE \D 3.0��ADVANCE \D 3.0�AIDC�all VOs from the AIDC SARPs support this requirement�P�����AMHS

�all VOs from the AMHS SARPs support this requirement�P����4�ULA�all VOs from the ULA SARPs support this requirement�P��1.2.2�When aid to air traffic services, conform with provision of this appendix�5�ICS�all AVOs from the ICS SARPs support this requirement�ADVANCE \D 3.0��P��1.2.3

�ADVANCE \D 3.0��Use on the basis of regional air navigation agreements�2�CM�ADVANCE \D 3.0��all VOs from the CM SARPs support

this requirement�P

�ADVANCE \D 3.0������ADS�all VOs from the ADS SARPs

support this requirement�P�����CPDLC�all VOs from the CPDLC SARPs 

support this requirement�P�����FIS      ��ADVANCE \D 3.0�all VOs from the FIS SARPs 

support this requirement�P����3��ADVANCE \D 3.0��ADVANCE \D 3.0�AIDC�all VOs from the AIDC SARPs support this requirement�P�����AMHS

�all VOs from the AMHS SARPs support this requirement�P����4�ULA�all VOs from the ULA SARPs support this requirement�P����5�ICS�all AVOs from the ICS SARPs support this requirement�ADVANCE \D 3.0��P��1.2.5

�ADVANCE \D 3.0��Model of the ATN�2�CM

�ADVANCE \D 3.0��all VOs from the CM SARPs support

this requirement�P

�ADVANCE \D 3.0������ADS�all VOs from the ADS SARPs

support this requirement�P�����CPDLC�all VOs from the CPDLC SARPs 

support this requirement�P�����FIS      ��ADVANCE \D 3.0�all VOs from the FIS SARPs 

support this requirement�P����3��ADVANCE \D 3.0��ADVANCE \D 3.0�AIDC�all VOs from the AIDC SARPs support this requirement�P�����AMHS

�all VOs from the AMHS SARPs support this requirement�P����4�ULA�all VOs from the ULA SARPs support this requirement�P��1.2.5�Model of the ATN�5�ICS�all AVOs from the ICS SARPs support this requirement�ADVANCE \D 3.0��P��1.3.1

�ADVANCE \D 3.0��OSI Standards�2�CM�ADVANCE \D 3.0��all VOs from the CM SARPs support

this requirement�P

�ADVANCE \D 3.0������ADS�all VOs from the ADS SARPs

support this requirement�P�����CPDLC�all VOs from the CPDLC SARPs 

support this requirement�P�����FIS      ��ADVANCE \D 3.0�all VOs from the FIS SARPs 

support this requirement�P����3��ADVANCE \D 3.0��ADVANCE \D 3.0�AIDC�all VOs from the AIDC SARPs support this requirement�P�����AMHS

�all VOs from the AMHS SARPs support this requirement�P����4�ULA�all VOs from the ULA SARPs support this requirement�P����5�ICS�all AVOs from the ICS SARPs support this requirement�ADVANCE \D 3.0��P��1.3.2�ADVANCE \D 3.0��Future Migration�ADVANCE \D 3.0��2�ADVANCE \D 3.0��CM�ADVANCE \D 3.0��TV08�ADVANCE \D 3.0��P�ADVANCE \D 3.0������ADS�TV08�P�����CPDLC�TV08�P������ADVANCE \D 3.0�FIS�TV08�P����3�AIDC�TV08�P�����AMHS�TV08�P����4�ULA�TV08�P��1.3.3

�ADVANCE \D 3.0��AFTN Transition to ATN

�ADVANCE \D 3.0��3

�ADVANCE \D 3.0��AMHS

�ADVANCE \D 3.0��all VOs from the AMHS SARPs support this requirement�ADVANCE \D 3.0��P

�ADVANCE \D 3.0���1.3.4

�ADVANCE \D 3.0��ATC instructions by ATC authority

�ADVANCE \D 3.0��2

�ADVANCE \D 3.0��CM

�ADVANCE \D 3.0��SVO1, FVO1, FVO2, FVO3, FVO4, FVO5, TVO1, TVO2, TVO3, TVO4, TVO6, TVO7, TVO10, TVO11

�P

�ADVANCE \D 3.0�

�ADVANCE \D 3.0������ADS�SVO1, FVO1, FVO2, FVO3, FVO4, FVO5, TVO1, TVO2, TVO3, TVO4, TVO6, TVO7, TVO10, TVO11�P��1.3.4�ATC instructions by ATC authority�2�CPDLC�SVO1, FVO1, FVO2, FVO3, FVO4, FVO5, TVO1, TVO2, TVO3, TVO4, TVO6, TVO7, TVO10, TVO11�P�����FIS�SVO1, FVO1, FVO2, FVO3, FVO4, FVO5, TVO1, TVO2, TVO3, TVO4, TVO6, TVO7, TVO10, TVO11�P����3�AIDC�SVO1, FVO1, FVO2, FVO3, FVO4, FVO5, TVO1, TVO2, TVO3, TVO4, TVO6, TVO7, TVO101, TVO112�P��1.3.5

�ADVANCE \D 3.0��Policy Based Routing

�ADVANCE \D 3.0��2

�ADVANCE \D 3.0�

�ADVANCE \D 3.0��CM�SVO1, FVO1, FVO2, FVO3, FVO4, FVO5, FVO6, TVO1, TVO2, TVO3, TVO4, TVO6, TVO7, TVO10, TVO11�P�����AIDC�SVO1, FVO1, FVO2, FVO3, FVO4, FVO5, FVO6, TVO1, TVO2, TVO3, TVO4, TVO6, TVO7, TVO101, TVO112�P����3�AHMS�SVO1, FVO1, FVO2, FVO3, FVO4, FVO5, FVO6, TVO1, TVO2, TVO3, TVO4, TVO6, TVO7, TVO10, TVO11�P����5�ICS�VO_101, AVO_102, AVO_103, AVO_104, AVO_105, AVO_106, AVO_121, AVO_122, AVO_201, AVO_205�P��1.3.6

�ADVANCE \D 3.0��Authorized Paths

�ADVANCE \D 3.0��3�AMHS�SVO1, FVO1, FVO2, FVO3, FVO4, FVO5, FVO6, TVO1, TVO2, TVO3, TVO4, TV05, TVO6, TVO7, TVO10, TVO11�P����5�ICS�AVO_101, AVO_102, AVO_103, AVO_201, AVO_240, AVO_242, AVO_303, AVO_310, AVO_313�P��1.3.7�ADVANCE \D 3.0��ASTC Traffic Classes�ADVANCE \D 3.0��5�ADVANCE \D 3.0��ICS�ADVANCE \D 3.0��AVO_240, AVO_303, AVO_310, AVO_313�ADVANCE \D 3.0��P�ADVANCE \D 3.0���1.3.8

�ADVANCE \D 3.0��Communications Priorities

�ADVANCE \D 3.0��3�AMHS�SVO1, FVO1, FVO2, FVO3, FVO4, FVO5, FVO6, TVO1, TVO2, TVO3, TVO4, TV05, TVO6, TVO7, TVO10, TVO11�P����5�ICS�AVO_312�P��1.3.9

�ADVANCE \D 3.0��Application exchange�ADVANCE \D 3.0��2

�ADVANCE \D 3.0��CM

�ADVANCE \D 3.0��SVO1, FVO1, FVO2, FVO3, FVO4, FVO5, FVO6, TVO1, TVO2, TVO4, TVO7, TVO9, TVO10, TVO11�ADVANCE \D 3.0��P��1.3.9

�ADVANCE \D 3.0��Application exchange�ADVANCE \D 3.0��2

�ADVANCE \D 3.0��ADS�SVO1, FVO1, FVO2, FVO3, FVO4, FVO5, FVO6, TVO1, TVO2, TVO4, TVO7, TVO9, TVO10, TVO11�P�����CPDLC�SVO1, FVO1, FVO2, FVO3, FVO4, FVO5, FVO6, TVO1, TVO2, TVO4, TVO7, TVO9, TVO10, TVO11�P�����FIS�SVO1, FVO1, FVO2, FVO3, FVO4, FVO5, FVO6, TVO1, TVO2, TVO4, TVO7, TVO9, TVO10, TVO11�P�����AMHS�SVO1, FVO1, FVO2, FVO3, FVO4, FVO5, FVO6, TVO1, TVO2, TVO4, TVO7, TVO9, TVO10, TVO11�P�����AIDC�SVO1, FVO1, FVO2, FVO3, FVO4, FVO5, FVO6, TVO1, TVO2, TVO4, TVO7, TVO9, TVO101, TVO112�P�����ICS�AVO_240�P��1.3.10

�ADVANCE \D 3.0��Lack of Path Notification

�ADVANCE \D 3.0��3�AHMS�SVO1, FVO1, FVO2, FVO3, FVO4, FVO5, FVO6, TVO1, TVO2, TVO4, TVO7, TVO9, TVO10, TVO11�P����5�ICS�AVO_249, AVO_301, AVO_303�ADVANCE \D 3.0��P��1.3.11

�ADVANCE \D 3.0��Unambiguous Addressing

�ADVANCE \D 3.0��2

�ADVANCE \D 3.0��CM

�ADVANCE \D 3.0��SVO1, FVO1, FVO2, FVO3, FVO4, FVO5, TVO1, TVO2, TVO4, TVO7, TVO9, TVO10, TVO11�ADVANCE \D 3.0��P��1.3.12�ADVANCE \D 3.0��Originator Identification

�ADVANCE \D 3.0��2�CM

�ADVANCE \D 3.0��SVO1, FVO1, FVO2, FVO3, FVO4, FVO5, FVO6, TVO1, TVO2, TVO4, TVO7, TVO9, TVO10, TVO11�P

�ADVANCE \D 3.0������ADS�SVO1, FVO1, FVO2, FVO3, FVO4, FVO5, FVO6, TVO1, TVO2, TVO4, TVO7, TVO9, TVO10, TVO11�P�����CPDLC�SVO1, FVO1, FVO2, FVO3, FVO4, FVO5, FVO6, TVO1, TVO2, TVO4, TVO7, TVO9, TVO10, TVO11�P�����FIS�SVO1, FVO1, FVO2, FVO3, FVO4, FVO5, FVO6, TVO1, TVO2, TVO4, TVO7, TVO9, TVO10, TVO11�P��1.3.12�Originator Identification�3�AMHS�SVO1, FVO1, FVO2, FVO3, FVO4, FVO5, FVO6, TVO1, TVO2, TVO4, TVO7, TVO9, TVO10, TVO11�P��1.3.12�Originator Identification�3�AIDC�SVO1, FVO1, FVO2, FVO3, FVO4, FVO5, FVO6, TVO1, TVO2, TVO4, TVO7, TVO9, TVO101, TVO112���1.3.13

�ADVANCE \D 3.0��Addressing and name Assignments

�ADVANCE \D 3.0��2�AMHS�SVO1, FVO1, FVO2, FVO3, FVO4, FVO5, FVO6, TVO1, TVO2, TVO4, TVO7, TVO9, TVO10, TVO11 �P����5�ICS�AVO_101, AVO_102, AVO_121, AVO_248�ADVANCE \D 3.0��P��1.3.14

�ADVANCE \D 3.0��Fixed and Mobile Systems

�ADVANCE \D 3.0��5

�ADVANCE \D 3.0��ICS

�ADVANCE \D 3.0��AVO_201, AVO_202, AVO_203, AVO_204, AVO_311, AVO_421�P

�ADVANCE \D 3.0���1.3.15

�ADVANCE \D 3.0��Standardized Mobile Networks�5

�ADVANCE \D 3.0��ICS

�ADVANCE \D 3.0��AVO_111, AVO_112, AVO_113, AVO_114

�ADVANCE \D 3.0��P

�ADVANCE \D 3.0���1.3.16�ADVANCE \D 3.0��Limited Bandwidth�ADVANCE \D 3.0��2�CM�TVO9�ADVANCE \D 3.0��P�����ADS�TVO9�P�����CPDLC�TVO9�P�����FIS�TVO9�P����4�ULA�TVO9�P����5�ICS�AVO_242, AVO_311, AVO_408, AVO_446, AVO_447, AVO_448, AVO_449, AVO_450, AVO_454, AVO_455, AVO_460, AVO_470, AVO_471, AVO_472, AVO_473�ADVANCE \D 3.0��P��1.3.17

�ADVANCE \D 3.0��Aircraft IS to Concurrent Subnetworks

�ADVANCE \D 3.0��5

�ADVANCE \D 3.0��ICS

�ADVANCE \D 3.0��AVO_104, AVO_105, AVO_111, AVO_112, AVO_113, AVO_114, AVO_241, AVO_303, AVO_429�P

�ADVANCE \D 3.0���1.3.18

�ADVANCE \D 3.0��Aircraft IS to Multiple Ground IS�ADVANCE \D 3.0��5

�ADVANCE \D 3.0��ICS

�ADVANCE \D 3.0��AVO_103, AVO_104, AVO_105, AVO_106, AVO_122, AVO_231, AVO_240�ADVANCE \D 3.0��P

�ADVANCE \D 3.0���1.3.19

�ADVANCE \D 3.0��Exchange of address�ADVANCE \D 3.0��2�CM�SVO1, FVO1, FVO2, FVO3, FVO4, FVO5, TVO1, TVO2, TVO4, TVO7, TVO9, TVO10, TVO11�P�����CPDLC�SVO1, FVO1, FVO2, FVO3, FVO4, FVO5, TVO1, TVO2, TVO4, TVO7, TVO9, TVO10, TVO11�P����3�AIDC�SVO1, FVO1, FVO2, FVO3, FVO4, FVO5, TVO1, TVO2, TVO4, TVO7, TVO9, TVO101, TVO112�P��1.3.19�Exchange of address�4�ULA�SVO1, FVO1, FVO2, FVO3, FVO4, FVO5, TVO1, TVO2, TVO4, TVO7, TVO9, TVO10, TVO11�P��1.3.20

�ADVANCE \D 3.0��CM Primacy

�ADVANCE \D 3.0��2

�ADVANCE \D 3.0��CM

�ADVANCE \D 3.0��all VOs from the CM SARPs support this requirement�ADVANCE \D 3.0��P

�ADVANCE \D 3.0���1.3.21

�ADVANCE \D 3.0��CM Association

�ADVANCE \D 3.0��2

�ADVANCE \D 3.0��CM

�ADVANCE \D 3.0��all VOs from the CM SARPs support this requirement�ADVANCE \D 3.0��P

�ADVANCE \D 3.0���1.3.22

�ADVANCE \D 3.0��ADS Association

�ADVANCE \D 3.0��2

�ADVANCE \D 3.0��ADS

�ADVANCE \D 3.0��all VOs from the ADS SARPs support this requirement�ADVANCE \D 3.0��P

�ADVANCE \D 3.0���1.3.23

�ADVANCE \D 3.0��CPDLC Association

�ADVANCE \D 3.0��2

�ADVANCE \D 3.0��CPDLC

�ADVANCE \D 3.0��all VOs from the CPDLC SARPs support this requirement�P

�ADVANCE \D 3.0���1.3.24�ADVANCE \D 3.0��ATIS Association�ADVANCE \D 3.0��2�ADVANCE \D 3.0��FIS�ADVANCE \D 3.0��all VOs from the FIS SARPs support this requirement�ADVANCE \D 3.0��P�ADVANCE \D 3.0���1.3.25

�ADVANCE \D 3.0��AMHS Association

�ADVANCE \D 3.0��3

�ADVANCE \D 3.0��AMHS

�ADVANCE \D 3.0��all VOs from the AMHS SARPs support this requirement�ADVANCE \D 3.0��P��1.3.26

�ADVANCE \D 3.0��AIDC Association

�ADVANCE \D 3.0��3

�ADVANCE \D 3.0��AIDC

�ADVANCE \D 3.0��all VOs from the AIDC SARPs support this requirement�ADVANCE \D 3.0��P

�ADVANCE \D 3.0���1.3.27

�ADVANCE \D 3.0��UTC Reference

�ADVANCE \D 3.0��2

�ADVANCE \D 3.0��CM

�ADVANCE \D 3.0��all VOs from the CM SARPs support this requirement�P

�ADVANCE \D 3.0������ADS�all VOs from the ADS SARPs support this requirement�P�����CPDLC�all VOs from the CPDLC SARPs support this requirement�P�����FIS�all VOs from the FIS SARPs support this requirement�P����3�AIDC�all VOs from the AIDC SARPs support this requirement�P�����AMHS�all VOs from the AMHS SARPs support this requirement�P����4�ULA�all VOs from the ULA SARPs support this requirement�P����5�ICS�all AVOs from the ICS SARPs support this requirement�P��1.3.28

�ADVANCE \D 3.0��Integrity

�ADVANCE \D 3.0��

�ADVANCE \D 3.0��

�ADVANCE \D 3.0��DYNAMIC VO

�ADVANCE \D 3.0��

�ADVANCE \D 3.0���Note 1: AIDC TVO10 Validation Objective is inconclusive.  However, it has been partly achieved by partial(80%) implementations of AIDC by a number of States in the EUR REgion, showing positive results, and highly rely on the ULA SARPs for which TVO10 has been achieved.  These results are enough to believe that this VO will be Passed once full implementation will developed and tested.  Consequently, although it is still inconclusive, we can considered the mapped SLRs to be Passed.

Note 2: AIDC TVO11 Validation Objective is inconclusive.  However, interoperability has been profven through the use of modelling and simulation technique, which showed positives results. These results are enough to believe that this VO will be Passed once full implementation will developed and tested.  Consequently, although it is still inconclusive, we can considered the mapped SLRs to be Passed.



�

�6.2	Dynamic Validation Objectives

Certain validation objectives can only be achieved on the basis of static validation objectives previously achieved.  The dynamic validation objectives can only be achieved on the basis of interoperability testing.

6.2.1	System Level Requirement 1.3.7 for ATSC Traffic Classes

This dynamic system level requirement has two aspects that have been evaluated in the course of the ATN SARPs validation.  First, ATSC traffic classes A through H are defined by the ATN SARPs in terms of the ATN end-to-end transit delay at 95% probability.  Transit delay values are specified for ATSC traffic classes B through H while the definition of the value for ATSC traffic class A is reserved.  The specific values used within the SARPs for ATSC traffic classes B through H were based on operational requirements developed by the ADS Panel.  The validation of this system level requirement has included an analysis, based on simulation results as well as test results, that has quantified the expected ATN end-to-end transit delays for ATSC traffic when each of the ICAO specified mobile air-ground subnetworks is used.  Specifically, the overall ATN end-to-end transit delays were evaluated when VHF Data Link (VDL - Mode 2), AMSS, and Mode S subnetworks were used within any overall ATN environment.  This analysis has concluded that the range of values specified within the ATN SARPs for the transit delays associated with ATSC traffic classes B through H are appropriate as there are specific configurations of the ATN that when used in certain operational environments are predicted to offer end-to-end performance consistent with specified ATSC traffic class requirements.  Analysis shown in references 5, 6, 7 and 8 are demonstrating the success of this aspect of the validation.



The second aspect of this system level requirement relates to the ability of the Internet Communications Service (ICS) to make routing decisions based on the specified ATSC traffic class.  The validation activities relative to the ICS area of the ATN SARPs have validated the ability ATN intermediate systems to correctly select a routing path consistent with a user specified ATSC traffic class.  The success of this aspect of the ICS validation is documented in the validation report for the ICS, reference 5.

6.2.2	System Level Requirement 1.3.28: Integrity

6.2.2.1	Introduction

The Aeronautical Telecommunications Network (ATN) uses an internetwork with mobile air-ground subnetworks and fixed ground-ground subnetworks to provide distributed data applications for air traffic services.  Implementors will need to profile the ATN while considering cost effective alternatives to meet different levels of integrity requirements associated with the certification of aircraft, commissioning of air traffic services, and operational authorizations.  As a result, the ATN includes provisions for error detection and correction.  The ATN error detection and correction schemes, together with subnetwork error detection and correction schemes, provide implementors with means to develop cost-effective solutions based on specific operational needs.  It is important to note that while the validation effort demonstrates that the ATN includes provisions to meet certain integrity requirements, the overall integrity of an ATN implementation can only be demonstrated by analysis of the specific implementations in specific environments and applying appropriate life cycle assurances.  Life cycle assurances consist of development assurance and maintenance of the operational system throughout its service life.

6.2.2.1.1	The system level requirement 1.3.28 is stated as follows:

1.3.28	The end system shall make provisions to ensure that the probability of not detecting a 255-octet message being mis-delivered, non�delivered or corrupted by the internet communications service is less than or equal to 10�8 per message.

Note.—  It is assumed that ATN subnetworks will ensure data integrity consistent with this system level requirement.

6.2.2.2	Assumptions

6.2.2.2.1	The ATN does not include error detection and correction mechanisms specifically for undetected burst errors as these types of errors are characteristic of the subnetwork.

6.2.2.2.2	It is assumed that life cycle assurances, commensurate with the integrity requirement, are in place for all error detection and correction mechanisms that are required to meet the ATN end-to-end integrity requirement.

6.2.2.2.3	It is assumed that life cycle assurances will be applied to the presentation, session, and application layers to meet ATN end-to-end integrity requirements because there are no provisions for error detection and correction in the protocols for these layers.

6.2.2.3	Network Layer Error Detection Measures

6.2.2.3.1	The error detection mechanism employed by the connectionless mode network protocol (CLNP) is the standard ISO Fletcher’s checksum.  The ATN internet communication service SARPs require the use of the CLNP protocol data unit (PDU) header error detection in the ATN.  The implementation of the ISO checksum is detailed in the ATN internet communication service SARPs.  Thus, the scope of the error correction mechanism is between intermediate systems (ISs) or between ISs and end systems (ESs) as the PDU is routed through the ATN.

6.2.2.3.2	The Fletcher’s checksum is capable of detecting single-bit and two-bit errors, except in the following cases:

When the two erroneous bits are in the same bit position in different octets, one being a change from 0 to 1 and the other being a change from 1 to 0.

When the length (L) of the PDU exceeds 2040 bits (255-octets) and the message contains two erroneous bits in location (l) and (L-l).

6.2.2.3.3	The CLNP header uncompressed is 63 octets with two NSAPs and priority encoded.  The compressed initial data PDU is seven octets.  The compressed derived data PDU is 11 octets.

6.2.2.3.4	It should be noted that the CLNP Fletcher’s checksum will not detect single and two-bit errors in the data or design errors in the compression/decompression algorithms.  However, it is assumed that the transport layer Fletcher’s checksum will detect such errors.

6.2.2.3.5	The Network Layer ISO Fletcher’s checksum is capable of detecting and correcting single-bit and two-bit errors over the network layer header for all ATN applications.

6.2.2.4	Transport Layer Error Detection Measures

6.2.2.4.1	The error detection mechanism employed by the transport protocol 4 (TP4) is the standard ISO Fletcher’s checksum.  The air-ground application and the AIDC SARPs require the use of the TP4 PDU error detection in the ATN.  The ATSMHS SARPs requires the non-use of the TP4 PDU error detection.  The implementation of the ISO checksum is detailed in the ATN internet communication service SARPs.  Thus, the scope of the error correction mechanism is between end systems (ESs).

6.2.2.4.2	In most cases, the ATN Application PDU, such as the ADS Waypoint Report (22 octets), CPDLC Clearance (2 octets), and a typical ADS position report (29 octets), with the addition of the transport header (9 octets), is within the 255-octet maximum length of the message.

6.2.2.4.3	It is important to note that the more the transport layer Fletcher’s checksum--in a partitioned architecture--contributes to meeting the ATN end-to-end integrity requirement, the fewer life cycle assurances will be necessary for implementations providing the internet communications service.

6.2.2.4.4	The Transport Layer ISO Fletcher’s checksum is capable of detecting and correcting single-bit and two-bit errors over the transport layer for the ATN air-ground applications and AIDC, but not for ATSMHS.

6.2.2.4	Conclusions

The ATN includes adequate provisions to meet the system level requirement 1.3.28 for all applications except the ATSMHS, assuming that other means are provided to protect against burst errors characteristic of subnetworks.  However, the overall integrity of an ATN implementation can only be demonstrated by analysis of the specific implementations in specific environments and applying appropriate life cycle assurances.
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