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�PRIVATE ��Summary�
�
Progress and prospects of SG3 (Upper Layer Architecture) are presented.�
�
�
 1.  Introduction





ATNP/WG3 is responsible for Upper Layer Architecture (ULA).  The group is responsible for SARPs Sub-Volume 4 (Upper Layer Communications Service), SARPs Sub-Volume 4 Enhancements (Secure Dialogue), and SARPs Sub-Volume 7 (Data Dictionary).





2.  ATNP/WG3/SG3 Requirements





ATNP/WG3/SG3 in its work plan responds to the following requirements of ATNP/WG1.








Task�
Description�
�
B&C�
Develop a Security Strategy for the ATN�
�
X�
Multicast�
�



3.  ATNP/WG3/SG3 Work Plan





ATNP/WG3/SG3 offers the following overview of its work plan.





SARPs�
Topic�
Responsible�
Honolulu Deliverable�
Naples Deliverable�
�
Sub-Volume 4�
Secure Dialogue�
Mittaux-Biron�
Security Draft�
9705/ed 2 clause 4.8�
�
Sub-Volume 4�
Naming and Addressing�
Kerr�
9705/ed 2 clause 4.3bis�
�
�
Sub-Volume 4�
Connectionless Dialogue�
Van Trees�
9705/ed 2 clause 4.7�
�
�
Sub-Volume 4�
Generic ATN Comms �
Kerr�
9705/ed 2 clause 4.9�
�
�
Sub-Volume 4�
ASO-ACSE�
Van Trees�
�
ASO-ACSE GM�
�
Sub-Volume 7�
Data Dictionary�
Moulton�
Draft X.500 Schema�
Final X.500 Schema�
�



4.  WG3 Issues





There are three issues to be coordinated at this meeting:





Subgroup responsibility for the use of directory (X.500),  


The distribution and renewal of public security key information (X.509 certificates) by a directory application (DAP) or an extended CM, and 


The use of system management by security.





5.  Schedule





Observing the work plan, we note that Naming and Addressing, Connectionless Dialogue, and GACS are proposed final at this meeting.  





The Secure Dialogue Service continues an intensive schedule before Naples with a significant draft presented at this meeting. 





The work on the Data Dictionary (X.500 Schema) reached a major draft this period.





6.  Recommendation





WG3 is invited to approve the work plan provided.


�






ATNP/WG3/SG3 (Upper Layer Architecture)


11-13 January 1999


CENA, Toulouse





ATNP/WG3/SG3 Meeting





The meeting was hosted by Gerard Mittaux-Biron at Centre d’Etudes de la Navigation Aerienne at Toulouse.  The group thanks M. Mittaux-Biron for the chocolatines for twenty-four.





Attendance





Tony Kerr, Eurocontrol


Gerard Mittaux-Biron, France


Frederic Picard, France


Steve Van Trees, USA





1.  Review of SARPs





SG3 reviewed three PDRs at Toulouse.  PDR 98090006 concerned a tail case in the ACSE termination.  The PDR solution was accepted and the PDR was resolved at the meeting.  PDR 98090010 concerned details of the AARQ parameters.  It was also resolved at the meeting.   PDR 99010002 queried allowing reuse of transport connection.  It was pointed out that present implementations did this successfully, in the case of connection negotiation.  The PDR wished to prohibit reuse of a terminated connection.  Such use (effectively not passing the T-DISCONNECT) is simply non-SARPs-conformant.  The PDR was rejected.





WP WG2/486 on selective acknowledgement was reviewed.  No impact on upper layers was detected.





Tony Kerr presented the CNS/ATM-2 Naming Paper.  The discussion confirmed that an arc is added to the name instance.  The name is the same, with the addition of the optional ae-qualifier.  The old ae-qualifier is now named app-type.  New ae-qualifier is null when backwards compatible with Package 1.  It is added for each instance.  The Instance is passed to CMA, for CMA to associate CMA addresses.  CMA passes the old ae-qualifer (now ap-type) with separate address for each instance.  The sys-id is extracted from the address.  The point is that each application passes a (type) and a (loc+sys) as the sys-id.  To determine e.g., SMA for CPDLC, find (type) = SMA, and  SYS-ID == (loc+sys) = CPDLC = SMA.  Passing simple indexes does not work absent ordering rules.  The naming is backwards-compatible at no additional overhead.





The Presentation address is optionally used in D-START for non-ICAO application invocation.





2.  Security





Frederic Picard presented an SG2 paper on security which comprised an overview of security and a set of enhancements to CPDLC to accommodate security.  SG2 believes applications and upper layers are built as a package, and that the local negotiation is unnecessary.  SG2 believes in one level of security, not multiple negotiated levels.  There is an operational requirement to fly non-secured rather than out of communications.





Gerard Mittaux-Biron then presented his upper layer security paper.  The group discussed the use of symmetric encryption.  Symmetric is being used for AOC;  why not for ATC.  Symmetric encryption is less overhead-intensive.  The suggestion was made to consider asymmetric for authentication, consider symmetric for data integrity.  SG3 queried whether security could depend on system management for protection in security failures?  (Consultation with JSG yielded an affirmative response).





The integration of security in SV4 was then discussed.  Security is intended as clause 4.8 of the SARPs.  The new base standard references will be incorporated in SV1.  The dialogue service notations will be included.  There will be a new (separate) control function (CF) with  new CF states.   The group discussed making one  Secure CF with a clear pass-through.  New P-context-identifier will be indicated in 4.3.2.  Section 4.8 is the Security ASO definition.  Section 4.8.1 is Security ASO lower mapping.  Section 4.8.2 is Security ASO upper mapping.  





SG3 queried the WG1 requirement for best-effort security.





ACTION:  (Van Trees) Overview of Security Service


ACTION:  (SG3) Security Usage of Directory beyond use of X.509 certificate


ACTION: (Van Trees) System Management in Security (Certificate Revocation)


ACTION:  (Mittaux-Biron) Expansion of Security Macro Notation 


ACTION:  (Mittaux-Biron)   Security-CM Relation 





3.  Directory





No SG3 activity.  Consultation with the putative provider elicited an affirmative response (Jim Moulton indicated HNL input).





4.  Connectionless ULA





Steve Van Trees presented the paper on connectionless dialogue service.  SG3 devoted a day of the meeting to work on the final edition of the dialogue service.  The connectionless dialogue service now incorporates all efficiency enhancements.  The material was cast as an alternative to the original dialogue service.  This led to major editorial alterations.  The material was finally recast as a separate section of UL SARPs (4.7) for Honolulu.





5.  Generic ATN Comms Service





Tony Kerr presented GACS, a document of style and integrity in communication.  The material was subgroup-approved as UL SARPs (4.9).





6.  Miscellaneous CNS/ATM-2





ACTION:  (Van Trees) Upper Layer Multicast Addressing 


ACTION:  (Van Trees) ASO Template Development


ACTION:  (Kerr) Fast Associate Enhancement


  


7.  Base Standards





There is no current base standards activity.  The connectionless upper-layer fast-byte amendments will attain international standard status at the ITU-T SG7 meeting in Geneva in June 1999.  The ASN.1 enhancements which we follow will also attain international standard status.





8.  WG3 Honolulu Prep





SG3 Report (Van Trees)


Sub-Volume 4.3bis Naming and Addressing (Kerr)


Sub-Volume 4.7 Connectionless ULA (Van Trees)


Sub-Volume 4.8 Security (Mittaux-Biron)


Sub-Volume 4.9 Generic ATN Comms Service (Kerr)





9.  Next Meeting





SG3 is contemplating its next meeting in April 5-9 1999 in San Francisco collocated with JSG.  It was pointed out that this is Easter Monday.


