Draft Comprehensive ATN Manual

Part III ATN Applications (CIDIN/AMHS Gateway)

______________________________________________________________________________________________


6.2.4 CIDIN/AMHS Gateway Description

6.2.4.1 General presentation

6.2.4.1.1
Intended use

The CIDIN/AMHS Gateway aims at the interworking of users of the ATS Message Service and users of CIDIN (messaging) applications, as AFTN and OPMET.

The CIDIN/AMHS Gateway is acting as an ATN end system. The conversion process between CIDIN and AMHS information objects is placed at the application layer. This is in contrast with the integration of the CIDIN in the ATN as ground subnetwork as specified in Sub-Volume V, 5.7.4. The CIDIN as ground subnetwork may convey data units of any ATN applications, while the CIDIN/AMHS Gateway is related only to the ATS Message Service, i.e. one particular ATN ground/ground application. Figure 6.2-20 illustrates the two possible positions of the CIDIN against the ATN.
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The CIDIN/AMHS Gateway forms a functional component of the Extended ATS Message Service. Thus, it makes use of the ATN Directory services, supports the AMHS security service elements and the IPM Business Class (BC) Functional Group (FG). In addition, there are provisions for embedding in the AMHS management environment.

The CIDIN/AMHS Gateway has the capability to interwork with users of the Basic ATS Message Service (backward capability). That means, the gateway is in the position to generate and receive Inter-Personal Messages (IPMs) containing an ATS Message Header.

6.2.4.1.2
CIDIN base documentation

The specification of the gateway´s attachment to the CIDIN requires references to appropriate CIDIN documentation. Currently, for that purpose the following CIDIN documentation is available:

[1]
Annex 10, Volume III, Part I – Digital Data Communication Systems – 

Section 8.6.5 CIDIN. (Preliminary published with the ATNP/3 Report, February 2000.)

[2]
EUR CIDIN Manual, First Edition, ICAO EUR DOC 005 (1996).

Referred to as EUR CIDIN Manual.

[3]
Report on the first AFSG meeting (AFSG/1), Appendix C: Appendix B of the CIDIN 

Manual (CIDIN SARPs), ICAO office Paris, (April 1998).

Referred to as EUR CIDIN Manual Appendix B.

[4]
Report of the EUR AFS/96 Meeting, Appendix C: OPMET data transport on CIDIN,

ICAO office Paris, (April 1996).

Referred to as CIDIN/OPMET specification.

The Annex 10, Vol. III material [1] forms the high level requirements for the CIDIN (Core SARPs). In the following technical specifications there is no need to make reference to particular Annex 10 clauses.

The EUR CIDIN Manual [2] includes the technical specification of the CIDIN (SARPs), the conventions how applications shall interface the CIDIN and general explanations of CIDIN communication mechanisms.

Reference [3] is a provisional update of the CIDIN SARPs contained in the Appendix B of the EUR CIDIN Manual [2]. For referring to CIDIN SARPs the reference [3] is used rather than [2].

Reference [4] specifies the OPMET data transmission on CIDIN.

Note.- A working group in the European Region is tasked with the production of a new edition of the EUR CIDIN Manual which will include the above listed reference documentation [2] to [4]. The publication of the new CIDIN Manual is expected at the beginning of 2001. The subsequently required alignment of the below used references to the new CIDIN Manual is only of editorial nature. There is no functional impact on the specification of the CIDIN/AMHS Gateway.

6.2.4.1.3
Communication environment

Figure 6.2-21 illustrates the position of the CIDIN/AMHS Gateway in a mixed CIDIN/AFTN/AMHS communication environment.

The CIDIN/AMHS Gateway supports all three in the EUR CIDIN Manual specified CIDIN applications, that means:

1) AFTN application for transport of AFTN-formatted messages (MCF =2);

2) OPMET application for transport of meteorological bulletins in alphanumerical or binary form (MCF = 3) and

3) CIDIN operator messages which are defined for co-ordination purposes between the (human) operators of the CIDIN (MCF = 1).
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The interworking between pairs of CIDIN/AMHS Gateways is limited to the same type of CIDIN application. The interworking with AFTN/AMHS Gateways is limited to the CIDIN application “AFTN” (i.e. the CIDIN is used for transport of AFTN-formatted messages).

For the support of the AFTN application, connectivity with the AMHS can be also achieved by means of the AFTN/AMHS Gateway with an appropriate adaptation of its AFTN component to the CIDIN transport service (implementation matter). However, the direct mapping between CIDIN messages and AMHS information objects as performed by the CIDIN/AMHS Gateway provides a better efficiency and does not assume the conservation of AFTN communication components. The AFTN/AMHS Gateway provides no alternative when the CIDIN is used for transport of non-AFTN related information (e.g. OPMET application).


The communication between pairs of CIDIN/AMHS Gateways is supported by an one-to-one mapping process between AMHS information objects and CIDIN messages. However, required connectivity between CIDIN areas separated by AMHS areas may be reached in a more efficient manner by performance of the CIDIN protocols across an existing X.25 network which is supporting in parallel the AMHS at the ATN subnetwork level. That means, the X.25 network resources are shared between the CIDIN and ATN/AMHS communications (Figure 6.2-22).
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6.2.4.2 Functional breakdown

6.2.4.2.1
Functional model

The division of the CIDIN/AMHS Gateway into logical components as depicted in Figure 6.2-23 is a convenient way of specifying the gateway functions. There is no requirement for a CIDIN/AMHS Gateway to be implemented according to this structure.

6.2.4.2.2
CIDIN component

Basic provisions

The provisions for the CIDIN/AMHS Gateway relate to a stand-alone facility. However, from an implementation viewpoint, it is likely that in many occasions a CIDIN/AMHS Gateway will be co-located with a CIDIN centre. Such a co-location may be also logical, which means that the CIDIN/AMHS Gateway and the CIDIN centre do not communicate through a CIDIN link, but rather using local interfaces. In such a case, the functions specified for the CIDIN component are not required. It is then sufficient that:

a) the co-located Message Transfer and Control Units, ATN component and CIDIN centre together fulfil the functions required for a CIDIN/AMHS Gateway;

b)
the CIDIN centre provides the Message Transfer and Control Units of the CIDIN/AMHS Gateway with an interface identical to that specified in the SARPs.
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The CIDIN component provides the communication functions as specified in EUR CIDIN Manual, Appendix B, 8.6.5, for the data link, X.25 packet, CIDIN packet and CIDIN transport protocol layer.

Analogous to the AFTN/AMHS Gateway the CIDIN/AMHS Gateway is physically connected to only one CIDIN centre (which performs the CIDIN relay function for the gateway if required). That means, no routing table has to be maintained in the CIDIN packet layer of the gateway.

The interface to be used for the exchange of CIDIN information messages with the Message Transfer and Control Units is specified in Sub-Volume III, section 3.1.2.4.2.5.

CIDIN message handling

Figure 6.2-24 identifies the various categories of CIDIN messages which are exchanged between the CIDIN component and the Message Transfer and Control Units.

The conditions on that a Message Transfer and Control Unit shall accept a CIDIN information message from the CIDIN Component are specified in Sub-Volume III, 3.1.2.4.3.2.8. The detection of the Message Transfer and Control Unit´s capability to accept (again) information messages for an exit address is an implementation and/or operational matter.

According to the provision given in Sub-Volume III, 3.1.2.4.2.1.9, a CIDIN network acknowledgement message reports sent back by the gateway only the successful conveyance of the CIDIN information message between the CIDIN entry centre (station) and the gateway. There is no indication on successful message deliveries to the addressed AMHS recipients.

Note. – The gateway is informed on a not successful message delivery to an addressed AMHS recipient by means of a non-delivery report. A received non-delivery report will be converted in the gateway in a CIDIN/AFTN unknown-address service message (AFTN application) and reported to the Control Position. See Sub-Volume III, 3.1.2.4.4.2.4, 3.1.2.4.5.2.1.3 and 3.1.2.4.6.2.1.3.
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A missing network acknowledgement message will cause one information message retransmission and then the generation of enquiry messages by the remote entry centre. Reference: EUR CIDIN Manual, Appendix B, 8.6.6.4.2.5.2.

Message retransmission and generation of enquiry messages are performed by the CIDIN procedure handler as specified in Sub-Volume III, 3.1.2.4.2.1.2.

The transfer of received enquiry response messages to the Message Transfer and Control Unit provides information on the re-establishment of the connectivity to exit addresses. This enables the Message Transfer and Control Unit to control the message acceptance/rejection at the interface to the ATN component in dependence on the current connectivity status in the CIDIN.

Received enquiry messages (NMF value = 2) are not transferred to a Message Transfer and Control Unit. For the reaction of the CIDIN component refer to Sub-Volume III, 3.1.2.4.2.1.9.

In the current CIDIN SARPs (EUR CIDIN Manual, Appendix B), the network management messages to be handled in an application entity (MT=0) are limited to CIDIN operator service messages supporting co-ordination between (human) CIDIN operators at CIDIN centres or stations.




Special aspects

In the CIDIN SARPs no long-term message retention requirements are placed on the CIDIN protocol layers. In practice, long-term retention (traffic logging) is performed in the application entities. The CIDIN/AMHS Gateway follows this concept by placing the traffic logging on the Message Transfer and Control Units. The required information have to be provided by the CIDIN component (interface requirement). – Message retention for re-transmission if the network acknowledgement fails is an integral part of the CIDIN transport layer and needs here no further specification (EUR CIDIN Manual, Appendix B, 8.6.6.4.2.5).

An additional requirement to be met by the CIDIN component for non-AFTN applications is the transfer of CIDIN messages for a set of CIDIN exit addresses to an individual application entity or Message Transfer and Control Unit, respectively.

Note. – For the AFTN application the CIDIN exit address identifies the end point of the CIDIN communication within the CIDIN(AFTN) MTCU (Fig. 6.2-23). However, for non-AFTN applications the CIDIN address identifies a user beyond the gateway which is represented by a CIDIN(non-AFTN) MTCU. Taking into account the multi-address capability of the CIDIN the above requirement becomes obviously.

The identification of an application entity (Message Transfer and Control Unit) by means of the MCF value is a special approach for the CIDIN/AMHS Gateway. According to the CIDIN specification, each application entity is identified by a pair of entry and exit addresses. However, adoption of this concept for the gateway would require in the CIDIN transport layer an administration of a (big) set of addresses for Message Transfer and Control Units supporting non-AFTN applications as the entry and exit addresses identify the AMHS recipient from the CIDIN point of view. In comparison to that, the MCF approach needs only a slight adaptation in the CIDIN transport layer of the gateway.

6.2.4.2.3 ATN component

The provisions for the ATN component corresponds closely to the ATN component of the AFTN/AMHS Gateway. However, additional functionality is required for the determination of the appropriate MTCU. (Fig. 6.2-23)

The CIDIN/AMHS Gateway supports the Extended ATS Message Service. However, the related additional requirements for the P1 profile specified in Sub-Volume III, 3.1.2.2.2.3.1 are either not applicable to the gateway (MTS and MS access) or are supported by the gateway´s Directory User Agent.

6.2.4.2.4 Message Transfer and Control Units

An MTCU generally assumes the role of a CIDIN application entity with respect to the CIDIN component. General requirements for a CIDIN application entity as specified in EUR CIDIN Manual, such as management of secondary addresses, are therefore applicable to an MTCU.

For reasons of modularity for each of the three supported CIDIN application (cf. 6.2.4.1.3) there is an individual MTCU. In a given implementation the included types of MTCUs may be tailored to the actually used CIDIN applications.

The basic provisions for the MTCUs are mainly an adaptation of the MTCU specification of the AFTN/AMHS Gateway. However, additional attention has to be given to the multiple MTCU aspect.

CIDIN operator messages (received from the CIDIN) may be destined for the CIDIN/AMHS Gateway itself. The MTCU has to pass such messages to the Control Position.

6.2.4.2.5 Interfaces between the ATN component and the Message Transfer and Control Units

The interface between the ATN component and an individual MTCU is identical with that in the AFTN/AMHS Gateway. Therefore, the provisions from Sub-Volume III, 3.1.2.3.2.4 (AFTN/AMHS Gateway) are only adapted to the multiple MTCU configuration in a CIDIN/AMHS Gateway.

6.2.4.2.6 Interfaces between the CIDIN component and the Message Transfer and Control Units

The EUR CIDIN Manual, Section 4.2, specifies the interactions with CIDIN application entities in terms of service primitives and a state transition diagram. The interface specification given in Sub-Volume III, 3.1.2.4.2.5, is based on the elements provided with the EUR CIDIN Manual. Refinements have been made relating to the special functionality of the MTCUs.

The given interface specification is a convenient way of describing the interactions between the CIDIN component and the Message Transfer and Control Units. There is no requirement for a CIDIN/AMHS Gateway to implement the interface according to this specification.

Figure 6.2-25 illustrates the use of the specified transport service primitives for CIDIN message exchange with a remote CIDIN entry/exit centre or station.
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The provision of local operation results upon a transport service primitive invocation is seen as an implementation matter.

6.2.4.2.7
CIDIN/AMHS Gateway Control Position

Functional scope

In the functional model (Fig. 6.2-23), used to specify the requirements for the CIDIN/AMHS Gateway, the functions related to the overall control and monitoring are placed on the Control Position. The Control Position provides an interface for (human) operator interventions and assistance. The supported scope of functions may be categorised in:

a) technical control facilities to load, initialise and configure the gateway;

b) recovery from local error and out-of-line situations relating to the passing message flow;

c) communication with remote instances (users, operators) for queries and co-ordination purposes;

d) event and traffic log with retrieve and evaluation capabilities; and 

e) access to the ATN Directory information.

The requirements specified in Sub-Volume III are limited to elements of b), c) and d). The remaining functionality and the organisational concept are seen as an implementation matter.

The faults requiring reports are specified in the context of the particular message handling processes. With respect to the CIDIN component the scope of reports complies with the provisions of the EUR CIDIN Manual, Appendix B. In particular, the following events require reporting to the Control Position:

1) Loss of connectivity in the CIDIN packet layer (EUR CIDIN Manual, Appendix B, 8.6.6.3.2.7);

2) Loss of connectivity in the CIDIN transport layer (EUR CIDIN Manual, Appendix B 8.6.6.4.2.5.2.3); and

3) Re-establishment of connectivity in the CIDIN transport layer (EUR CIDIN Manual, Appendix B, 8.6.6.4.2.5.2.6).

The traffic logging requirements placed on the CIDIN/AMHS Gateway are stated in Sub-Volume III, 3.1.2.4.3.1. The logging of occurred faults is specified in the context of the particular message handling processes.

Communication with remote instances


For communications with remote instances addresses are allocated to the Control Position:

a) CIDIN entry and exit address for exchange of CIDIN operator messages and

b) MF-Address for service communication within the AMHS.

The Control Position is seen as the appropriate functional component to enable the operator of the CIDIN/AMHS Gateway to exchange CIDIN operator messages (free-text information) with other operators in the CIDIN environment for needed co-ordination. CIDIN operator messages addressed to the CIDIN/AMHS Gateway may are presented to the operator via the control position. Vice versa, the operator of the gateway is supported by the control position to originate CIDIN operator messages destined to peer CIDIN centres/stations.

The allocated MF-Address may be also used as originator address in AMHS messages providing non-delivery information for AMHS users which are generated by the gateway in certain out-of-line situations. The AMHS users in turn may use this address for further queries to the gateway´s operator.

The potential integration of the CIDIN/AMHS Gateway in the CIDIN “Off-line” management. (Reference: CIDIN Management Manual, Edition 1.0, ICAO EUR AFS/97 Meeting) is a matter of local policy internal to the AMHS Management Domain which operates the gateway. The related functionality is out of the scope of the CIDIN/AMHS Gateway specification in connection with the AMHS.

6.2.4.2.8
Directory User Agent Component

Figure 6.2-26 depicts the use of ATN Directory Services by the gateway´s components via the access function of the DUA component.
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A Message Transfer and Control Unit can query the ATN Directory to determine a user´s capabilities in order to determine whether and how a message can be successfully delivered to a particular user. The stored attributes provide information on deliverable content length/types, deliverable MCF value (CIDIN user), support of extended ATS message service and other user attributes.

Note. – An outline of the gateway´s dynamic adaptation to the service level (Basic or Extended) supported by an individual user is given in 6.2.4.9.

When a Message Transfer and Control Unit has to verify the digital signature of a received AMHS message the originator´s certificate may be obtained by inquiring the ATN Directory.

Note. – The integration of the CIDIN/AMHS gateway in the AMHS security environment is outlined in 6.2.4.10.

A Message Transfer and Control Unit can query the ATN Directory for the conversion of user addresses. The stored user´s attributes include his/her MF-address as well as the corresponding addresses in the CIDIN environment.

Note. – Some background information on the specification of the address conversions in consideration of the specific addressing concepts of AFTN and non-AFTN applications is given in 6.2.4.7.

When the an originator or Message Transfer and Control Unit uses a distribution list, the ATN component expanding the distribution list may query the ATN Directory to obtain the expanded address list (see Sub-Volume III, 3.1.2.4.2.2.9).

The Control Position may interface with the DUA component for inquiry and update operations with the ATN Directory. The offered scope of services is seen as an matter of implementation in support of a local or domain-wide operation concept.

The object classes and related attribute types residing within the ATN Directory are specified in Sub-Volume VII, 7.5. The AMHS specific object classes are: atn-AmhsUser, atn-AmhsDistributionList, atn-AmhsUserAgent, atn-AmhsMD and atn-AmhsGateway. With exception of the latter, the listed object classes are based on them specified for MHS use (ISO/IEC 10021-2). The sets of the related attribute types are formed by subsets of the standard MHS attribute types and AMHS specific attribute types.

6.2.4.3 Traffic logging in the Message Transfer and Control Units

The provisions for traffic logging correspond to the requirements placed on the AFTN/AMHS Gateway. However, additional logging items are required as no logging requirements are placed on the CIDIN component in correspondence to the CIDIN base standard.

The logging of the text part in the CIDIN(AFTN) Message Transfer Control Unit corresponds to the long-term retention requirement placed on the AFTN Component of the AFTN/AMHS Gateway. This logging enables the gateway also to respond to AFTN service messages requesting message repetition by the originator. The functionality corresponds to that specified for the AFTN/AMHS Gateway.

User data of other categories of CIDIN information messages as “AFTN” will not be logged for two reasons: 1) The volume of data is much higher than allowed for AFTN messages and 2) there is no service message specified in non-AFTN applications for requesting message repetition by the originator.

The invocation of a CIDIN network management message of the type “MCF error” will be logged as “action taken” in connection with the subject message (cf. Sub-Volume III, 3.1.2.4.3.1.3).

6.2.4.4 Handling of CIDIN service confirmations in the Message Transfer and Control Units

6.2.4.4.1 CIDIN network acknowledgement and MCF error messages

A CIDIN network acknowledgement message is only delivered if the CIDIN user (application) requests a confirmed transport service (EUR CIDIN Manual, Appendix B, 8.6.6.4.2.5). As the CIDIN applications of the types AFTN, OPMET and CIDIN operator messages make use of the confirmed transport service (EUR CIDIN Manual 3.1.6, 3.2.5.3; CIDIN/OPMET specification), in the current specification of the CIDIN/AMHS gateway (only) the use of the confirmed transport service and the related handling of CIDIN network acknowledgements have to be taken into account. 

According to Sub-Volume III, 3.1.2.4.2.1.3 a) and b) CIDIN network acknowledgement messages and MCF error messages are passed to the responsible MTCU for further processing. The respective provisions for processing are stated in Sub-Volume III, 3.1.2.4.3.2.1 and 3.1.2.4.3.2.5. The error situation caused by a missing CIDIN network acknowledgement message (lost connectivity to an CIDIN exit centre) is addressed in Sub-Volume III, 3.1.2.4.3.2.2.

According to Sub-Volume 3, 3.1.2.4.2.1.7/8 the CIDIN Component shall only return a CIDIN network acknowledgement message (for an exit address) to the entry centre upon acceptance of the received CIDIN information message for that exit address by the responsible MTCU. The clause Sub-Volume III, 3.1.2.4.3.2.8 specifies the conditions on that an MTCU shall accept an CIDIN information message from the CIDIN Component for a given exit address. The conditions for message acceptance are different for AFTN and non-AFTN applications.

Note. – In case of the AFTN application, a message may be rejected for one or more recipients (reported to the originator by an AFTN service message) after message acceptance at the CIDIN level (see 6.2.4.7).

The reception of a CIDIN network acknowledgement message does not cause the generation of an AMHS delivery report. A required delivery report has been already generated by the responsible MTCU upon successful passing of the CIDIN information message to the CIDIN component (see Sub-Volume III, 3.1.2.4.4.2 – AMHS IPM conversion).

Note. – The view reflected in the above paragraph is adopted from the AMHS/AFTN Gateway behaviour according to Sub-Volume III, 3.1.2.3.5.1.7, i.e. de-coupling of the AMHS report generation from the message forwarding in the target messaging system (AFTN).

Outgoing MCF error messages are autonomously generated in the CIDIN Component in compliance with the provision Sub-Volume III, 3.1.2.4.2.1.2.

The Figures 6.2-27 and 6.2-28 provides an overview on the handling of CIDIN network acknowledgement and MCF error messages by the CIDIN/AMHS Gateway.
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6.2.4.4.2 CIDIN enquiry messages

If there is a CIDIN user request for a confirmed transport service for a given information message and if no network acknowledgement message has been received within the defined time period TMR (response time-out), the entry centre (station) will retransmit the respective message. If a network acknowledgement message is still not obtained, the entry centre (station) shall send an enquiry message to that (non-reachable) exit address. On receipt of an enquiry message, an exit centre (station) shall acknowledge the enquiry message by transmitting an enquiry response message back to the entry centre (station). (EUR CIDIN Manual, Appendix B, 8.6.6.4.2.5.2)

The above recovery procedure is forming part of the CIDIN transport protocol and the related functionality is, therefore, placed in the CIDIN component (see 6.2.4.2.2).

A Message Transfer and Control Unit may initiate an enquiry state for one or more CIDIN exit addresses (which may effect enquiry messages from peer entry CIDIN systems) and leaving such a condition (generation of enquiry response message). Reasons for a (temporary) enquiry status may be a lack of resources or disconnection at the AMHS side. See also 3.1.2.4.2.1.8 and 3.1.2.4.2.1.9.

The MTCUs must monitor the actual CIDIN connectivity to exit addresses to avoid passing of information messages to the CIDIN component which cannot be delivered.

An MTCU can recognise “loss of connectivity” to an exit address by the provision of a ACK value = “negative” (in the T-Message.Confirmation primitive) from the CIDIN component (Sub-Volume 3, 3.1.2.4.3.2.2). In addition, the MTCUs are notified by the CIDIN Component on the reception of enquiry response messages which indicate the re-establishment of connectivity to an exit addresses (3.1.2.4.2.1.3 c).

The MTCU will reject AMHS messages destined to non-reachable CIDIN exit address which effects the generation of a non-delivery report to the AMHS originator.

6.2.4.5 Generation of AMHS reports

The generation process for AMHS reports is nearly identical with that specified for the AFTN/AMHS Gateway in Sub-Volume III, 3.1.2.3.5.6. Small editorial adaptations have been made for the CIDIN/AMHS Gateway where in Sub-Volume III, 3.1.2.3.5.6 a clause explicitly refers to the AFTN/AMHS Gateway or its interface to the AFTN Component.

In addition, the reporting of a lost CIDIN connectivity has required a functional extension (see Sub-Volume III, 3.1.2.4.3.4.1.1 a).

6.2.4.6 Generation of AMHS IPMs for provision of non-delivery information


The exit address or the destination address(es) in the ATS-Message-Text are not (re-)translated into MF-Addresses corresponding to the solution taken for the AFTN/AMHS Gateway when IPMs reporting unknown AFTN addresses (see Sub-Volume III, 3.1.2.3.4.4.1.7). – In case of (re-)translation a peer gateway had to translate again the address information contained in the IPM body when producing the AFTN service message reporting unknown AFTN addressee. An amendment to the AFTN/AMHS Gateway functions would then be needed for interworking with the CIDIN/AMHS Gateway (see Figure 6.2-21).

6.2.4.7 Address conversion

6.2.4.7.1 General provisions

CIDIN entry and exit addresses (Ae, Ax) identify individual access points to the CIDIN where messages are submitted for conveyance by the CIDIN (entry points) or to which messages are sent across the CIDIN (exit points). For a given message flow that CIDIN centre at which a message is submitted is called entry centre, message delivery is performed in the exit centre. (EUR CIDIN Manual: 3.2.5.2 and Appendix B 8.6.6.3.1.3.2, 8.6.6.4.1.4.5)

In addition, the CIDIN supports so-called destination addresses (Ads) which identify recipients in a network which is using the CIDIN only as an intermediate transport facility. A CIDIN exit point may be used for a set of destination addresses. In practice, a given CIDIN message may bear a number of exit addresses (multi-address capability of the CIDIN) where in turn each exit address is associated with a set of destination addresses.

For the transport of AFTN messages across the CIDIN the concept of destination addresses is applied to the AFTN destination addresses. (EUR CIDIN Manual: 3.2.6 and Appendix B 8.6.6.3.1.3.3-5.) The applications “OPMET” and “CIDIN operator messages” make no use of destination addresses.

The Figures 6.2-29a) and 6.2-29b) illustrates the handling of AFTN destination addresses in an AFTN/CIDIN environment and indicates the implication for the address conversion in the CIDIN/AMHS Gateway.
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The Figure 6.2-29a) shows the handling of an AFTN destination address if an AFTN message is transported across the CIDIN:

1) The CIDIN entry centre determines for the AFTN destination address (Ad) that CIDIN exit centre which is suitable for the AFTN destination station. The CIDIN exit address (Ax) of that centre is allocated to the given Ad.

2) The exit address (Ax) and the associated destination address (Ad) form header elements of the CIDIN message passed to the exit centre.

3) The CIDIN exit centre reproduces the AFTN message for forwarding to the AFTN destination station which is identified with the address Ad.

The Figure 6.2-29-b) illustrates the generic communication environment for the CIDIN/AMHS gateway in support of the AFTN application (cf. Figure 6.2-21). The gateway receives a CIDIN messages including the addresses Ax and Ad. Subject of the address conversion is the destination address Ad which identifies the AMHS recipient in the view of the AFTN origin station.
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The determination of the exit address(es) for one or more destination addresses contained in a given application message (AFTN message) is the task of the application entity residing in the entry centre. (EUR CIDIN Manual 3.2.6.2)




From the above outlined addressing mechanisms the following can be postulated for the address conversion in the CIDIN/AMHS Gateway or its MTCUs:

a) In the non-AFTN application MTCUs address translations have to be performed between CIDIN entry/exit addresses and AMHS originator/recipient addresses.

b) In the AFTN application MTCU address translations have to be performed between AFTN originator/destination addresses and AMHS originator/recipient addresses as only the AFTN addresses have an end-to-end relevance. The CIDIN exit address via which a given destination address is reached has to be determined by the MTCU according to the CIDIN conventions.

The Figures 6.2-30 and 6.2-31 depicts the principle approach for address conversion between AMHS and CIDIN taking into account use and non-use of AFTN destination addresses. 
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6.2.4.7.2
User address look-up tables for non-AFTN application MTCUs

There is no Common ICAO AMHS Addressing Scheme specified for the purpose of intercommunications with non-AFTN applications of the CIDIN. It is a matter of policy of those AMHS Management Domains which support interworking with such non-AFTN applications of the CIDIN to implement an appropriate addressing scheme. Therefore, the view of the gateway specification is limited to the implementation of an “user address look-up table” corresponding to the provisions given in Sub-Volume III, 3.1.2.3.3.2.2.

Note. – In support of the AFTN/AMHS interworking the XF-addressing scheme was specified (Sub-Volume III, 3.1.2.1.5.1.4.2. This addressing scheme allows the algorithmic address conversion between AFTN- (AF-) addresses and XF-addresses with use of a MD look-up table (Sub-Volume III, 3.1.2.3.3.2a and 3.1.2.3.3.2.1). The XF-addressing scheme may be applied to the AFTN application of the CIDIN. However, for non-AFTN applications there are no provisions for such an addressing scheme.

6.2.4.8 Priority conversion

The CIDIN distinguishes between eight message priorities. The priority values are specified by figures in the range of 1 to 8, where the figure “1” indicates the highest priority. (EUR CIDIN Manual, Appendix B 8.6.6.3.1.3.1).

For the transport of an AFTN formatted messages across the CIDIN (CIDIN application “AFTN”) the (5-level) AFTN priority indicator is mapped onto the (8-level) CIDIN message priority. The correspondences are specified in the EUR CIDIN Manual 3.2.6.3. In addition, the AFTN priority indicator is included in the user data field of the CIDIN message for reconstruction of the AFTN message in the CIDIN exit centre / station (EUR CIDIN Manual 3.2.6.3).

For the exchange of CIDIN operator messages, the sending operator selects the appropriate CIDIN message priority from the range 1 to 8 (EUR CIDIN Manual 6.5.1). For OPMET messages the nominal CIDIN priority value is 6, however, some situations may require specific values (CIDIN/OPMET specification).

The Figure 6.2-32 illustrates the mapping principles between AFTN/CIDIN and AMHS priority elements in the direction from CIDIN to AMHS in consideration of the above outlined mechanisms. The mappings performed in the CIDIN/AMHS Gateway for the CIDIN application “AFTN” are identical to those specified for the AFTN/AMHS Gateway (cf. Sub-Volume III, 3.1.2.3.4.2.1.3). For the non-AFTN applications, the mapping mechanisms are based only on the precedence policy defined for the Extended ATS Message Service (see Sub-Volume III, 3.1.2.2.3.3.4).

[image: image13.wmf]AFTN-

Priority

-

Indicator

CIDIN-Message-

Priority

CIDIN-Message 

Priority

AFTN-

Priority

-

Indicator

CIDIN 

Packet Header

Message-

Priority

CIDIN 

User Data

AFTN-

Priority

-

Indicator

CIDIN 

Packet Header

Message 

Priority

CIDIN-Message-

Priority

MTE

Priority

MTE

Priority

ATS-Message-

Header

IPM-

Header

-

Ext

.

Precedence

1)

2)

1)  Basic 

service

2)  

Extended service

IPM-

Header

-

Ext

.

Precedence

Figure 

6.2-32: 

Priority mappings 

CIDIN to AMHS

CIDIN 

Application

CIDIN Transport

CDIN/AMHS / MTCU

T-Message

Parameters

AFTN

Non

-AFTN

ATS-Message-

Priority


6.2.4.9 Dynamic adaptation to the AMHS level of service

The CIDIN/AMHS Gateway forms a functional component of the Extended ATS Message Service. However, the CIDIN/AMHS Gateway has also the capability to communicate with such users which only support the Basic ATS Message Service (backward compatibility). That means, the CIDIN/AMHS Gateway is in the position to dynamically adapt its communication profile and conversion functions to the service level of a given user.

Fig. 6.2-33 shows an example for a communication environment of a CIDIN/AMHS Gateway with AMHS users supporting either the Basic or Extended ATS Message Service and various CIDIN applications. The gateway is enabled to query the ATN Directory for the capabilities/characteristics of intended recipients to select the appropriate level of service and check on potential incompatibilities relating to the message content type (see 6.2.4.2.8). However, indirect users (AFTN stations, CIDIN applications) may be reached in a meshed topology via various gateways. In such cases, the actually used gateway may be not known or visible to the CIDIN/AMHS gateway. Thus, the gateway cannot queries the ATN Directory on capability parameters of gateways associated with the message path taken.
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From the above scenario the following principles for the selection of the service level for outgoing AMHS messages can be established:

a) for intended direct recipients the MTCU determines the level of ATS Message Service by the AMHS user attributes provided by the ATN Directory;

b) for intended indirect recipients supporting non-AFTN applications always the Extended ATS Message Service applies, as the peer CIDIN/AMHS Gateway supports the Extended ATS Message Service; and

c) for indirect recipients of the type “AFTN” the Basic ATS Message Service is used as long as an AFTN/AMHS Gateway limited to the Basic ATS Message Service may be passed on the way to the recipient.

The interworking with CIDIN applications of the type “non-AFTN” assumes for the AMHS user the support of the Extended ATS Message Service. Fig. 6.2-34 provides a survey of the supported interoperability between types of CIDIN applications and levels of AMHS services.
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6.2.4.10 Security provisions

The CIDIN transport service does not include security features. The applied asymmetric signature mechanism cannot be used at an intermediate device (as the CIDIN/AMHS Gateway) between an originator and recipients. In consequence, the following principles applies to the CIDIN/AMHS Gateway:

a) In direction from AMHS to CIDIN secure communication is supported and secure messages with security violations will be rejected.

b) In direction to AMHS there is no support of secure communication.

6.2.4.11 Support of systems management infrastructures

The CIDIN/AMHS Gateway forms an end system of both the AMHS and CIDIN. Thus, the integration of the gateway into the AMHS (ATN) and CIDIN systems management models has to be taken into account.

For the integration into the CIDIN management the CIDIN/AMHS Gateway has the capability to receive and sent CIDIN operator messages via its control position (see 6.2.4.2.7).

The provisions for the AMHS management include traffic logging in the MTCUs and delivery of management information for the ATN Cross-Domain Management Information Base where applicable. The general scope of functionality is outlined in Sub-Volume III, 3.1.2.1.2.4 (management model) and 3.1.2.1.4.3 and 3.1.2.1.4.3 (AMHS systems management). The detailed logging requirements for the CIDIN/AMHS Gateway are specified in the same document, section 3.1.2.4.3.1.


6.2.4.12
Conversions related to the AFTN application of the CIDIN

6.2.4.12.1
Specific AFTN aspects

CIDIN information messages associated with the AFTN application include per se AFTN (user) messages. In addition, CIDIN messages may also include AFTN service messages with end-to-end significance, i.e. AFTN acknowledgement messages and AFTN service messages related to unknown addressee indicators or requesting repetition from the originator (cf. Figure 6.2-24). The specification supports this scope of contents of CIDIN information messages to provide a maximum of usability of the CIDIN/AMHS Gateway.

For consistent message delivery in a mixed AFTN/CIDIN/AMHS environment (cf. Figure 6.2-35), the conversions related to the AFTN application have to follow the principles specified in Sub-Volume III, 3.1.2.3.4 and .5 for the conversions between AFTN and AMHS messages. Where appropriate, the following specifications include references to that clauses.
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Figure 6.2-36 illustrates the mappings between components of CIDIN information messages related to the AFTN application and the T-Message parameters as defined in Sub-Volume III, 3.1.2.4.2.4. The values of these parameters form the input data from the CIDIN for the conversion processes by the Message Transfer and Control Unit into AMHS information objects. In the opposite direction from the AMHS to CIDIN, these parameters are produced by conversion processes on received AMHS information objects.
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6.2.4.12.2 CIDIN/AFTN to AMHS conversion

6.2.4.12.2.1
General provisions

The set of service parameters provided by the CIDIN component is specified in Sub-Volume III, 3.1.2.4.2.5.6.

The composition of the CIDIN user data field (parameter “user data” in Sub-Volume III, 3.1.2.4.2.5.6) for the AFTN application is specified in EUR CIDIN Manual 3.2.6 (AFTN interface). The following elements of the AFTN message format included in the CIDIN user data field are of relevance for the conversion process:

a) Priority indicator;

b) Filing Time;

c) Originator Indicator;

d) Optional Heading Information; and

e) Text.

The organisation of clauses used in Sub-Volume III, 3.1.2.4.4.1 for the specification of the CIDIN (AFTN) to AMHS conversion is illustrated in Figure 6.2-37.
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Table 6.2-4 provides an overview on the correspondences between a received CIDIN user message (containing an AFTN user message or service message) and the converted AMHS message or report.

Content of received

CIDIN Information Message
Converted AMHS

Message/Report
Action if conversion fails

AFTN user message
IPM
a) AFTN UNKNOWN Message2)

b) Report to Control Position

AFTN SVC “ACK”1)
IPN/RN or IPM3)
Report to Control Position

AFTN SVC “UNKNOWN” 2)
NDR or IPM4)
Report to Control Position

AFTN SVC “REQ RPT”3)
No conversion
Repetition by the gateway

Legend

1) AFTN acknowledgement message (Annex 10, Vol. II, 4.4.16..6)

2) AFTN unknown-address service message (Annex 10, Vol. II, 4.4.11.13.3)

3) AFTN service message requesting message repetition from the originator

(Annex 10, Vol. II, 4.4.17.2.2)

4) Contains original AFTN service information

Table 6.2-4. Conversion of CIDIN(AFTN) information messages 

in AMHS messages/reports (AFTN application)

The flow of AFTN service messages (encapsulated in a CIDIN user message) and related AMHS information constructs is illustrated in Figure 6.2-38.
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6.2.4.12.2.2 Conversion of CIDIN/AFTN messages

The specification of the conversion of an AFTN message contained in a received CIDIN information message (CIDIN/AFTN message) follows closely the specification given for the AFTN/AMHS Gateway in Sub-Volume III, 3.1.2.3.4.2. The difference to be considered here, is the provision of the elements of the AFTN message as set of CIDIN message parameters.

The translation of the CIDIN message components into AMHS parameters as identified in Sub-Volume III, Table 3.1.2-25 is analogous to the translation of the corresponding AFTN components in the AFTN/AMHS Gateway if the intended recipients support only the Extended ATS Message Service (cf. Sub-Volume III, Table 3.1.2-6).

The translation of the CIDIN message components into AMHS parameters as identified in Sub-Volume III, Table 3.1.2-26 is analogous to the translation of the corresponding AFTN components in the AFTN/AMHS Gateway if at least one of the intended recipients support only the Basic ATS Message Service.

In support of the Extended ATS Message Service, the IPM is composed in accordance with those of the elements in Sub-Volume III, Table 3.1.2-8 (IPM Generation) which are relevant for support of the Extended ATS Message Service. In particular, IPM heading field and recipient extensions are used for conveyance of the AFTN-format related elements Priority Indicator, Filing Time and Optional Heading information.

In support of the Basic ATS Message Service, the IPM is composed in accordance with those elements of the Table 3.1.2-5 in Sub-Volume III (IPM generation) which are related to the Basic ATS Message Service. In particular, the IPM body includes the ATS-Message-Header for conveyance of the AFTN-format related elements Priority Indicator, Filing Time and Optional Heading information.

The provisions for the generation of the Message Transfer Envelope (MTE) correspond to those placed on the AFTN/AMHS Gateway. Therefore, the specification is given by a reference to the respective section of the AFTN/AMHS Gateway specification. There is no difference between the MTE generation for the Basic and Extended ATS Message Service.
6.2.4.12.2.3
Conversion of CIDIN/AFTN Acknowledgement Messages

The specification of the conversion of an AFTN acknowledgement message contained in a received CIDIN information message (CIDIN/AFTN acknowledgement message) follows closely the specification given for the AFTN/AMHS Gateway in Sub-Volume III, 3.1.2.3.4.3 (conversion of an AFTN acknowledgement received from an AFTN native environment). The difference to be considered here, is the provision of the elements of the AFTN acknowledgement message as a set of CIDIN message parameters.

6.2.4.12.2.4
Conversion of CIDIN/AFTN service messages related to unknown addressee indicators

The specification of the conversion of an AFTN service message related to unknown addressee indicators which is contained in a received CIDIN information message (CIDIN/AFTN unknown-address service message) follows closely the specification given for the AFTN/AMHS Gateway in Sub-Volume III, 3.1.2.3.4.4 (conversion of AFTN service messages related to unknown addressee indicators which are received from an AFTN native environment). The difference to be considered here, is the provision of the elements of the AFTN service message as a set of CIDIN message parameters.


The list of unknown (AFTN) addressee indicators is included in the CIDIN user data field (parameter “user data” in Sub-Volume III, 3.1.2.4.2.5.6) as “text” of the AFTN message which is composed as specified in Annex 10, Volume II, 4.4.11.13.3.

6.2.4.12.2.5 Actions for CIDIN/AFTN service messages requesting repetition by the originator

The specification for processing of an AFTN service message requesting repetition by the originator which is contained in a received CIDIN information message (CIDIN/AFTN repetition-request service message) follows closely the specification given for the AFTN/AMHS Gateway in Sub-Volume III, 3.1.2.3.2.1.12. The differences to be considered here are the provision of the elements of the AFTN service message as a set of CIDIN message parameters and the accommodation of the subject AFTN message copy in a CIDIN information message.

In the AFTN/AMHS Gateway the processing of the repetition-request is performed by the AFTN Component. However, for the CIDIN/AMHS Gateway the corresponding function has to be placed on the AFTN-MTCU as the CIDIN communication services (provided by the CIDIN Component) do not handle the content of application messages.




6.2.4.12.3 AMHS to CIDIN/AFTN conversion

6.2.4.12.3.1 General provisions

The organisation of clauses used in Sub-Volume III, 3.1.2.4.4.2 for the AMHS to CIDIN (AFTN) conversion is illustrated in Figure 6.2-39.
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Table 6.2-5 provides an overview on the correspondences between a received AMHS message or report CIDIN user message and the converted CIDIN information message (containing an AFTN user message or service message).

Received

AMHS Message/Report
Content of converted

CIDIN Information Message
Action if conversion fails

IPM
AFTN user message
a) NDR to AMHS originator

b) Report to Control Position

IPN/RN
AFTN SVC “ACK”1)
a) NDR to AMHS originator

b) Report to Control Position

NDR
AFTN SVC “UNKNOWN”2)
Report to Control Position

Legend

1) AFTN acknowledgement message (Annex 10, Vol. II, 4.4.16..6)

2) AFTN unknown-address service message (Annex 10, Vol. II, 4.4.11.13.3)

Table 6.2-5. Conversion of AMHS messages/reports 

in CIDIN(AFTN) information messages

The clause Sub-Volume III, 3.1.2.4.4.2.1 is an adaptation of the corresponding clause 3.1.1.3.5.1 in Sub-Volume III (AFTN/AMHS Gateway) for the CIDIN/AMHS Gateway specifications concerning clause numbering and CIDIN/AFTN terminology. There are no substantial modifications against the corresponding functionality of the AFTN/AMHS gateway.

6.2.4.12.3.2 AMHS IPM conversion

The initial processing of a received AMHS messages by the Message Transfer and Control Unit – which is dedicated to the AFTN application of the CIDIN – follows closely the specification given for the AFTN/AMHS Gateway in Sub-Volume III, 3.1.2.3.5.2.1. In avoidance of extensive duplication of clauses, references are made to Sub-Volume III, 3.1.2.3.5.2.1 at the level of clauses..

Generation of CIDIN/AFTN message in support of the Extended ATS Message Service

The specification for the generation of a CIDIN/AMHS message from a received AMHS message with the content IPM follows closely the specification given for the AFTN/AMHS Gateway in Sub-Volume III, 3.1.2.3.5.2.2 if that gateway is supporting the Extended ATS Message Service. The modifications to be considered here, are the accommodation of the AFTN message elements in a CIDIN information message and the need for provisions for CIDIN protocol parameters.


For the CIDIN application “AFTN” the destination addresses, as defined in EUR CIDIN Manual, Appendix B, 8.6.6.3.1.3.3, are formed by the AFTN addressee indicators (Annex 10, Volume II) identifying the AFTN destinations of the AFTN message. Therefore, the address conversion principle specified for the AFTN/AMHS Gateway (Sub-Volume III, 3.1.2.3.5.2.2.6.2) applies here, too.

The Message Identification Number (MIN) is generated by the CIDIN Component and may be returned to the Message Transfer and Control Unit upon invocation of a T-Message.Request (see Sub-Volume III, 3.1.2.4.2.5.6).

Generation of CIDIN/AFTN message in support of the Basic ATS Message Service

The composition of the CIDIN/AMHS message is identical with that generated from an IPM which complies with the Extended ATS Message Service (see Sub-Volume III, 3.1.2.4.4.2.2.4). However, the AFTN format elements Priority Indicator, Filing Time and Optional Heading Information (if any) are mapped from the ATS-Message-Header which is included in the IPM body part. In avoidance of extensive repetitions of common clauses, references are made to clauses in Sub-Volume III, 3.1.2.4.4.2.2.3 (Extended ATS Message Service) where applicable.

Use of IPM elements in support of the Extended ATS Message Service

In support of the Extended ATS Message Service, the use of IPM elements follows the provisions of Sub-Volume III, Table 3.1.2-14 (AFTN/AMHS Gateway) for those elements which are relevant for the Extended ATS Message Service. In particular, IPM heading fields and recipient extensions are used for the determination of the AFTN format elements Priority Indicator, Filing Time and Optional Heading Information, if any. Thus, the Table 3.1.2-32 in Sub-Volume III is an adaptation of Sub-Volume III, Table 3.1.2-14 for the specific purpose of this section.

Use of IPM elements in support of the Basic ATS Message Service

In support of the Basic ATS Message Service, the use of IPM elements follows the provisions of Sub-Volume III, Table 3.1.2-14 (AFTN/AMHS Gateway) for those elements which are relevant for the Basic ATS Message Service. In particular, the ATS-Message-Header elements are used for the determination of the AFTN format elements Priority Indicator, Filing Time and Optional Heading information, if any. Thus, the Table 3.1.2-33 in Sub-Volume III is an adaptation of Sub-Volume III, Table 3.1.2-14 for the specific purpose of this section.

Use of MTE parameters in support of the Extended ATS Message Service

The use of MTE parameters in the CIDIN/AMHS gateway follows in principle the provisions for the AFTN/AMHS Gateway as given in section Sub-Volume III, 3.1.2.3.5.2.4 and the included Table 3.1.2-15. Therefore, the clauses of this section are adopted from Sub-Volume III, 3.1.2.3.3.2.4, however, with some small adaptations in the wording with respect to their application to the CIDIN/AMHS Gateway. In addition, some references to clauses as given in the column “Mapping/Notes” of Sub-Volume III, Table 3.1.2-15 have to be adapted to the clauses related to CIDIN/AMHS Gateway. Therefore, a subset of the components of Table 3.1.2-15 in Sub-Volume III is repeated in this section with modified clause references.

Use of MTE parameters in support of the Basic ATS Message Service

The only functional difference to be considered when using MTE elements in support of the Basic ATS Message Service, instead of the Extended ATS Message Service, is the processing of the security related MTE parameters. However, to facilitate cross-references, the Table 3.1.2-35 in Sub-Volume III is structured as an extraction of Table 3.1.2-15 in Sub-Volume III (and not of Table 3.1.2-34 which would be sufficient for the purpose of this section).

6.2.4.12.3.3 AMHS RN conversion

The conversion of a received Receipt Notification (RN) in a CIDIN/AFTN acknowledgement message follows in principle the corresponding provisions for the AFTN/AMHS Gateway as given in Sub-Volume III, section 3.1.2.3.5.3. Therefore, this section corresponds closely to the structure and content of 3.1.2.3.5.3. Some smaller modifications address the accommodation of the resulting AFTN acknowledgement message in a CIDIN information message (CIDIN/AFTN acknowledgement message) for conveyance across the CIDIN.

6.2.4.12.3.4 AMHS Non-delivery report conversion

The conversion of a received Non-Delivery Report in a CIDIN/AFTN unknown-address service message follows in principle the corresponding provisions for the AFTN/AMHS Gateway as given in Sub-Volume III, section 3.1.2.3.5.4. Therefore, the section corresponds closely to the structure of Sub-Volume III, 3.1.2.3.5.4. Some smaller modifications against Sub-Volume III, 3.1.2.3.5.4 address the accommodation of the resulting AFTN service-message components in a CIDIN information message.




6.2.4.12.3.5
Action upon reception of AMHS Probe

The processing of a received AMHS Probe resulting in the generation of either an AMHS delivery report, (if any requested) or AMHS non-delivery report (unsuccessful result) follows in principle the corresponding provisions for the AFTN/AMHS Gateway as given in Sub-Volume III, 3.1.2.3.5.5. Some smaller modifications against Sub-Volume III, 3.1.2.3.5.5 reflect the CIDIN specific addressing rules. For common provisions references to clauses in Sub-Volume III, 3.1.2.3.5.5 are made.

6.2.4.13 Conversions related to the OPMET application of the CIDIN

6.2.4.13.1 Specific OPMET aspects

The exchange of OPMET data by means of the CIDIN is one of the communication methods used in the “OPMET collection and dissemination system” which have been implemented in the European Region (see EUR OPMET Data Management Handbook, ICAO office Paris).

The detailed technical provisions for the conveyance of OPMET data across the CIDIN are given in the CIDIN/OPMET specification (see 6.2.4.1.2). Concerning the format and encoding of the OPMET data that specification refers to the “Manual on the Global Telecommunication System”, published as WMO-No. 386 document.

Note. – In support of the OPMET data communication by the CIDIN/AMHS Gateway reference is made to WMO-No. 386, 1991 edition, Part II: Operational Procedures for the Global Telecommunication, Amendment No. 4 (1999).

The OPMET messages conveyed by the CIDIN are meteorological bulletins in alphanumeric or binary form. OPMET messages are identified within the CIDIN with the MCF value “3” (see CIDIN/OPMET specification). There is no additional identifier at the CIDIN level for discrimination between alphanumeric and binary OPMET data in a given CIDIN message. (That is different to the AMHS where the elements encoded information type and body part type indicate the type of information contained in a given AMHS message or body part, respectively.)

The user community of CIDIN(OPMET) communications is regarding to the CIDIN summarised as the OPMET application. An application entity (representing an individual user) interfacing the CIDIN transport service is identified by a pair of CIDIN entry and exit addresses. Unlike the AFTN application, no destination addresses are used (cf. 6.2.4.7).

Service information between users of the OPMET application is exchanged by means of OPMET operator messages. These messages comply with the conventions for the CIDIN operator messages (MCF=1) and need, therefore, no special handling in the CIDIN/AMHS gateway. However, in difference to CIDIN operator messages (which are used for CIDIN internal purposes) they may be interchanged with (direct) AMHS users.

Note. – The functionality of the CIDIN(OPMET) MTCU (cf. Figure 6.2-23) is limited to CIDIN information messages with the MCF value “3”. In consequence, the handling of OPMET operator message interchange (MCF=1) is out of scope of this section. The interchange of OPMET operator messages is supported by the CIDIN(OPMSG) MTCU and, therefore, subject of section 6.2.4.14.

In support of the OPMET application the IPM Heading fields extensions authorization-time and originators-reference (cf. Sub-Volume III, 3.1.2.2.3.3) does not apply as neither the (AFTN) “filing time” nor the “optional heading information” is used in OPMET messages.

The precedence element in the recipient-extensions has one of the value specified in Sub-Volume III, Table 3.1.2-24. 

Table 6.2-6 provides an overview on the correspondences between CIDIN(OPMET) and AMHS information objects. The Table 6.2-6 indicates that the CIDIN user data field contains only one type of information (the OPMET message) which corresponds to the AMHS Message of the type IPM. As there is no service information standardised for the OPMET application (MCF = 3) no conversions to/from other AMHS information objects (as Non-delivery Reports or IPNs) are specified. Received IPNs or Non-delivery Reports are passed to the Control Position for further actions.

Note. – It is not the intention of the gateway specification to place additional requirements on the “CIDIN/OPMET collection and dissemination system” in support of forwarding of received AMHS non-delivery information to the originator of the subject OPMET message. A candidate “container” for such service information is the OPMET operator message. That means, based on regional conventions the gateway could convert AMHS non-delivery information in OPMET operator messages with pre-defined forms.

a) CIDIN(OPMET) to AMHS

Content of received

CIDIN Information Message
Converted AMHS

Message
Action if conversion fails

OPMET Message
IPM
Report to Control Position

b) AMHS to CIDIN(OPMET)

Received

AMHS Message/Report
Content of converted

CIDIN Information Message
Action if conversion fails

IPM
OPMET Message
a) NDR to AMHS originator

b) Report to Control Position

IPN
No conversion
Report to Control Position

Note. – No IPNs are used for conveyance of OPMET messages.

NDR
No conversion
Report to Control Position

Note. – The forwarding of appropriate service information to the originator of the subject CIDIN message is seen as a matter of regional regulations.

Table 6.2-6. Conversions between CIDIN(OPMET) information messages 

and AMHS messages/reports

6.2.4.13.2 CIDIN/OPMET to AMHS conversion

6.2.4.13.2.1 General provisions

The set of service parameters provided by the CIDIN component is specified in Sub-Volume III, 3.1.2.4.2.5.6.

The CIDIN user data field (parameter “user data” in Sub-Volume III, 3.1.2.4.2.5.6) contains the meteorological message consisting of the following components (CIDIN/OPMET specification, WMO 386, Part II):

a) Modified starting line;

b) Meteorological bulletin formed by:

b1)
Abbreviated heading and

b2)
Text;

c) End-of-message signals.

The (modified) starting line , abbreviated heading and end-of-message-signals are in alphanumeric form. For the transport across the CIDIN only the International Alphabet No. 5 (IA-5) applies (WMO 386, Part II; CIDIN/OPMET specification).

The component “text” may contain a meteorological bulletin in alphanumeric (IA-5) or binary presentation, each comprising up to 15 000 octets.

Editor´s note. – The former existing limit of 3800 octets on alphanumerical messages was increased to 15 000 octets with the Amendment No. 4 (1999) to WMO 386, Part II, Attachment II-5.

For transport of alphanumeric text across the CIDIN the IA-5 applies (CIDIN/OPMET specification). Due to provisions in WMO 386, Part II, 2, the use of the IA-5 character set is limited to such printed characters for which corresponding ITA-2 characters exist,).

The meteorological message (composed by the above listed components a) to c)) is placed in its entity without modification in the body part of the generated IPM.

The data designator included in the abbreviated heading (component b1)) indicates, among others, whether the bulletin is in alphanumeric or binary form. Thus, the value of the data designator is a suitable criterion for determination of the encoded-information-type and body-part-type of the generated IPM.

The organisation of the clauses used in Sub-Volume III, 3.1.2.4.5.1, for the specification of the CIDIN(OPMET) to AMHS conversion, is illustrated in Figure 6.2-40. As stated above, only the conversion from OPMET messages (MCF = 3) to IPMs applies.
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6.2.4.13.2.2 Conversion of CIDIN/OPMET messages

There are significant differences in the translation of the CIDIN(OPMET) message components into AMHS parameters as specified in Sub-Volume III, Table 3.1.2-41 against that specified for the AFTN application (Sub-Volume III, Table 3.1.2-25):

1) The address conversion is performed on the CIDIN entry and exit addresses (cf. 6.2.4.7).

2) The CIDIN entry address identifies the message originator.

3) The CIDIN Message Priority (MP) determines the AMHS priority values (cf. 6.2.4.8).

4) The IPM-Heading-Extensions authorization-time and originator-reference are not used (cf. 6.2.4.13.1).

The provisions for the generation of the Message Transfer Envelope (MTE) (Sub-Volume III, 3.1.2.4.5.1.2.4) differ only slightly from that for the AFTN/AMHS Gateway (Sub-Volume III, 3.1.2.3.4.2.3). Therefore, the specification is limited to the differences which applies.

Most of the differences are editorial adaptations of clauses, as replacement of “AFTN/AMHS Gateway” by “CIDIN/AMHS Gateway”. The few functional differences relate to:

1) Originator-name: MF-address converted from the CIDIN entry address;

2) Original-encoded-information-type and built-in-encoded-information-type: additional value for conveyance of binary data;

3) Priority: mapped from the CIDIN Message Priority (MP); and

4) Recipient-name: MF-address converted from the CIDIN exit address.

Note. – As stated in 6.2.4.13.2.1, the component data designator included in the meteorological bulletin is a suitable criterion for the setting of the components encoded-information-type and body-part-type in correspondence to the given alphanumeric or binary form of the bulletin.

6.2.4.13.3 AMHS to CIDIN/OPMET conversion

6.2.4.13.3.1 General provisions

Figure 6.2-41 illustrates the organisation of the clauses used in Sub-Volume III, 3.1.2.4.5.2, for the specification of the AMHS to CIDIN(OPMET) conversion. As stated in 6.2.4.13.1, only the conversion from AMHS (IPM) messages to OPMET messages applies. The AMHS information objects IPN and Report are passed to the Control Position for further actions.
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6.2.4.13.3.2 AMHS IPM conversion

The sequence of processing steps towards the CIDIN(OPMET) messages (see Figure 6.2-41) corresponds to those used for the AFTN application (Figure 6.2-39). However, there are some functional differences in the conversion process which are identified below.

Initial processing

The range of accepted encoded-information-types for received AMHS messages is expanded on the value “undefined” for conveyance of binary data. For the same purpose, the body part type “bilaterally defined” is accepted.

Note. – Currently, the accepted encoded-information-types and body part types for textual (alphanumerical) data are identical to those for conversion into AFTN messages. However, further studies on the used character set in OPMET data may lead to an acceptance of general ia-5 text.

The IPM-Heading-Extensions authorization-time and originator-reference are not used (cf. 6.2.4.13.1). The ATS-Message-Header does not apply (as the interworking with the OPMET application is only specified for Extended ATS Message Service environments).

The conversion-with-loss-prohibited criteria does not apply as the conversion process is transparent for the OPMET data contained in the message body (cf. Sub-Volume III, 3.1.2.4.5.2.2.1, Note 1).

The accepted length for a meteorological bulletin included in the body part is limited to 15 000 octets (cf. 6.2.4.13.2.1)

Note. – At the CIDIN side there are no provisions for segmentation of bulletins exceeding the permitted length.

Generation of the CIDIN/OPMET message

The generation is limited to CIDIN protocol control information (Sub-Volume III, Table 3.1.2-44). The data element of the IPM body is placed unchanged in the CIDIN user data field.

The Message Identification Number (MIN) is generated by the CIDIN Component and may be returned to the Message Transfer and Control Unit upon invocation of a T-Message.Request (see Sub-Volume III, 3.1.2.4.2.5.6).

Use of IPM elements

The use of IPM elements is limited to the IPM-Recipient-Extension precedence (for conversion into the CIDIN Message Priority) and the IPM body data (placed in the CIDIN user data field).

Use of MTE parameters

The use of parameters of the Message Transfer Envelope (MTE) (Sub-Volume III, 3.1.2.4.5.2.2.4) differ only slightly from that for the AFTN/AMHS Gateway (Sub-Volume III, 3.1.2.3.5.2.4). Therefore, the specification is limited to the differences which applies.

Most of the differences are adaptations for used cross-references and editorial alignments of clauses, as replacement of “AFTN/AMHS Gateway” by “CIDIN/AMHS Gateway”. The few functional differences relate to (cf. 6.2.4.13.2.2):

1) Originator-name: converted into the CIDIN entry address;

2) Original-encoded-information-type and converted-encoded-information-type: an additional value may be used for conveyance of binary data;

3) Recipient-name: converted into the CIDIN exit address.

6.2.4.14 Conversions related to the CIDIN Operator Messages

Note 1. – The specifications for the conversions related to the CIDIN operator messages are very similar to those for the OPMET application. The mayor differences are the limitation to textual user data and the message length. However, in consideration of a possible tailoring of the gateway to such CIDIN applications which are actually in use, the material related to the OPMET application (6.2.4.13) is below repeated with slight modifications concerning the specific characteristics of the CIDIN operator messages.

Note 2. – Even if the information contained in OPMET operator messages (cf. 6.2.4.13.1) may be of specific structure, there is no need for additional provisions to them for CIDIN operator messages.

6.2.4.14.1 Specific aspects of CIDIN Operator Messages

The interchange of CIDIN operator messages is a simple means for exchanging information between operators of CIDIN centres for co-ordination purposes. CIDIN operator messages are identified within the CIDIN with the MCF value “1”. (EUR CIDIN Manual, 6.5.1).

Due to the intended purpose of CIDIN operator messages the AMHS peer system for the gateway is another CIDIN/AMHS Gateway rather than a direct AMHS user (Figure 6.2-21). In addition, the Control Position of the gateway is enabled to send and receive CIDIN operator messages (Sub-Volume III, 3.1.2.4.2.6.4).

Note. – If CIDIN operator messages are used for interchange of OPMET service information (i.e. OPMET operator messages) the originator or intended recipient at the AMHS may be also a direct AMHS user.

In support of the CIDIN(OPMSG) communication the IPM Heading fields extensions authorization-time and originators-reference (cf. Sub-Volume III, 3.1.2.2.3.3) does not apply as neither the (AFTN) “filing time” nor the “optional heading information” is used in CIDIN operator messages.

The precedence element in the recipient-extensions has one of the value specified in Sub-Volume III, Table 3.1.2-24. 

Table 6.2-7 provides an overview on the correspondences between CIDIN(OPMSG) and AMHS information objects. The Table 6.2-7 indicates that the CIDIN user data field contains only one type of information (the CIDIN Operator message) which corresponds to the AMHS Message of the type IPM. As there is no service information standardised for CIDIN(OPMSG) communications no conversions to/from other AMHS information objects (as Non-delivery Reports or IPNs) are specified. Received IPNs or Non-delivery Reports are passed to the Control Position for further actions.

Note. – It is not the intention of the gateway specification to place additional requirements on the CIDIN in support of forwarding of received AMHS non-delivery information to the CIDIN entry station. A candidate “container” for such information is also the CIDIN operator message. Based on regional implementations the gateway could convert AMHS non-delivery information in CIDIN operator messages with pre-defined forms.




a) CIDIN(OPMSG) to AMHS

Content of received

CIDIN Information Message
Converted AMHS

Message
Action if conversion fails

OPMSG Message
IPM
Report to Control Position

b) AMHS to CIDIN(OPMSG)

Received

AMHS Message/Report
Content of converted

CIDIN Information Message
Action if conversion fails

IPM
OPMSG Message
a) NDR to AMHS originator

b) Report to Control Position

IPN
No conversion
Report to Control Position

Note. – No IPNs are used for conveyance of OPMSGs.

NDR
No conversion
Report to Control Position

Note. – The forwarding of appropriate service information to the originator of the subject CIDIN message is seen as a matter of regional regulations.

OPMSG: CIDIN operator message

Table 6.2-7. Conversions between CIDIN(OPMSG) information messages 

and AMHS messages/reports

6.2.4.14.2 CIDIN Operator Message to AMHS conversion

6.2.4.14.2.1 General provisions

The set of service parameters provided by the CIDIN component is specified in Sub-Volume III, 3.1.2.4.2.5.6.

The CIDIN user data field (parameter “user data” in Sub-Volume III, 3.1.2.4.2.5.6) includes the operator message consisting of the following components (EUR CIDIN Manual 6.3):

a) nm_identifier = “NM”;

b) nm_fuction = “OP”;

c) message_type = “P” and

d) message_body: up to 1968 ia5 characters.

The message body is structured in lines of up to 80 characters. That means, there are up to 24 lines permitted.

The ia5 character set is limited to printable characters.

The operator message (i.e. the components a) to d)) is placed in its entirety in the body part of the generated IPM.

Note. – A OPMET operator message may be of different composition as listed above. However, as the complete operator message is placed in the body part no special handling for OPMET operator messages is required.

The organisation of the clauses used in Sub-Volume III, 3.1.2.4.6.1, for the specification of the CIDIN(OPMSG) to AMHS conversion is illustrated in Figure 6.2-42. As stated above, only the conversion from OPMSG messages to IPMs applies.
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6.2.4.14.2.2 Conversion of CIDIN Operator Messages

There are significant differences in the translation of the CIDIN(OPMSG) message components into AMHS parameters as specified in Sub-Volume III, Table 3.1.2-47 against that specified for the AFTN application (Sub-Volume III, Table 3.1.2-25):

1) The address conversion is performed on the CIDIN entry and exit addresses (cf. 6.2.4.7).

2) The CIDIN entry address identifies the message originator.

3) The CIDIN Message Priority (MP) determines the AMHS priority values (cf. 6.2.4.8).

4) The IPM-Heading-Extensions authorization-time and originator-reference are not used (cf. 6.2.4.13.1).

The provisions for the generation of the Message Transfer Envelope (MTE) (Sub-Volume III, 3.1.2.4.6.1.2.4) differ only slightly from that for the AFTN/AMHS Gateway (Sub-Volume III, 3.1.2.3.4.2.3). Therefore, the specification is limited to the differences which applies.

Most of the differences are editorial adaptations of clauses, as replacement of “AFTN/AMHS Gateway” by “CIDIN/AMHS Gateway”. The few functional differences relate to:

1) Originator-name: MF-address converted from the CIDIN entry address;

2) Priority: mapped from the CIDIN Message Priority (MP); and

3) Recipient-name: MF-address converted from the CIDIN exit address.

6.2.4.14.3 AMHS to CIDIN Operator Message conversion

6.2.4.14.3.1 General provisions

Figure 6.2-43 illustrates the organisation of the clauses used in Sub-Volume III, 3.1.2.4.6.2, for the specification of the AMHS to CIDIN(OPMSG) conversion. As stated in 6.2.4.14.1, only the conversion from AMHS (IPM) messages to CIDIN operator messages applies. The AMHS information objects IPN and Report are passed to the Control Position for further actions.
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6.2.4.14.3.2 AMHS IPM conversion

The sequence of processing steps towards the CIDIN(OPMSG) messages (see Figure 6.2-43) corresponds to those used for the AFTN application (Figure 6.2-39). However, there are some functional differences in the conversion process which are identified below.


Initial processing

The accepted encoded-information-type and body part type for received AMHS messages is “ia5-text”.

Note. –Further studies on the used character set in CIDIN operator messages may effect an expansion of accepted values in the view of the transparency provided by the CIDIN.

The IPM-Heading-Extensions authorization-time and originator-reference are not used (cf. 6.2.4.14.1). The ATS-Message-Header does not apply (as the conversion from/to CIDIN operatoe messages is only specified for Extended ATS Message Service environments).

The conversion-with-loss-prohibited criteria does not apply as the conversion process is transparent for the OPMET data contained in the message body (cf. Sub-Volume III, 3.1.2.4.5.2.2.1, Note 1).

The accepted length for a operator messages included in the body part is limited to 1968 characters (cf. 6.2.4.14.2.1)

Note. – At the CIDIN side there are no provisions for segmentation of operator messages exceeding the permitted length.

Generation of the CIDIN/OPMET message

The generation is limited to CIDIN protocol control information (Sub-Volume III, Table 3.1.2-50). The data element of the IPM body is placed unchanged in the CIDIN user data field.

The Message Identification Number (MIN) is generated by the CIDIN Component and may be returned to the Message Transfer and Control Unit upon invocation of a T-Message.Request (see Sub-Volume III, 3.1.2.4.2.5.6).

Use of IPM elements

The use of IPM elements (Sub-Volume III, 3.1.2.4.6.2.2.3) is limited to the IPM-Recipient-Extension precedence (for conversion into the CIDIN Message Priority) and the IPM body data (placed in the CIDIN user data field).

Use of MTE parameters

The use of parameters of the Message Transfer Envelope (MTE) (Sub-Volume III, 3.1.2.4.6.2.2.4) differ only slightly from that for the AFTN/AMHS Gateway (Sub-Volume III, 3.1.2.3.5.2.4). Therefore, the specification is limited to the differences which applies.

Most of the differences are adaptations for used cross-references and editorial alignments of clauses, as replacement of “AFTN/AMHS Gateway” by “CIDIN/AMHS Gateway”. The few functional differences relate to (cf. 6.2.4.14.2.2):

1) Originator-name: converted into the CIDIN entry address;

2) Recipient-name: converted into the CIDIN exit address.

----------------------------------------------- END --------------------------------------------------------
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