User Requirements for ATSC Class Routing 


& Number of ATSC Classes required for CNS/ATM-1.





1.	Background





	At the Joint meeting  WG2/WG3 meeting on Tuesday 23rd the subject of ATSC Routing Classes was discussed at length based upon WG3/WP6-14 (WG2/WP273).  The  meeting could not agree on a resolution to the question of whether ATSC data should be routed on a “strong” or “weak” basis by the underlying internetwork service.  A sub-group was established to consider WG3/6-14 and WG2/WP266 (which was addressing the same issue but not addressed by the joint meeting) in order to propose a consolidated solution which was to be presented to the joint session planned for Thursday 25th.


	Since then it has become apparent that before any solution can be proposed it is necessary for the User Requirement to be agreed. 





2.	WG2 Schedule





	At its Brisbane meeting WG2 agreed that, in order to meet the ICAO deadline of submission of its draft SARPs by end June ‘96, the Brussels meeting would be the LAST opportunity to introduce technical changes.  This allows an editorial committee to conduct one final review of the draft resulting from Brussels to be submitted to the June meeting for approval.





3.	Current Solution in Sub Volume 5





	Based upon the original User Requirements expressed at the Joint WG2/3 meetings in FairFax (May ‘95) the current version of the Sub Vol. 5 SARPs support a “strong” QoS based routing, i.e. if a route providing the  requested ATSC class  (or better) is not available the data is discarded.





4.	User Requirement





	Before any changes are introduced to Sub Volume V it is firstly essential to agree on the User Requirement which essentially comes down to 4 questions:





a.	Is it acceptable to WG3 that the  Sub Vol. 5 SARPs define provisions that the ATN Internet discards ATSC data when routes supporting the ATSC class requested (or better) are not available ?





b.	Assuming that the answer to “a” is  NO then does WG3 require that the internet provides an indication to the destination ULA of the lowest ATSC class Route over which data has arrived in cases where the data has  been delivered over a Route which supports a lower ATSC class than that requested ?  An alternative means for the destination system to detect a potential degraded service is through the use of application timestamping.  WG2 STRONGLY prefers the latter option in order not to compromise current Sub Vol. 5 Validation programmes and completion time-scales. 





c	Sub Volume 5 currently supports up to eight ATSC classes.  Definition of further classes compromises the validation programme and provides no practical benefit within the CNS/ATM-1 package timescales.  WG3 is requested to confirm that they do not require the use of more than up to eight ATSC classes for CNS/ATM-1.





d.	WG3 is requested  to confirm there is no ATSC User Requirement for  the ATSC Security Tag value highlighted in the attached table.





5.	Proposal





	Based upon the above questions  WG3 should provide WG2 with a definitive User Requirement (i.e. Yes/No answers to the above 4 questions) by end of Thursday.  This will allow WG2 to agree on the necessary changes to Sub Vol. 5 if required on Friday before the meeting closes thereby maintaining the current WG2 schedule.





	In the event that WG3 cannot agree on the User Requirement by Close of Business on Thursday it is proposed that the Sub Vol. 5 SARPs remain unchanged on this subject, i.e. “strong” QoS based routing where ATSC data is discarded.





	In the event that WG3 cannot provide a definitive user requirement the Sub Volume 5 SARPs will remain unchanged on this subject.
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Traffic Type�
Category�
Security Tag Value�
Semantics�
�
ATN Operational Communications�
Air Traffic Service Communications (ATSC)�
000 00001�
No Traffic Type Policy Preference�
�
�
�
000 10000�
Traffic only follows Class A ATSC route(s).�
�
�
�
000 10001�
Traffic only follows Class B ATSC route(s).�
�
�
�
000 10010�
Traffic only follows Class C ATSC route(s).�
�
�
�
000 10011�
Traffic only follows Class D ATSC route(s).�
�
�
�
000 10100�
Traffic only follows Class E ATSC route(s).�
�
�
�
000 10101�
Traffic only follows Class F ATSC route(s).�
�
�
�
000 10110�
Traffic only follows Class G ATSC route(s).�
�
�
�
000 10111�
Traffic only follows Class H ATSC route(s).�
�
�
�
000 00011�
Route Traffic using an ordered preference of Mode S first, then VHF Data Link, then Satellite Data Link, then HF Data Link.�
�
�
Aeronautical Operational Control (AOC)�
001 00001�
No Traffic Type Policy Preference.�
�
�
�
001 00010�
Route Traffic only via Gatelink.�
�
�
�
001 00011�
Route Traffic only via VHF Data Link.�
�
�
�
001 00100�
Route Traffic only via Satellite Data Link.�
�
�
�
001 00101�
Route Traffic only via HF Data Link.�
�
�
�
001 00110�
Route Traffic only via Mode S Data Link.�
�
�
�
001 00111�
Route Traffic using an ordered preference of Gatelink first, then VHF Data Link.�
�
�
�
001 01000�
Route Traffic using an ordered preference of Gatelink first, then VHF Data Link, then Satellite.�
�
�
�
001 01001�
Route Traffic using an ordered preference of Gatelink first, then VHF Data Link, then HF Data Link, then Satellite Data Link.�
�
ATN Administrative Communications�
�
001 10000�
�
�
General Communications�
�
N/A1�
�
�
ATN Systems Management Communications�
�
011 00000�
�
�



Table 6-1:-Encoding of Traffic Type Security Tag
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