� set Doc_title "ATNP WG2 Flimsy" �ATNP WG2 Flimsy�� set Doc_task "ATNIP_STA" �ATNIP_STA�� set Doc_type "DCO" �DCO�� set Doc_nr "number?" �number?�� set Doc_author "Tony Whyman" �Tony Whyman�� set Doc_revno "Issue 1.0" �Issue 1.0�� set Doc_date "10-Oct-95" �10-Oct-95��set Doc_ref "Flimsy #�Doc_nr�number?�"�Flimsy #number?�


Flimsy #9 Rev B�25 April 1996


Proposed Changes to 8.3.1.4.2 of Version 4.1 of the draft ATN Internet SARPs


Rev. No.


�
Problem Statement


In a review of WP252 (Version 4.1 of the draft ATN Internet SARPs)+


it was noted that the text of 8.3.1.4.2 included statements not in the form of proper SARPs i.e. the use of “may” rather than a conditional “shall”. This text needs to be rephrased.


The second paragraph of 8.3.1.5 was recognised to be difficult to understand and needed to be re-stated.


Proposed Resolution


Proposed Changes to 8.3.1.4.2


It is proposed to amend the text of 8.3.1.4.2, as follows:


When a route is advertised to an adjacent BIS, and according to local policy rules specified by a System Administrator and dependent on the BIS to which the route is being advertised and the route’s NLRI, then:


If the route has been originated by an Air/Ground Router according to the procedures for the optional non-use of IDRP (as specified in 3.5.2.11), and the adjacency with the Airborne Router is over an air/ground data link approved for ATSC use, then an ATSC Class Security Tag shall be added to the  route identifying the ATSC  Class(es) supported by the Adjacency with that Airborne Router.


If the route had been received from an Airborne Router by an Air/Ground Router, over an air/ground data link approved for ATSC use, then an ATSC Class Security Tag shall be added, replacing  any that may already be present, identifying the ATSC Class(es) supported by the Adjacency with that Airborne Router.


If the route has been originated locally (i.e. within the same Routing Domain), by a Router other than an Airborne router, and 


if the route is to be advertised to an adjacent BIS over an adjacency supported by one or more subnetworks approved for ATSC traffic, then


an ATSC Class security tag shallmay be added to the route identifying the ATSC Class(es) specified by the System Administrator and formulated as part of the local policy rule supported by the Adjacency.


Note. - In the case of an Airborne Router, the ATSC Class is inserted by the Air/Ground Router (see case (b) above), and this avoids an Airborne Router having to know which air/ground data links are approved for ATSC use.


if the route has been received from another BIS and 


the route is to be advertised to an adjacent BIS over an adjacency supported by one or more subnetworks approved for ATSC traffic, and


an ATSC Class security tag is present in the route, that is higher than the ATSC Class that the System Administrator has specified as being supported by the Adjacency, then


the ATSC class of the route shallmay be downgraded, as specified below, to the ATSC Class supported by the Adjacencya lower class, where Class A is the highest and Class H is the lowest.


if the route has been received from another BIS and


the route is to be advertised to an adjacent BIS over an adjacency supported by subnetworks  that are not approved for ATSC  Traffic, then


the ATSC Class security tag shall be removed from the route before it is advertised to the adjacent BIS.


if a route will be advertised over an adjacency supporting one or more Air/Ground subnetworks, and none of the Air/Ground subnetworks support ATSC traffic, then an ATSC Security Tag, if present in the route’s security path attribute, shall be removed.


Downgrading shall be performed only when the route supports an ATSC Class higher than the highest ATSC Class supported by the local policy. When the ATSC Class is downgraded, the ATSC Class Security Tag Set shall be modified such that all bits indicating support for an ATSC Class higher than that supported by the local policy shall be set to zero, and the bit corresponding to the highest ATSC Class supported by local policy shall be set to one. All remaining bits shall be unaffected.


An ATSC Class Security Tag shall not be present in a route’s security information, if an Air/Ground Subnetwork Security Tag is also present indicating that the Air/Ground Subnetwork does not support ATSC Traffic.


Proposed Changes to 8.3.1.5


It is proposed to replace the second paragraph of 8.3.1.5 with:


During the Phase 2 Routing Decision process, when:


 two or more routes to the same or overlapping destinations are found in the adj-RIB-ins identified by a RIB_Att that includes the Security Path Attribute, but which differ in the security information contained in their security path attribute, then all such routes shall be selected and copied to the corresponding loc_RIB unless their computed preference is less than another such route which is usable by the same or more NPDUs


two routes are found in the adj-RIB-ins identified by a RIB_Att that includes the Security Path Attribute, which differ in the security information contained in their security path attribute,.and when the NLRI of the less preferable route is a proper subset of the NLRI of the more preferable route, then only the more preferable route shall be copied to the corresponding loc_RIB. Otherwise, both such routes shall be copied to the corresponding loc_RIB
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