Annex B describing the MO Classes

(only Network Layer related MOCs)



Network Layer related MO Classes used for the management of NM resources

Overview



Managed Object Class�Chapter�Pg�Description�Resource��� RENV _Ref400439936 \* FUSIONFORMAT �aTNadjacentBIS� �B � RENV _Ref400440390 \n �3.2.3.1��� RENVOIPAGE _Ref400440892 �45��ATN adjacent BIS connection properties MO.�Network Layer��� RENV _Ref412110421 \* FUSIONFORMAT �aTNadjacentBISiVMO��B � RENV _Ref412110421 \n �3.2.3.2��� RENVOIPAGE _Ref412110421 �55��ATN adjacent BIS connection properties IVMO.�Network Layer��� RENV _Ref402084066 \* FUSIONFORMAT �aTNcLNS��B � RENV _Ref402084108 \n �3.2.1� �� RENVOIPAGE _Ref402084147 �7��ATN representation for connectionless network system ISO/IEC 8473 protocol.�Network Layer��� RENV _Ref402925107 \* FUSIONFORMAT �aTNidrpConfig��B � RENV _Ref402925107 \n �3.2.3� �� RENVOIPAGE _Ref402925107 �41��ATN BIS-BIS IDRP configuration MO.�Network Layer��� RENV _Ref412110536 \* FUSIONFORMAT �aTNiSsME��B � RENV _Ref412110536 \n �3.2.2��� RENVOIPAGE _Ref412110536 �36��ATN mplementation of IS-SME MO.�Network Layer��� RENV _Ref400371175 \* FUSIONFORMAT �aTNlinkage� �B � RENV _Ref400371382 \n �3.2.1.1��� RENVOIPAGE _Ref400438317 �13��ATN linkage, representing ISO/IEC 9542 protocol usage and Sndcf for LAN access (one per subnetwork).�Network Layer��� RENV _Ref401833344 \* FUSIONFORMAT �aTNnetworkEntity��B � RENV _Ref400371323 \n �3.2��� RENVOIPAGE _Ref400438426 �6��Network Layer properties.�Network Layer��� RENV _Ref414324950 \* FUSIONFORMAT �networkSubsystem��B � RENV _Ref402083854 \n �2.1� �� RENVOIPAGE _Ref402083897 �4��Container for all Network Layer MOs.�Agent��� RENV _Ref400371160 \* FUSIONFORMAT �nSAP� �B � RENV _Ref400371297 \n �3.1��� RENVOIPAGE _Ref400438547 �5��Network Layer addressing information.�Network Layer��� RENV _Ref412110637 \* FUSIONFORMAT �projectAdjacency��B � RENV _Ref412110637 \n �3.2.1.1.3��� RENVOIPAGE _Ref412110637 �31��Project BIS-BIS mobile adjacency MO.�Network Layer��� RENV _Ref412110937 \* FUSIONFORMAT �projectAdjacentRIBin��B � RENV _Ref412110937 \n �3.2.3.1.1��� RENVOIPAGE _Ref412110937 �51��Project Adjacent RIB-IN managed object.�Network Layer��� RENV _Ref412110958 \* FUSIONFORMAT �projectAdjacentRIBout��B � RENV _Ref412110958 \n �3.2.3.1.2��� RENVOIPAGE _Ref412110958 �53��Project Adjacent RIB-OUT managed object.�Network Layer��� RENV _Ref412110710 \* FUSIONFORMAT �projectFIB��B � RENV _Ref412110710 \n �3.2.1.2��� RENVOIPAGE _Ref412110710 �33��Project Forwarding Information Base MO.�Network Layer��� RENV _Ref412110990 \* FUSIONFORMAT �projectLocalRIB��B � RENV _Ref412110990 \n �3.2.3.3��� RENVOIPAGE _Ref412110990 �57��Project Local Routing Information Base MO.�Network Layer��� RENV _Ref402085417 \* FUSIONFORMAT �projectMobileConnection��B � RENV _Ref402085430 \n �3.2.1.1.2��� RENVOIPAGE _Ref402085444 �25��Project mobile connection between two distant SNPAs (one instance per aircraft) MO.�Network Layer��� RENV _Ref412081039 \* FUSIONFORMAT �projectReachableAddress��B � RENV _Ref412081039 \n �3.2.1.1.1��� RENVOIPAGE _Ref412081039 �23��Project list of reachable addresses.�Network Layer��� RENV _Ref412111020 \* FUSIONFORMAT �projectRIBentry� �B � RENV _Ref412111020 \n �3.2.3.1.1.1��� RENVOIPAGE _Ref412111020 �52��Project Routing Information Base entry MO.�Network Layer��� RENV _Ref420078010 \* FUSIONFORMAT �projectRoute��B � RENV _Ref412110747 \n �3.2.1.2.1��� RENVOIPAGE _Ref412110747 �35��Project List Routes ENTRY MO in Forwarding Information Base. �Network Layer��� RENV _Ref419706252 \* FUSIONFORMAT �projectSubnetworkConnectionGroup��B � RENV _Ref412081070 \n �3.2.1.1.2.1��� RENVOIPAGE _Ref412081070 �28��Project subnetwork connection group for air-ground circuits (one instance per subnetwork).�Network Layer��� RENV _Ref412547500 \* FUSIONFORMAT �virtualCallX25��B � RENV _Ref400639218 \n �3.3.1��� RENVOIPAGE _Ref400441798 �62��Project parameters for a X25 Virtual Circuit MO.�Network Layer��� RENV _Ref412120560 \* FUSIONFORMAT �virtualCallX25IVMO��B � RENV _Ref412120560 \n �3.3.2��� RENVOIPAGE _Ref412120560 �65��Project parameters for a X25 Virtual Circuit IVMO.�Network Layer��� RENV _Ref402924279 \* FUSIONFORMAT �x25PLE-DTE��B � RENV _Ref402924279 \n �3.3��� RENVOIPAGE _Ref402924279 �59��Project context of a X25 subnetwork packet layer entity MO.�Network Layer��� RENV _Ref412120597 \* FUSIONFORMAT �x25PLEiVMO-DTE��B � RENV _Ref412120597 \n �3.4��� RENVOIPAGE _Ref412120597 �67��Project context of a X25 subnetwork packet layer entity IVMO.�Network Layer��







Note: MOC names have been chosen, based on the following rules:

if «aTN» is in front of the MOC name, then this MOC is ATN specific,

if «project» is in front of the MOC name, then this MOC is project specific,

in all other cases, the ISO MOC will be used, meaning that no change has been brought to the standard.



�Statistics on the Managed Object Classes











Managed Object Class�MOC Ident�N° of Actions�N° of Attributes�N° of Notificatns��� RENV _Ref400439936 \* FUSIONFORMAT �aTNadjacentBIS� �Y� 4� 36� 5��� RENV _Ref412110421 \* FUSIONFORMAT �aTNadjacentBISiVMO��Y� 0� 9� 2��� RENV _Ref402084066 \* FUSIONFORMAT �aTNcLNS��Y� 1� 29� 3��� RENV _Ref402925107 \* FUSIONFORMAT �aTNidrpConfig��Y� 2� 32� 3��� RENV _Ref412110536 \* FUSIONFORMAT �aTNiSsME��Y� 2� 17� 3��� RENV _Ref400371175 \* FUSIONFORMAT �aTNlinkage� �Y� 4� 42� 5��� RENV _Ref401833344 \* FUSIONFORMAT �aTNnetworkEntity��Y� 0� 3� 0��� RENV _Ref414338431 \* FUSIONFORMAT �networkSubsystem��Y� 0� 1� 0��� RENV _Ref400371160 \* FUSIONFORMAT �nSAP� �Y� 0� 2� 2��� RENV _Ref412110637 \* FUSIONFORMAT �projectAdjacency��Y� 0� 8� 2��� RENV _Ref412110937 \* FUSIONFORMAT �projectAdjacentRIBin��Y� 0� 3� 0��� RENV _Ref412110958 \* FUSIONFORMAT �projectAdjacentRIBout��Y� 0� 3� 0��� RENV _Ref412110710 \* FUSIONFORMAT �projectFIB��Y� 4� 3� 1��� RENV _Ref412110990 \* FUSIONFORMAT �projectLocalRIB��Y� 1� 3� 0��� RENV _Ref402085417 \* FUSIONFORMAT �projectMobileConnection��Y� 0� 11� 3��� RENV _Ref412081039 \* FUSIONFORMAT �projectReachableAddress��Y� 2� 10� 3��� RENV _Ref412111020 \* FUSIONFORMAT �projectRIBentry��Y� 0� 7� 0��� RENV _Ref420078061 \* FUSIONFORMAT �projectRoute��Y� 0� 4� 0��� RENV _Ref419706252 \* FUSIONFORMAT �projectSubnetworkConnectionGroup��Y� 0� 14� 4��� RENV _Ref412547723 \* FUSIONFORMAT �virtualCallX25��Y� 2� 22� 3��� RENV _Ref412120560 \* FUSIONFORMAT �virtualCallX25IVMO��Y� 0� 13� 2��� RENV _Ref402924279 \* FUSIONFORMAT �x25PLE-DTE��Y� 2� 29� 4��� RENV _Ref412120597 \* FUSIONFORMAT �x25PLEiVMO-DTE��Y� 0� 23� 2��













Total N° of Managed Object Classes�MOC N°�Total N° of Actions�Total N° of Attributes�Total N° of Notificatns��Network related MOCs� 23� 24� 324� 47���Agent-related MO Classes



networkSubsystem



This managed object class is the container of all Network MOCs. It is a subclass of Rec. X.723 ISO/IEC 10165-5: Subsystem.

The NetworkSubsystem managed object can not be created nor explictly deleted by management operation; it exists inherently in the system.

There is only one instance for this MOC.



Property�Type Id�Description�Oper�I SO�ATN�LOC�SMF�EICD�1P Op��subsystemId�at01�Naming attribute. Initial value: «networkSubsystem».�g�M�M�AG�*�at1���

�Network Layer- related MO Classes



nSAP



This subclass is defined in Rec. X.723 ISO/IEC 10165-5: sap2.

This managed object class identifies the service access points to the network entity.

Each NSAP is related to a single NetworkEntity, whereas a NetworkEntity should have different SAPs.

(CREATE/DELETE( operations are supported on the MO, and should be done through local management. There are different instances for this MO. ISO/IEC 10733.





Property�Type Id�Description�Oper�I SO�ATN�LOC�SMF�EICD�1P Op��sap2Address�at01�Address of the NSAP, independant of the underlying layer.�g�M�B�AG�C�at2���sapId�at02�Naming attribute for the NSAP. Possible values: «nSAPxxxx», where «xxxx» is a sequential number.�g�M�B�AG�*�at1���objectCreation�no01�Used to report the creation of the NSAP instance. The ‘attributeList’ parameter shall be used to report the values of the MO attributes. Generated whenever a NSAP managed object is created. ‘sourceIndicator’ parameter is optional:

if creation results from NMS, ‘managementOperation’ value is used,

‘unknown’ value may also be returned when it is not possible to identify the source of the operation.��M�B�AG�C�n1���objectDeletion�no02�Used to report the NSAP instance deletion. The ‘attributeList’ parameter shall be used to report the values of the MO attributes. Single optional parameter is ‘sourceIndicator’:

if deletion occurs in response to NMS, value ‘managementOperation’ is used,

otherwise ‘unknown’ may be returned when it is not possible to identify the source of the operation.��M�B�AG�C�n2���

�aTNnetworkEntity



This managed object class is a subclass of Rec. X.723 ISO/IEC 10733: networkEntity; it allows to identify a network entity, and is a container for all network entity specific managed objects.

This managed object can not be created nor deleted explictly by NMS. It exists inherently in the system.

There is one instance for this MO.



Property�Type Id�Description�Oper�I SO�ATN�LOC�SMF�EICD�1P Op��communicationsEntityId�at01�Naming attribute. Initial value: «aTNnetworkEntity».�g�M�M�AG�*�at1���networkEntityTitles�at02�The set of Network Entity Titles (having the same abstract syntax as a NSAP address), which unambiguously identify the Network Entity in an ES or IS. The value is read in a configuration file.�gsar�M�B�AG�C�at2���systemTypes�at03�The set of system roles supported by this Network Entity: ES or IS.�g�M�B�AG�C�at3���

�aTNcLNS



This managed object class represents the connectionless network service, associated with the network entity.

This managed object can not be created nor deleted explictly by NMS. It exists inherently in an ATN system.

There is only one instance for this MO per network entity, that represents an implementation of the ISO/IEC 8473-1 protocol X283. ISO/IEC 10733.

activate and deactivate actions are not proposed as these actions should be done by local management.





Property�Type Id�Description�Oper�I SO�ATN�LOC�SMF�EICD�1P Op��echoRequest�ac01�This action shall be used to invoke an ISO/IEC 8473-1 echo request function. An echo request� (ERQ) PDU is sent by CL network entity. This action is only a Ground to Ground or an Air to Ground action.

Actions parameters are:

destination NSAP/NET,

description of data to be sent (for correlation purposes),

security attribute,

priority,

use or not of route recording option,

waiting delay for the response.

In case of efficient action, the response contains following data:

time stamping,

list of recorded ISs.��A�M�AG�F�ac3���administrativeState�at01�CLNS administrative state, includes following values: UNLOCKED, LOCKED.�g�O�O�AG�C�at3���assemblingSegments

Discarded�at02�Number of segments discarded due to reassembly timer expiry.�g�A�B�AG�F�at9���assemblingSegments

DiscardedThreshold�at03�Threshold on number of segments discarded due to reassembly timer expiry.�gs�X�O�AG�C�at16���clProtocolMachineId�at04�Protocol machine identifier (Naming attribute). Initial value: «CLNS».�g�M�M�AG�*�at1���congestedPriority�at05�Priority level under which NPDUs are currently affected by congestion and may be discarded. This attribute is not significant when ‘congestionState’ attribute has value: NORMAL, meaning when system is not_congested. Range: [0, 14].�g�A�M��AG�C�at26���congestedSegmentsReceived�at06�Number of data and error report NPDUs received with the ‘congestion experienced flag’ set. This counter is periodically reset.�g�X�A�AG�P�at23���congestionDiscards�at07�Number of data and error NPDUs discarded due to congestion; this counter is incremented, irrespective of Error Report bit in received NPDU.�g�M�M�AG�F�at12���congestionDiscards

Threshold�at08�Threshold on number of data and error NPDUs discarded due to congestion; this counter is incremented, irrespective of Error Report bit in received NPDU.�gs�X�O�AG�C�at19���congestionsExperienced�at09�Number of times the local network entity sets the ‘congestionExperienced’ flag in a data or error NPDU; this counter is incremented when congestion is experienced by the managed system, irrespective of the original value of the ‘congestionExperienced’ flag in the forwarded NPDU segment.�g�A�M��AG�P�at24���congestionState�at10�States of congestion of the system, behaves as a jauge:

congestion_experienced when the ratio of NPDUs forwarded in the condition of congestion exceeds the configured high level water mark, 

congestion_discard when the managed system discards a NPDU because of congestion, and while the not_congested state is not resumed,

not_congested when the ratio of NPDUs forwarded in the congestion condition is lower than configured low level water mark.

Thus we consider following values: NORMAL (0), CONGESTION (1), DISCARD (2).

The proposed ‘congestionState’ attribute will allow to report as stateChange notifications, following congestionState events:

the system begins to discard NPDUs due to congestion (transition to congestion_discard state: high level water mark),

the system is not congestionned anymore (transition to not_congested state: low level water mark).�g�A�M��AG�P�at25���enableChecksum�at11�ISO/IEC 8473-1 generation of checksum enabled (TRUE, FALSE).�gs�O�B�AG�C�at14�190194195��errorReportsForwarded�at12�Number of error report NPDUs received which have been forwarded to another network entity and were not addressed to the local entity.�g�A�M��AG�F�at22���errorReportsGenerated�at13�Number of error report NPDUs generated by the local network entity.�g�X�O�AG�F�at30���errorReportsReceived�at14�Number of error report NPDUs received that were addressed to the local network entity.�g�M�M�AG�F�at10���errorReportsReceived

Threshold�at15�Threshold on number of error report NPDUs received that were addressed to the local network entity.�gs�X�O�AG�C�at17���maximumBuffers�at16�Maximum guaranteed number of buffers available for forwarding. This allows to determine if congestion is present in the system (based on the algorithm defined in ISO/IEC 10189 Annex D). This provides an indication, and a suitable value is provided that is based on the size of the system. Nominal value: 64; Range: [1, 65535].�g�X�O�AG�C�at21���maximumLifetime�at17�Maximum lifetime of NPDU generated by local entity (in half seconds), that may be placed into lifetime field of data packets or error NPDU generated by the local entity. Nominal value: 200, Range: [1, 255].�gs�O�B�AG�C�at13�191196��npduErrorReport�at18�BOOLEAN that determines whether E/R flag in locally originated NPDUs is to be sent or not; values are:  (TRUE, FALSE).�gs�O�B�AG�C�at27���nSAPPairLogging�at19�BOOLEAN that indicates whether NSAP pair logging is enabled or not. 

Values: ( TRUE, FALSE).�gs�X�O�AG�C�at20���operationalState�at20�Indicates whether the CLNS object is allowed to work, as defined in ISO/IEC 10164-2. Can take  following values: DISABLED (1), ENABLED (0).�g�M�M�AG�F�at2���operationalSystemType�at21�CLNS operational type: ES or IS.�g�M�B�AG�C�at5���pduDiscards�at22�Number of data and error report NPDUs discarded for any reasons specified in ISO/IEC 8473-1 Table 8, except for congestion; this counter is incremented , irrespective of Error Report bit in received NPDU.

This counter is associated with pduDiscard event which generates a communicationsAlarm notification.�g�M�M�AG�F�at11���pduDiscardsThreshold�at23�Threshold on number of data and error report NPDUs discarded for any reasons specified in ISO/IEC 8473-1 Table 8, except for congestion; this counter is incremented, irrespective of Error Report bit in received NPDU.�gs�X�O�AG�C�at18���segmentsDiscarded�at24�Number of data and error report NPDUs discarded and thus not delivered to a Network Service User (NSU), nor forwarded; this number does not include segments discarded due to reassembly time expiry.�g�M�M�AG�F�at8���segmentsDiscarded

Threshold�at25�Threshold on number of data and error report NPDUs discarded and thus not delivered to a Network Service User (NSU), nor forwarded; this number does not include segments discarded due to reassembly time expiry.�gs�X�O�AG�C�at15���segmentsReceived�at26�Number of segments received, in other words number of data and error report NPDUs received prior to reassembly (discarded or forwarded included). 

The ratio of error report versus data NPDUs in the traffic, will be computed by comparing the value of this attribute with the value of the ‘errorReportReceived’ attribute + the value of the ‘errorReportForwarded’ attribute.�g�O�M�AG�P�at6���segmentsSent�at27�Number of segments sent, in other words number of data and error report PDUs sent after segmentation process occurs.�g�O�M�AG�P�at7���supportedProtocols�at28�List of the protocols supported by this CLNS entity (ISO/IEC 8473 protocol identifier).�g�M�B�AG�C�at4���throughput�at29�Enables throughput monitoring for the network layer. When enabled, the system will continuously record the number of octets and PDUs transferred during the specified interval. On time expiry, the system will update the counters. This is continuously repeated until disabled. No notification is generated.�gs�X�O�AG�C�at29���communicationsAlarm�no01�Used to report alarm conditions in the operation of communication resources, excepted congestion.

Here it is used to report the following events:

pduDiscard: when a data NPDU is discarded due to any of reasons specified in ISO/IEC 8473 Table 8, congestion  excepted. The header of the NPDU in error shall be reported as a parameter in the ‘additionalInformation’ field of the ‘communicationsAlarm’ notification, using PDUheader parameters. The significance sub-parameter of each item of ‘additionalInformation’ shall be set to FALSE (meaning not significant), so that the NMS receiving this event would not reject it. Value ‘NLM.pduDiscard’ and value corresponding for the Reason For Discard shall be reported in the ‘specificProblem’ parameter. The ‘probableCause’ shall be set to ‘NLM.communicationsProtocolError’. The perceived severity shall be set to MINOR. A subsequent ‘communicationsAlarm’ with a perceived severity value of CLEARED shall not be generated. No other fields or parameters shall be used, with the exception of further parameters in the ‘additionalInformation’ field. A NPDU that does not contain one of the protocol identifiers defined in ISO/IEC 8473 shall not cause this event. If an error NPDU is generated, the NPDU header and Discard Reason in the error report shall be the same as those in the corresponding notification.

thresholdExceeded: when a threshold is reached or exceeded.��M�M�AG�F�n4���communicationsInformation�no02�Used to report special events related to the normal operation of communication resources. It is here relative to following events:

echoRequestReceived,

echoResponseReceived,

transferLog: when attribute ‘nSAPPairLogging’ is enabled.��A�M�AG�A�n5���stateChange�no03�As stated in 10165-2, this notification is used to report any State field value changes, encompasssing  changes in following states:

administrativeState: A single parameter set is included in the state change definition field. Following parameters are mandatory: ‘attributeId’ and ‘newAttributeValue’.

congestionState: Only transition from ‘NORMAL’ to ‘DISCARD’ and from ‘DISCARD’ to ‘NORMAL’ shall be reported. A single parameter set is included in the ‘stateChange’ definition field. Following parameters are mandatory: ‘attributeId’ and ‘newAttributeValue’. In the ‘additionalInformation’ field, only following parameters shall be used:

‘linkageId’ as it identifies the linkage on which congestion is noticed,

‘congestedPriority’ which is the priority level under which NPDUs are currently affected by congestion and may be discarded.

operationalState: A single parameter set is included in the state change definition field. Following parameters are mandatory: ‘attributeId’ and ‘newAttributeValue’.��M�M�AG�F�n3����aTNlinkage



There is one instance for this MO per local SubNetwork Point of Attachment (SNPA), for X25 and ATM (if relevant), thus there are different instances for this MO for each separate provision underlying service to the CLNS protocol machine, that is for every linkage between the system and each subnetwork to which the system is attached.

Creation and deletion is authorised by NMS, or local management.

An ‘aTNlinkage’ managed object shall be created on initialisation, when a subnetwork is newly attached to the system and when a new SNDCF/SNAcP is configured on the system.

An ‘aTNlinkage’ managed object shall be deleted when the system is detached from the subnetwork identified by the linkage. ISO/IEC 10733.

activate and deactivate actions should be done by local management.



Property�Type Id�Description�Oper�I SO�ATN�LOC�SMF�EICD�1P Op��activate�ac01�This action, as defined in ISO/IEC 10165-5,  shall be used to atttempt to bring linkage status to ‘operationalState’ value ENABLED.��M�O�AG�F�ac1���deactivate�ac02�This action, as defined in ISO/IEC 10165-5,  shall be used to bring back linkage status to ‘operationalState’ value ‘DISABLED’.��M�O�AG�F�ac2���mobileConnect�ac03�This action initiates a mobile connection on the linkage; if connection already exists, it will attempt to establish an additional subnetwork connection.��X�B�AG�F�ac3���mobileDisconnect�ac04�This action clears a mobile connection on the linkage.��X�B�AG�F�ac4���abnormalVCreleases�at01�Counter of number of virtual circuits that were cleared with a cause and a diagnostic code indicating an error. This counter is associated with the abnormalVCrelease event that generates a ‘communicationsAlarm’ notification.�g�A�M�AG�F�at46���administrativeState�at02�Indicates the permission to use the linkage, imposed through the management services. Can take following values: LOCKED, SHUTTING-DOWN, UNLOCKED.�gs�A�B�AG�C�at3���callsAccepted�at03�Number of X25 virtual calls successfully established by a remote system with the local SNDCF.�g�A�O�AG�P�at45���callsFailed�at04�Number of local X25 virtual call failures while attempting establishment by SNDCF. Valid for static, DA and mobile linkages.This counter is associated with the callFailed event that generates a ‘communicationsAlarm’ notification.�g�M�M�AG�F�at18���callsPlaced�at05�Number of X25 virtual calls successfully established by SNDCF. Valid for static, DA and mobile linkages.�g�M�M�AG�P�at17���callsRejected�at06�Number of X25 incoming virtual calls rejected by local SNDCF. This counter is associated with the callRejected event that generates a ‘communicationsAlarm’ notification.�g�A�M�AG�F�at27���compressionMode�at07�The supported compression algorithms. Applies for mobile linkages only. Nominal value: 0; Range: [0,7]. Values actually considered by the SARPs: aca, deflate, lREF, V42bis.�gs�X�A�AG�C�at51���congestedPriority�at08�It specifies what level of CLNP priority per subnetwork is congested. Range: [0, 14].�g�X�A�AG�P�at35���defaultMetric�at09�Value that allows a preference for default metric. Nominal value: 20; Range: [1, 255].�g�X�B�AG�C�at20���enableChecksum�at10�BOOLEAN that enables ISO/IEC 9542 NPDU Header checksum generation on this linkage Values (TRUE, FALSE).�gs�A�B�AG�C�at5���externalDomain�at11�Flag for control of sending ES-IS NPDUs. Values: (TRUE, FALSE).�gs�A�O�G�C�at10���invalid9542pdus�at12�Number of invalid ISO/IEC 9542 NPDUs received.�g�O�O�AG�F�at9���invalid9542pduThreshold�at13�Threshold on the number of times invalid ES-IS PDUs have been detected.�gs�X�A�AG�C�at62���joinEvents�at14�Number of times a join event was received for this mobile connection. Applies for mobile connection only.�g�X�A�AG�P�at59���leaveEvents�at15�Number of times a leave event was received for this mobile connection. Applies for mobile connection only.�g�X�A�AG�P�at60���linkageId�at16�Naming attribute of the linkage. Possible values: «linkageAAAx», where «AAA» is a  3 characters string that accounts for the subnetwork (for instance: SAT, VDL, MDS), and «x» is a sequential number (for instance: «linkageSAT2 » could account for an access on a fast Satellite link).�g�M�M�AG�*�at1���linkageType�at17�Linkage type. It takes following values: BROADCAST (0), POINT-TO-POINT (1), STATIC-IN (2), STATIC-OUT (3), DA (4), MOBILE (5).�g�A�B�AG�C�at11���localSNPAAddress�at18�Local SNPA address for static linkages (replaces sN-SAP attribute) cf. ISO/IEC 8208 and ISO/IEC 8802.�g

sd�A

A�B

O�G

G�C�at34���lREFcancelRqRetransTime�at19�The time, expressed in seconds, used for retransmission of LREF Cancellation requests. Applies for mobile linkages.

Nominal value: 60; Range: [1, 65535].�gs�X�A�AG�C�at53�089111��lREFmaxDirSz�at20�The maximum directory size supported by the linkage. Applies for mobile linkages.

Nominal value: 128; Range: [128, 32767].�gs�X�A�AG�C�at50�091113��lREFthreshold�at21�Threshold for Local REF cancellation. Applies for mobile linkages only. 

Range: [1, 32767].�gs�X�A�AG�C�at52�090112��mobileRole�at22�Initiator or responder role for this managed linkage, valid for mobile linkages.�g�A�B�AG�A�at55���mobileType�at23�Type of this managedLinkage: POLLED (0) or EVENT_DRIVEN (1), valid for mobile linkages.�g�A�B�AG�C�at54���neighbourSNPAAddress�at24�Neighbour SNPA address for static linkages.�gsd�O�O�G�C�at12���operationalState�at25�Linkage operational state as defined in ISO/IEC 10164-2. Can take following values: DISABLED (1), ENABLED (0).�g�M�M�AG�F�at2���outgoingCallIVMO�at26�a reference to the X25 virtual call IVMO object to be used when establishing outgoing calls over this linkage; valid for ISO/IEC 8208 linkages.�gs�O�B�AG�C�at13���pdusReceivedCounter�at27�Total number of NPDUs received over this subnetwork. Only NPDUs conveying user data shall be counted; mobile SNDCF LREF Error Report and LREF Cancel NPDUs shall not be counted. Concerns mobile and non mobile linkages.�g�A�M�AG�P�at25���pdusSentCounter�at28�Total number of NPDUs sent over this subnetwork. Only NPDUs conveying user data shall be counted; mobile SNDCF LREF Error Report and LREF Cancel NPDUs shall not be counted. Concerns mobile and non mobile linkages.�g�A�M�AG�P�at26���queueSize�at29�The current number of PDUs queued for this subnetwork.�g�X�A�AG�P�at61�077097��queueSizeAverage�at30�Average length in the queue for NPDUs expecting transmission, for a given subnetwork.�gs�X�B�AG�P�at28�080��queueSizeMaximum�at31�Maximum length in the queue of NPDUs expecting transmission for a given subnetwork.

When maximum queue size has been reached, it generates event  ‘exceededQueueSize’ that is associated with ‘communicationsAlarm’ notification.�g

sd�X

X�B

O�AG�C�at21�061068��queueThreshold�at32�Threshold attribute on queue size that allows to determine the congestion state, with a high and low level water mark. �gs�X�A�AG�C�at22�127��remoteSNPAs�at33�List of remote SNPAs to be polled for this present mobile linkage. Applies for mobile linkage.�gsar�X�A�G

G�C�at56���retryInterval�at34�Poll timer for polled managedLinkages; retryInterval, expressed in seconds, between connections attempts  for event managed linkages and valid for mobile linkages. Nominal value: 600; Range: [1, 65535].�gs�A�B�AG�C�at57���sN-ServiceProvider�at35�Subnetwork service provider entity to be used in order to support the linkage when ENABLED.�g�M�B�AG�C�at4���sNConnections�at36�Distinguished Name for this usage. 

Values are:

STATIC (not supported in ProATN nor by Airborne equipment), 

DYNAMIC (n entries).�g�X�B�AG�C�at47���supportedSecurity�at37�Value for the security metric, supported by the linkage. This attribute identifies the class of subnetwork and traffic types supported (ATSC, AOC, etc.) Only valid when operating as an IS.�g�X�B�AG�S�at19���throughput�at38�Enables throughput monitoring for this linkage. When enabled, the system will continuously record the number of octets and PDUs transferred during the specified interval. On time expiry, the system will update the counters. This is continuously repeated until disabled. No notification is generated.�gs�X�A�AG�C�at49�098��trafficReceivedCounter�at39�This attribute is a set of counters of user total data octets  received in valid data NPDUs for each main traffic category. The set consists in the following individual counters/

atscClassAoctets ReceivedCounter: Total number of user data octets  received in valid data NPDUs with traffic type security label indicating a class A ATSC traffic,

atscClassBoctets ReceivedCounter: Total numberof user data octets  received in valid data NPDUs  with traffic type security label indicating a class B ATSC traffic,

 atscClassCoctets ReceivedCounter: Total number of user data octets  received in valid data NPDUs with traffic type security label indicating a class C ATSC traffic,

atscClassDoctets ReceivedCounter: Total number of user data octets  received in valid data NPDUs with traffic type security label indicating a class D ATSC traffic,

atscClassEoctets ReceivedCounter: Total number of user data octets  received in valid data NPDUs  with traffic type security label indicating a class E ATSC traffic,

atscClassFoctets ReceivedCounter: Total number of user data octets  received in valid data NPDUs with traffic type security label indicating a class F ATSC traffic,

atscClassGoctets ReceivedCounter: Total number of user data octets  received in valid data NPDUs with traffic type security label indicating a class G ATSC traffic,

atscClassHoctets ReceivedCounter: Total number of user data octets  received in valid data NPDUs with traffic type security label indicating a class H ATSC traffic,

atscClassNPoctets ReceivedCounter: Total number of user data octets  received in valid data NPDUs with traffic type security label indicating an ATSC class traffic with no traffic type policy preference,

aocTrafficOctets ReceivedCounter: Total number of user data octets  received in valid data NPDUs with traffic type security label indicating AOC traffic,

aacTrafficOctets ReceivedCounter: Total number of user data octets  received in valid data NPDUs with traffic type security label indicating AAC traffic,

genTrafficOctets ReceivedCounter: Total number of user data octets  received in valid data NPDUs without a security label,

smTrafficOctets Received Counter: Total number of user data octets  received in valid data NPDUs with traffic type security label indicating System Management traffic.�g�A�M��AG�P�at37���trafficSentCounter�at40�This attribute is a set of counters of user total data octets sent in valid data NPDUs for each main traffic category. The set consists in the following individual counters/

atscClassAoctetsSentCounter: Total number of user data octets sent in valid data NPDUs with traffic type security label indicating a class A ATSC traffic,

atscClassBoctetsSentCounter: Total numberof user data octets sent in valid data NPDUs  with traffic type security label indicating a class B ATSC traffic,

 atscClassCoctetsSentCounter: Total number of user data octets sent in valid data NPDUs with traffic type security label indicating a class C ATSC traffic,

atscClassDoctetsSentCounter: Total number of user data octets sent in valid data NPDUs with traffic type security label indicating a class D ATSC traffic,

atscClassEoctetsSentCounter: Total number of user data octets sent in valid data NPDUs  with traffic type security label indicating a class E ATSC traffic,

atscClassFoctetsSentCounter: Total number of user data octets sent in valid data NPDUs with traffic type security label indicating a class F ATSC traffic,

atscClassGoctetsSentCounter: Total number of user data octets sent in valid data NPDUs with traffic type security label indicating a class G ATSC traffic,

atscClassHoctetsSentCounter: Total number of user data octets sent in valid data NPDUs with traffic type security label indicating a class H ATSC traffic,

atscClassNPoctetsSentCounter: Total number of user data octets sent in valid data NPDUs with traffic type security label indicating an ATSC class traffic with no traffic type policy preference,

aocTrafficOctetsSentCounter: Total number of user data octets sent in valid data NPDUs with traffic type security label indicating AOC traffic,

aacTrafficOctetsSentCounter: Total number of user data octets sent in valid data NPDUs with traffic type security label indicating AAC traffic,

genTrafficOctetsSentCounter: Total number of user data octets sent in valid data NPDUs without a security label,

smTrafficOctetsSent Counter: Total number of user data octets sent in valid data NPDUs with traffic type security label indicating System Management traffic.�g�A�M��AG�P�at36���transitDelay�at41�Value of transit delay for this subnetwork, specified in half second units. Only applies if system is operating as IS or ES. Nominal value: 20; Range: [1, 255].�g�X�B�AG�P�at29�099��watchdogTimer�at42�Current value, expressed in seconds, in use for the watchdog timer of this subnetwork, expressed in seconds; valid for mobile subnetworks. When timer expires, it is associated with ‘watchdogExpiry’ event that generates a ‘communicationsAlarm’ notification. Nominal value: 600; Range: [0, 65535]. Value: 0 stands for « non-support ».�gs�X�B�AG�C�at43���communicationsAlarm�no01�Used to report alarm conditions in the operation of communication resources. The significance sub-parameter of each item of ‘additionalInformation’ shall be set to FALSE (meaning not significant), so that the NMS receiving this event would not reject it. Values ‘NLM.abnormalVcRelease’, ‘NLM.callFailed’, ‘NLM.callrejected’,  ‘NLM.emergencyCall’ shall be reported in the ‘specificProblem’ parameter. The probableCause shall be set to ‘NLM.communicationsProtocolError’. The perceived severity shall be set to MINOR. A subsequent ‘communicationsAlarm’ with a perceived severity value of CLEARED shall not be generated. No other fields or parameters shall be used, with the exception of further parameters in the ‘additionalInformation’ field.

Here it is used to report the following events:

abnormalVCrelease: Generated upon the clearing of an established Virtual Circuit, with a cause and a diagnostic indicating an error. The cause and diagnostic code of following events shall be reported as parameters in the ‘additionalInformation’ field of the ‘communicationsAlarm’, and need a high level interpretation:

cause field of the clear request/indication packet,

diagnostic field of the clear request/indication packet.��A�M�AG�F�n5���communicationsAlarm�no011�callFailed: Generated upon the clearing of a locally initiated call request. The cause and diagnostic code of following events shall be reported as parameters in the ‘additionalInformation’ field of the ‘communicationsAlarm’:

cause field of the clear indication packet,

diagnostic field of the clear indication packet.

callRejected: Generated on the clearing by the local SNDCF of an incoming call. The cause and diagnostic code of following events shall be reported as parameters in the ‘additionalInformation’ field of the ‘communicationsAlarm’, and need a high level interpretation :

cause field of the clear request packet,

diagnostic field of the clear request packet.

This alarm must not be issued when the reject is under the initiative of the IS-SME (i.e. SNPA Validation Error). In such a case, the IS-SME will be responsible for issuing the alarm.

exceededMaximumConnections: Generated when maximum number of connections has been reached.

exceededQueueSize: Generated when 95% of queue size lenth has been reached.

invalidNSel, 

joinEventNotAllowed,

thresholdExceeded: This applies to error 9542 on invalid ES-IS PDUs that occurred during a time period (5’ for instance).��A�M�AG�F�n5���communicationsInformation�no02�Used to report special events related to the normal operation of communication resources.

Here it is used to report the following events:

dAconnectionEstablished: Generated whenever a dynamically assigned connection is established.

dAconnectionReleased: Generated whenever a dynamically assigned connection is released.

It indicates a change in the reachability of a neighbouring ES or IS.

joinEventReceived (valid for mobile linkages),

leaveEventReceived  (valid for mobile linkages), 

mobileConnectivityChange: Indication that connectivity has been established or lost on this mobile linkage with a specific SNPA.��O�B�AG�A�n4





















n6���objectCreation�no03�Used to report the instance creation of the linkage. The ‘attributeList’ parameter shall be used to report the values of the MO attributes.

Generated whenever a linkage managed object is created. ‘sourceIndicator’ parameter is optional:

If creation results from NMS, ‘managementOperation’ value is used,

if creation results from an internal operation, ‘resourceOperation’ value is used,

‘unknown’ value may also be returned when it is not possible to identify the source of the operation.

None of the other optional parameters are used.��M�M�AG�C�n1���objectDeletion�no04�Used to report the instance deletion of the linkage. The ‘attributeList’ parameter shall be used to report the values of the MO attributes.

Generated whenever a linkage managed object is deleted. ‘sourceIndicator’ parameter is optional:

If deletion results from NMS, ‘managementOperation’ value is used,

if deletion results from an internal operation, ‘resourceOperation’ value is used,

‘unknown’ value may also be returned when it is not possible to identify the source of the operation.

None of the other optional parameters are used.��M�M�AG�C�n2���stateChange�no05�As stated in 10165-2, this notification is used to report any State field value changes, encompasssing  changes in following states:

administrativeState: A single parameter set is included in the state change definition field. Following parameters are mandatory: ‘attributeId’ and ‘newAttributeValue’.

operationalState: A single parameter set is included in the state change definition field. Following parameters are mandatory: ‘attributeId’ and ‘newAttributeValue’.��M�M�AG�F�n3����projectReachableAddress



This managed object class allows to identify a  list of reachable addresses.

This managed object can be created or deleted explictly by NMS.

There are different instances for this MO. 



Property�Type Id�Description�Oper�I SO�ATN�LOC�SMF�EICD�1P Op��activate�ac01�This action shall be used to bring the reachableAddress list to ‘operationalState’ value: ENABLED.��X�B�AG�F�ac1���deactivate�ac02�This action shall be used to bring the reachableAddress list to ‘operationalState’ value: DISABLED.��X�B�AG�F�ac2���addressPrefix�at01�The associated address prefix.�g�X�B�AG�A�at2���destinationNET�at02�It indicates destination Network Entity Title to which encapsulated NPDUs are sent, but is only valid if ‘encapsulateNPDU’ is supported.�gs�X�B�AG�C�at9���encapsulateNPDU�at03�BOOLEAN that indicates whether NPDUs sent over this reachable address are requested to be encapsulated or not. Values: (TRUE, FALSE).�gs�X�B�AG�C�at8���mappingType�at04�The type of NSAP to SNPA mapping to use for this reachable address.�g�X�B�AG�C�at3���operationalState�at05�Linkage operational state as defined in ISO/IEC 10164-2. Can take following values: DISABLED (1), ENABLED (0).�g�X�B�AG�F�at7���reachableAddressId�at06�Naming attribute. Possible value is :  «reachAddressxx», where «xx» is a sequential number.�g�X�B�AG�*�at1���securityMetric�at07�BOOLEAN that indicates whether security is to be used when routing traffic is using this prefix. Values: (TRUE, FALSE).�g�X�A�AG�S�at10���sNPAAddress�at08�The address to use for a SNPA if mapping type is explicit.�g�X�B�AG�C�at4���sNPAMask�at09�The mask used for a SNPA when mapping type is ‘extractDSP’.�g�X�B�AG�C�at5���sNPAPrefix�at10�The prefix used for a SNPA when mapping type is ‘extractDSP’.�g�X�B�AG�C�at6���objectCreation�no01�Used to report the creation of a reachableAddress instance. The ‘attributeList’ parameter shall be used to report the values of the MO attributes.

Generated whenever a managed object is created;  ‘sourceIndicator’ parameter is optional and as creation results from NMS, ‘managementOperation’ value is used.��X�B�AG�C�n1���objectDeletion�no02�Used to report the deletion of a reachableAddress instance. The ‘attributeList’ parameter shall be used to report the values of the MO attributes; ‘sourceIndicator’ parameter is optional and as deletion results from NMS, ‘managementOperation’ value is used.

��X�B�AG�C�n2���stateChange�no03�As stated in 10165-2, this notification is used to report any State field value changes, encompasssing  changes in following state:

operationalState: A single parameter set is included in the state change definition field. Following parameters are mandatory: ‘attributeId’ and ‘newAttributeValue’.��X�B�AG�F�n3���

�projectMobileConnection



This MO class represents the mobile connection between two distant SNPAs; it complies with ISO/IEC 8208 for mobile subnetworks.

It concerns following IS routers: class5, class6 and class7.

There are different instances for this MO; each one corresponds to an aircraft (SNPA in fact).

This managed object is created when the first connection to a remote SNPA is established by the SNDCF for ISO/IEC 8208 mobile subnetworks.

The managed object shall be deleted when the last connection with the remote SNPA is ended.

Neither CREATE nor DELETE operations can be requested from NMS.



Property�Type Id�Description�Oper�I SO�ATN�LOC�SMF�EICD�1P Op��callsFailed�at01�Number of X25 virtual call failures while attempting establishment with remote SNPA. This counter is associated with the callFailed event that generates a ‘communicationsAlarm’ notification.�g�M�M�AG�F�at7���callsRejected�at02�Number of X25 incoming virtual calls rejected by local SNPA. This counter is associated with the callRejected event that generates a ‘communicationsAlarm’ notification.�g�A�M�AG�A�at8���locallyInitiatedResets�at03�Number of times the local SNDCF initiated a reset. This counter is associated with the locallyInitiatedReset event that generates a ‘communicationsAlarm’ notification.�g�A�M�AG�F�at10���octetsReceivedCounter�at04�Total number of octets received from the remote SNPA over this mobile connection.�g�A�M�AG�P�at3���octetsSentCounter�at05�Total number of octets sent to the remote SNPA over this mobile connection.�g�A�M�AG�P�at4���pdusReceivedCounter�at06�Total number of PDUs received from the remote SNPA over this mobile connection.�g�X�B�AG�P�at5���pdusSentCounter�at07�Total number of PDUs sent to the remote SNPA over this mobile connection.�g�X�B�AG�P�at6���providerInitiatedResets�at08�Number of times a reset indication was received with a cause and diagnostic indicating that the reset was initiated by the provider. This counter is associated with the providerInitiatedReset event that generates a ‘communicationsAlarm’ notification.�g�A�M�AG�F�at11���remotelyInitiatedResets�at09�Number of times a reset indication was received with a cause and diagnostic indicating that the reset was initiated by the remote SNPA. This counter is associated with the remotelyInitiatedReset event that generates a ‘communicationsAlarm’ notification.�g�A�M�AG�F�at9���remoteSNPAAddress�at10�Address of the remote SNPA. When it is an outgoing call, it is the called address whereas it is the calling address when it is an incoming call. 

This attribute is the naming attribute for this MO.�g�A�M�AG�*�at1���sNconnectionGroups�at11�Set of underlying subnetwork connection groups supporting this mobile connection.�g�A�M�AG�C�at2���communicationsAlarm�no01�Used to report alarm conditions in the operation of the managed object.The significance sub-parameter of each item of ‘additionalInformation’ shall be set to FALSE (meaning not significant), so that the NMS receiving this event would not reject it. Values ‘NLM.abnormalVcRelease’, ‘NLM.callFailed’, ‘NLM.callRejected’,  ‘NLM.emergencyCall’ shall be reported in the specificProblem parameter. The probableCause shall be set to ‘NLM.communicationsProtocolError’. The perceived severity shall be set to MINOR. A subsequent ‘communicationsAlarm’ with a perceived severity value of CLEARED shall not be generated. No other fields or parameters shall be used, with the exception of further parameters in the ‘additionalInformation field’.

Here it is used to report the following events:

locallyInitiatedReset: Generated upon the occurrence of a locally initiated reset, with a cause and a diagnostic indicating an error. Following parameters shall be given:

cause field of the clear request packet,

diagnostic field of the clear request packet.

providerInitiatedReset: Generated upon the occurrence of a provider initiated reset, with a cause and a diagnostic indicating an error. Following parameters shall be given:

cause field of the reset packet,

diagnostic field of the reset packet.

remotelyInitiatedReset: Generated upon the occurrence of a remotely initiated reset, with a cause and a diagnostic indicating an error. Following parameters shall be given:

cause field of the clear indication packet,

diagnostic field of the clear indication packet.

��A�M�AG�F�n3���objectCreation�no02�Used to report the instance creation of the mobileConnection. The ‘sourceIndicator’ parameter shall be set to the value ‘resourceOperation’ value. The ‘attributeList’ parameter shall be used to report the values of the attributes of the MO is used; no other optional parameter is used.��A�M�AG�C�n1���objectDeletion�no03�Used to report the instance deletion of the mobileConnection. . The ‘sourceIndicator’ parameter shall be set to the value ‘resourceOperation’ value. The ‘attributeList’ parameter shall be used to report the values of the managed object attributes. Optional parameters in the ‘additionalInformation’ field are only:

cause: value of the cause field of X25 clear request/indication,

diagnostic: value of the diagnostic field of the X25 clear request/indication.��A�M�AG�C�n2���

�projectSubnetworkConnectionGroup



This MO class represents one subnetworkConnectionGroup of  X25 virtual circuits (before compression)  created by SNDCF for ISO/IEC mobile subnetwork.

There are different instances for this MO; each one corresponds to a subnetwork (related to a specific aircraft).

This managed object is created by the SNDCF for ISO/IEC 8208 mobile subnetwork, when the first connection over a subnetwork in this group is established.

The managed object shall be deleted when last connection over the subnetwork in this group, is cleared for the remote SNPA.

Neither CREATE nor DELETE operations can be requested from NMS.



Property�Type Id�Description�Oper�I SO�ATN�LOC�SMF�EICD�1P Op��activeCompressionMode�at01�Indicates the compression mode currently applied to the connection context.�g�A�M�AG�C�at5���deflateErrors�at02�Number of deflate decompression errors that occured on this subnetwork connection.�g�A�M�AG�F�at11���lREFdirectorySize�at03�Indicates the size of the directory that has been negotiated for the local reference of the call. Range: [128, 32767].�g�A�M�AG�A�at3���lREFfullConditions�at04�Indicates the number of times a lREF directory full condition occured in the context of this subnetwork connection group.�g�A�M�AG�F�at13���lREFmax�at05�Indicates the maximum number that has been reached for the local reference of a call.�gd�A�M�AG�C�at6���maxOpenVCs�at06�Maximum number of subnetwork connections that was encountered in the group at any time.�gs�X�B�AG�C�at15���openVCs�at07�Current value of number of open VCs for this subnetwork connection group.�g�X�B�AG�P�at14���sNcancelRqReceived�at08�Total number of SNDCF CANCEL REQUEST PDUs received on this subnetwork connection.�g�A�M��AG�F�at9���sNcancelRqSent�at09�Total number of SNDCF CANCEL REQUEST PDUs sent on this subnetwork connection. lREFfull event is sent as a ‘communicationsAlarm’ notification when cancellations start.�g�A�M��AG�F�at10���sNconnectionGroupId�at10�Identification of the subnetwork connection group. Naming attribute. Possible value: «sNgAAAxxxxx», where «AAA» is a 3 characters string that accounts for the subnetwork (for instance: SAT, VDL, MDS), and «xxxx» is a sequential number).�g�A�M�AG�*�at1���sNconnections�at11�Distinguished names referencing the ISO/IEC 8208 virtual circuits supporting this mobile connection group.�g�A�M�AG�A�at2���sndcfERPDUsReceived�at12�Total number of octets of SNDCF ERROR REPORT PDUs received on this subnetwork connection.�g�A�M�AG�P�at7���sndcfERPDUsSent�at13�Total number of octets of SNDCF ERROR REPORT PDUs sent on this subnetwork connection.�g�A�M�AG�P�at8���sNpriority�at14�Subnetwork priority of the associated subnetwork connections.�g�X�B�AG�A�at4���communicationsAlarm�no01�Used to report alarm conditions in the operation of the managed object.The significance sub-parameter of each item of ‘additionalInformation’ shall be set to FALSE (meaning not significant), so that the NMS receiving this event would not reject it. Values ‘NLM.abnormalVcRelease’, ‘NLM.callFailed’, ‘NLM.callrejected’,  ‘NLM.emergencyCall’ shall be reported in the ‘specificProblem’ parameter. The probableCause shall be set to ‘NLM.communicationsProtocolError’. The perceived severity shall be set to MINOR. A subsequent ‘communicationsAlarm’ with a perceived severity value of CLEARED shall not be generated. No other fields or parameters shall be used, with the exception of further parameters in the ‘additionalInformation’ field.

Here it is used to report the following events:

deflateError

lREFfull: Generated upon the occurrence of a full lREF,

sndcfERPDUreceived,

sndcfERPDUsent,

watchdogExpiry: Generated when watchdog has run out of time.��A�M�AG�F�n3���communicationsInformation�no02�Used to report the occurrence of events related to the normal operation of communication resources. The parameter of the event are reported in the ‘additionalInformation’ field. The significance sub-parameter of each item of ‘additionalInformation’ shall be set to FALSE (meaning not significant), so that the NMS receiving this event would not reject it.

Here it is used to report the following events:

sNconnectionAdded

sNconnectionRemoved��X�B�AG�A�n4���objectCreation�no03�Used to report the instance creation of the mobileConnection. The ‘attributeList’ parameter shall be used to report the values of the managed object attributes. The ‘sourceIndicator’ parameter shall be set to the value ‘resourceOperation’ value; other optional parameter in the ‘additionalInformation’ field is only:

remoteSNPAAddress��X�B�AG�C�n1���objectDeletion�no04�Used to report the instance deletion of the mobileConnection. The ‘attributeList’ parameter shall be used to report the values of the managed object attributes. The ‘sourceIndicator’ parameter shall be set to the value ‘resourceOperation’ value. Optional parameters in the ‘additionalInformation’ field are only:

cause: value of the cause field of X25 clear request/indication 

diagnostic: value of the diagnostic field of the X25 clear request/indication

remoteSNPAAddress��X�B�AG�C�n2���

�projectAdjacency



This MO class represents adjacencies for the present linkage; it concerns following IS routers: class5, class6 and class7.

There are different instances for this MO; each one corresponds to a different adjacency.

This managed object is created as a system operation, whenever a new Intermediate System Hello (ISH) or a new End System Hello (ESH) is received over the linkage.

The managed object shall be deleted as a system operation, when adjacent BIS is no longer reachable, or when a timer has expired, or in other words on air/ground routing termination with the adjacent BIS.

Neither CREATE nor DELETE operations can be requested from a manager.



Property�Type Id�Description�Oper�I SO�ATN�LOC�SMF�EICD�1P Op��adjacencyId�at01�Identification of the adjacent system. Naming attribute�.�g�A�M�AG�*�at1���holdingTimer�at02�Whenever this timer (expressed in seconds) expires, then adjacency managed object has to be deleted; updated by ISH/ESH messages. Range: [1, 65535].�g�X�B�AG�A�at8�285��iSHreceivedCounter�at03�Total number of Intermediate System Hello (ISH) received from present adjacent IS; valid on mobile linkages.�g�X�B�AG�P�at6���iSHsentCounter�at04�Total number of Intermediate System Hello (ISH) sent to present adjacent IS; valid on mobile linkages.�g�X�B�AG�P�at7���neighbourNET�at05�Network entity title of the adjacent BIS (if the adjacent is a BIS). From this attribute may be derived on air-ground BIS the class of the adjacent airborne BIS (class6 or class7), as well as the aircraft ICAO 24 bit address. In case of class6 adjacencies, this attribute will also be used as a relationship with the associated adjacentBIS MO.�g�A�M�AG�C�at4���neighbourSNPAAddress�at06�SNPA address of the adjacent IS system.�g�A�M�AG�A�at2���neighbourSystemType�at07�Type of the adjacent system.�g�X�B�AG�A�at3���nSAPAddresses�at08�NSAP addresses of the adjacency. Conditional attribute if neighbour system type is an ES.�g�A�M�AG�C�at5���objectCreation�no01�Used to report the instance creation of the ‘projectAdjacency’. The ‘attributeList’ parameter shall be used to report the values of the managed object attributes. The ‘sourceIndicator’ parameter shall be set to the value ‘resourceOperation’; no other optional parameter is used.��A�M�AG�C�n1���objectDeletion�no02�Used to report the instance deletion of the ‘projectAdjacency’. The ‘attributeList’ parameter shall be used to report the values of the managed object attributes. The ‘sourceIndicator’ parameter shall be set to the value ‘resourceOperation’. Optional parameter in the ‘additionalInformation’ field is only:

objectDeletionCause: reason why the ‘projectAdjacency’ object is being deleted.��A�M�AG�C�n2���

�projectFIB



This managed object class allows to identify the type of routes contained in this forward information base (FIB) used by the routing function of ISO/IEC 8473-1 protocol.

This managed object can neither be created nor deleted explictly by NMS; it exists inherently in an ATN-IS and is created and deleted as a system operation.

There are different instances for this MO. This managed object shall be implemented on IS system, but is not useful on ES system.



Property�Type Id�Description�Oper�I SO�ATN�LOC�SMF�EICD�1P Op��getNpduRoutingDecision�ac01�Action to invoke the ISO/IEC 8473-1 route function with the parameter values supplied in the action request, and return the result with the action reply.

If the action succeeds, the value ‘successResponse’ is returned in the ‘responseCode’ parameter of the CMIP ‘actionReplyInfo’, and the resulting parameters of ISO/IEC 8473-1 route function are returned as parameters of the action reply.

If the action fails, ‘responseCode’ parameter is set to ‘ProcessingError’.



Action request parameters are:

destination NSAP address

traffic type security tag



Action reply parameters are:

associated metrics

identifier of the subnetwork that has been selected for reaching the next hop system

NET of the next hop system (optional) 

SNPA of the next hop system��A�O�G�P�ac2���getReachableAddress�ac02�Action to get the set of reachable NSAP addresses or reachable NSAP address prefixes currently selected in the FIB, and which match the parameters of the action request.



If the action succeeds, the value ‘successResponse’ is returned in the ‘responseCode’ parameter of the CMIP ‘actionReplyInfo’, and the set of matching reachable NSAP addresses and NSAP address prefixes is returned as parameters of the action reply. 

If the action succeeds, but there is no matching reachable NSAP address nor NSAP address prefix, the value ‘successResponse’ is returned in the ‘responseCode’ parameter of the CMIP ‘actionReplyInfo’.

If the action fails, ‘responseCode’ parameter is set to ‘ProcessingError’.



Action request parameters are:

NSAP address prefix to be matched by the reachable addresses and address prefixes

required security (optional)



Action reply parameters are:

set of matching reachable ATN NSAP addresses or ATN NSAP address prefixes��A�O�G�P����logFIBcontent�ac03�Action to dump locally the FIB content into a file of the managed system.��A�O�G�F��156��selectRoute�ac04�Action to select the longest matching route for the specified prefix and security  (traffic type) parameters.��X�A�G�P�ac1���fIBsize�at01�Number of entries in this FIB.�g�X�B�G�A�at2���fIBtype�at02�Identifies the type of routes contained in this FIB; it is the naming attribute.�g�X�B�G�*�at1���maximumFIBsize�at03�Maximum number of entries that were present in this FIB.�gs�X�B�G�C�at3���communicationsAlarm�no01�Used to report alarm conditions in the operation of the managed object. No other fields or parameters shall be used, with the exception of further parameters in the ‘additionalInformation’ field.

Here it is used to report the following event:

fIBFull.��X�A�AG�F�n1����projectRoute



This managed object class allows to identify the routes contained in this forward information base (FIB) used by the routing function of ISO/IEC 8473-1 protocol.

This managed object can neither be created nor deleted explictly by NMS; it exists inherently in an ATN-IS and is created and deleted as a system operation.

There are different instances for this MO. 



Property�Type Id�Description�Oper�I SO�ATN�LOC�SMF�EICD�1P Op��destination�at01�Identifies either a reachable address prefix or a system identification as the destination for this route. This attribute supports filtering.�g�X�B�AG�A�at2���distance�at02�Value for cost to the destination. Range: [0, 255].�g�X�B�AG�A�at3���equalCostAdjacencies�at03�Set of distinguished names (DNs) of equal cost adjacencies or reachable addresses.�g�X�B�AG�A�at4���routeId�at04�Naming attribute. Range: [0, 65535].�g�X�B�AG�*�at1����aTNiSsME



This managed object class represents an implementation of the IS-SME protocol. It concerns following IS routers: class5, class6 and class7.

This managed object can not be created nor deleted explictly by NMS; it exists inherently in an ATN system, created or deleted as part of system operation.

There is only one instance for this MO per network entity. ISO/IEC 10589.





Property�Type Id�Description�Oper�I SO�ATN�LOC�SMF�EICD�1P Op��join�ac01�This action shall be used to simulate a SNPA or a mobile subnetwork becoming reachable over a given subnetwork.��X�B�AG�F�ac3���leave�ac02�This action shall be used to simulate a SNPA or a mobile subnetwork becoming unreachable over a given subnetwork.��X�B�AG�F�ac4���bisNetprefixes�at01�The set of allowable NET prefixes (up to 750 NAddresses)�gsar�X�B�AG�C�at2���currentClass6adjacencies�at02�Current number of mobile adjacencies for which IDRP is the selected Routing Information Exchange Procedure.�g�A�M�AG�A�at12���currentClass7adjacencies�at03�Current number of mobile adjacencies for which the procedure for the Optional Non-Use of IDRP has been selected.�g�A�M�AG�A�at18���emergencyCalls�at04�Number of times X25 incoming calls have been accepted as emergency use of mobile subnetwork. This counter is associated with the emergencyCall event that generates a ‘communicationsAlarm’ notification.�g�A�M�AG�P�at7���emergencyInterval�at05�Interval in seconds between incoming connect attempts, which is deemed to be an emergency condition. Nominal value: 300; Range: [1, 65535].�gs�X�B�AG�C�at5���iSHflushedErrors�at06�Number of times an air-ground routing initiation has occured, due to expiration of the ISH holding timer. This counter is associated with the iSHflushedError event that generates a ‘communicationsAlarm’ notification�g�A�M�AG�F�at9���iSsMEid�at07�Naming attribute. Initial value: «iSsME».�g�A�M�AG�*�at1���joinEventError�at08�Number of times an unrecognised join event has been received. This counter is associated with the unrecognisedJoinEvent alarm that generates a ‘communicationsAlarm’ notification.�g�A�B�AG�F�at16���leaveEventError�at09�Number of times an unrecognised leave event has been received. This counter is associated with the unrecognisedLeaveEvent alarm that generates a ‘communicationsAlarm’ notification.�g�A�B�AG�F�at17���localRoutingInitiationErrors�at10�Number of times an air-ground routing initiation failed, due to other local reasons than network entity title (NET) or SNPA validation errors (i.e. failure to create a new adjacentBIS managed object, failure to activate the IDRP connections, maximum adjacencies number restriction, protocol error, etc..). This counter is associated with the localRoutingInitiationError event that generates a ‘communicationsAlarm’ notification.�g�A�M�AG�F�at8���maximumClass6adjacencies�at11�Maximum number of concurrent mobile adjacencies for which IDRP has been the selected Routing Information Exchange Procedure.�gd�A�M�AG�C�at13���maximumClass7adjacencies�at12�Maximum number of concurrent mobile adjacencies for which the procedure for the Optional Non-Use of IDRP has been selected.�gd�A�M�AG�C�at19���nETvalidationErrors�at13�Number of times an air-ground routing initiation has been rejected by NMS, due to non validation of the received network entity title (NET). This counter is associated with the nETvalidationError event that generates a ‘communicationsAlarm’ notification.�g�A�M�AG�F�at6���operationalState�at14�Indicates whether the IS-SME object is allowed to work, as defined in ISO/IEC 10164-2. Can take  following values: DISABLED (1), ENABLED (0).�g�A�M�AG�F�at3���sNPAValidationErrors�at15�Number of times an air-ground routing initiation has been rejected by NMS, due to non validation of the calling SNPA address. This counter is associated with the sNPAValidationError event that generates a ‘communicationsAlarm’ notification.�g�A�M�AG�F�at21���totalClass6adjacencies�at16�Total number of mobile adjacencies that have been established, with IDRP as selected Routing Information Exchange Procedure.�g�A�M�AG�A�at14���totalClass7adjacencies�at17�Total number of mobile adjacencies that have been established, for which the procedure for the Optional Non-Use of IDRP has been selected.�g�A�M�AG�A�at20���communicationsAlarm�no01�Used to report alarm conditions in the operation of communication resources. The significance sub-parameter of each item of ‘additionalInformation’ shall be set to FALSE (meaning not significant), so that the NMS receiving this event would not reject it. The probableCause shall be set to ‘NLM.communicationsProtocolError’. The perceived severity shall be set to MINOR. A subsequent ‘communicationsAlarm’ with a perceived severity value of CLEARED shall not be generated. No other fields or parameters shall be used, with the exception of further parameters in the ‘additionalInformation’ field.



Here it is used to report the following events:



emergencyCall: Generated upon the acceptation of an incoming call, because of emergency use of mobile subnetwork. The value ‘NLM.emergencyCall’ shall be reported in the specificProblem parameter. Following parameters shall be given in the ‘additionalInformation’ field of the 'communicationsAlarm’:

remoteBISnET,

mobileSubnetworkIdentifier.

iSHflushedError: Generated when air/ground routing termination occurs, due to expiration of the ISH holding timer.

Following parameter shall be given in the ‘additionalInformation’ field of the ‘communicationsAlarm’:

remoteBISnET.

localRoutingInitiationError: Generated unpon a local routing error.

Following parameter shall be given in the ‘additionalInformation’ field of the ‘communicationsAlarm’:

remoteBISnET,

Cause or diagnostic that identifies the error.��A�M�AG�F�n1���communicationsAlarm�no011�It is also used to report the following events:



nETvalidationError: Generated when air/ground routing initiation is aborted by the managed BIS, due to non-validation of the network entity title (NET) of the remote BIS.

Following parameters shall be given in the ‘additionalInformation’ field of the ‘communicationsAlarm’:

remoteBISnET,

remoteBISsNPAAddress,

mobileSubnetworkIdentifier.

sNPAValidationError: Generated when air/ground routing initiation is aborted by the managed BIS, due to non-validation of the SNPA address of the remote BIS. Following parameters shall be given in the ‘additionalInformation’ field of the ‘communicationsAlarm’ notification:

remoteBISnET,

mobileSubnetworkIdentifier.

X.25 call rejects are also notified in linkage MO with the ‘callRejected’ event. It is considered that the linkage object will only report call rejects due to SNDCF protocol errors (e.g. proposed compression methods are invalid).

unrecognisedJoinEvent: Generated upon the non recognition of a join event. Following parameters shall be given in the ‘additionalInformation’ field of the 'communicationsAlarm’:

remoteBISnET,

mobileSubnetworkIdentifier.

unrecognisedLeaveEvent: Generated upon the non recognition of a join event. Following parameters shall be given in the ‘additionalInformation’ field of the 'communicationsAlarm’:

remoteBISnET,

mobileSubnetworkIdentifier.��A�M�AG�F�n1���communicationsInformation�no02�Used to report the occurrence of events related to the normal operation of communication resources. The parameters of the event are reported in the ‘additionalInformation’ field. The significance sub-parameter of each item of ‘additionalInformation’ shall be set to FALSE (meaning not significant), so that the NMS receiving this event would not reject it.

Here it is used to report the following events:

joinEvent: Generated whenever a join event is received. Value NLM.join Event shall be reported in the ‘informationType’ field.

leaveEvent: Generated whenever a leave event is received. Value NLM.leave Event shall be reported in the ‘informationType’ field.��A�M�AG�A����stateChange�no03�As defined in ISO/IEC 10165-2, used to report any state field value changes, encompasssing changes in following state:

operationalState: ‘attributeId’ and ‘newAttributeValue’ parameters are mandatory.��M�M�AG�F�n2����aTNidrpConfig



This managed object class identifies the IDRP configuration.

There is only one instance for this MO, and this applies for following IS routers: class4, class5 or a class6. 

This managed object is created or deleted as part of system operation, as well as by operations from NMS, or local management. ISO/IEC 10737.



Property�Type Id�Description�Oper�I SO�ATN�LOC�SMF�EICD�1P Op��activate�ac01�This action, as defined in ISO/IEC 10165-5,  shall be used to atttempt to bring IDRP status to ‘operationalState’ value ENABLED.��M�M�AG�F�ac1�269��deactivate�ac02�This action, as defined in ISO/IEC 10165-5,  shall be used to bring back IDRP status to ‘operationalState’ value ‘DISABLED’.��M�M�AG�F�ac2�276��administrativeState�at01�Indicates the permission to use the ATNidrpConfig, imposed through the management services. Can take following values: LOCKED, SHUTTING-DOWN,  UNLOCKED.�gs�M�M�AG�C�at28���authenticationTypeCode�at02�Indication of the authentification mechanism to be used. Nominal value:  1. (integrityOnly is Value: 0).�g�M�M�AG�S�at1���capacity�at03�Traffic carrying capacity for using this routing domain; Nominal value: 13; Range: [0, 255].�g�M�M�AG�C�at2�278��ceaseBISPDUconnectionClose�at04�Indicates the number of times a BIS-BIS connection was closed due to the receipt of a CEASE PDU (4 bytes).�g�A�M�AG�F�at22���errorsBISPDUconnection

Close�at05�Indicates the number of times an IDRP Error PDU has been received  from a remote BIS (4 bytes).�g�A�M�AG�F�at20���errorsBISPDUsent�at06�Indicates the number of times an IDRP Error PDU was sent (4 bytes).�g�A�M�AG�F�at19���externalBISneighbour�at07�The set of NETs which identify BISs in adjacent routing domains. These adjacent BISs are reachable via a single subnetwork hop (Up to 750 Naddresses for the Ground BIS and up to 16 Naddresses for the Airborne BIS).�gsar�M�M�AG�C�at3�271302��idrpConfigId�at08�Naming attribute, that is the network entity title (NET) of the local BIS.�g�M�M�AG�*�at14���internalBIS�at09�The set of NETs which identify the BISs in this routing domain (Up to 750 NAddresses).�gsar�M�M�G�C�at4�272303��internalSystems�at10�The set of NETs and NSAP prefixes that identify the systems in this routing domain. It would be used to construct the NLRI field reachability in UPDATE PDUs. Range for a Ground BIS: [1,20] and for an Airborne BIS: [0,4]. �gsar�M�M�AG�C�at5���localRDI�at11�Identifies the routing domain where the local BIS is located.�g�M�M�AG�C�at6�287��localSNPA�at12�The list of SNPAs handled by local BIS.�gsar�M�M�AG�C�at7�268274305��maxOpenConnections�at13�The highest number of simultaneously established IDRP BIS-BIS connections.�gd�A�M�AG�C�at31���maxPDULocal�at14�Indicates the maximum number of octets that a peer BIS can include and accept in a BISPDU that is sent to a remote BIS. This information has been announced in the OPEN PDU the local BIS has received. Nominal value: 3000; Range: [1, 65535].�g�M�M�AG�C�at8�288��maxRIBIntegrityCheck�at15�Maximum time, expressed in seconds, between integrity checking of the adj-RIB-INs. Nominal value: 65535; Range: [1, 65535].�g�M�M�AG�S�at26�289��minDecisionInterval�at16�Minimum time, expressed in seconds, that must elapse between executions of the decision process. Nominal value: 1; Range: [1, 65535].�gs�X�M�AG�C�at24�290320��minDecisionWait�at17�Time, expressed in seconds, to wait, from the receipt of an update to the execution of the decision process. This time is overrriden by ‘minDecisionInterval’. Nominal value: 1; Range: [1, 65535].�gs�X�M�AG�C�at25�291321��mobileAdjacentBISiVMO�at18�Name of adjacent BIS IVMO to be used for mobile adjacent BIS.�gs�M�M�AG�C�at33���multiExit�at19�BOOLEAN that indicates whether the local BIS will use the ‘multi_exit_disc’ attribute. Values: (TRUE, FALSE).�gs�M�M�AG�C�at9���openConnections�at20�Indicates the number of IDRP BIS-BIS connections that are in the ESTABLISHED state; this attribute is to be updated upon each connection establishment and release.�g�A�M�AG�A�at30���operationalState�at21�Indicates whether the aTNidrpConfig object is allowed to work, as defined in ISO/IEC 10164-2. Can take  following values: DISABLED (1), ENABLED (0).�g�A�M�AG�F�at27���rdcConfig�at22�Describes the nesting relationships that exist between the Routing Domain Confederations (RDC) to which the local BIS belongs to.�g�M�M�AG�C�at10���rIBattsSet�at23�Lists the RIB attributes that are supported by the local BIS.�g�M�M�AG�C�at11���rIBoverloads�at24�Number of times the BIS experiences a RIB-overload condition. This counter is associated with rIBoverload event that generates a ‘communicationsAlarm’ notification.�g�A�M�AG�F�at23���routeServer�at25�BOOLEAN that indicates whether the local BIS may set the ‘idrp_Server_Allowed’ flag in an UPDATE PDU; Values: (TRUE,  FALSE).�g

s�M
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O�AG�C�at12���successfulConnections�at26�The number of IDRP BIS-BIS connections that have reached the ESTABLISHED state.�g�A�M�G�P�at29���totalIDRPoctets Received�at27�Indicates the number of octets of BISPDUs received by local BIS from the remote adjacent BIS on this BIS-BIS connection (4 bytes).�g�M�M�AG�P�at18���totalIDRPoctetsSent�at28�Indicates the number of octets of BISPDUs sent by local BIS to the remote adjacent BIS on this BIS-BIS connection (4 bytes).�g�M�M�AG�P�at17���totalUpdatesIn�at29�Total number of UPDATE BIS PDUs received by the BIS (4 bytes).�g�A�M�AG�P�at16���totalUpdatesOut�at30�Total number of UPDATE BIS PDUs sent by the BIS (4 bytes).�g�A�M�AG�P�at15���unacknowledgedPDUsClose�at31�Indicates the number of times a BIS-BIS connection was closed after acknowledged retransmissions of a BISPDU (4 bytes).�g�A�M�AG�P�at21���version�at32�Version number of IDRP protocol, in local service for the local BIS. Nominal value: 10, Range: [0, 255].�g�M�M�AG�C�at13���communicationsAlarm�no01�Used to report alarm conditions in the operation of communication resources. The significance sub-parameter of each item of ‘additionalInformation’ shall be set to FALSE (meaning not significant), so that the NMS receiving this event would not reject it. The ‘probableCause’ shall be set to ‘NLM.communicationsProtocolError’. The perceived severity shall be set to MINOR. A subsequent ‘communicationsAlarm’ with a perceived severity value of CLEARED shall not be generated.

Here it is used to report the following events:

connectRequestBISunknown:  Generated whenever the local BIS has received an OPEN PDU from an unknown BIS. No other fields or parameters shall be used, with the exception of further parameters in the ‘additionalInformation’ field, created from the OPEN PDU values: 

NET of remote BIS sending OPEN PDU,

RDI of remote BIS sending OPEN PDU,

RDC information for remote BIS sending OPEN PDU.

corruptAdjRIBin:  Generated whenever the local method of checking the           Adj-RIB-In has found an error. All Adj-RIBs-In are being purged. No other fields or parameters shall be used, with the exception of further parameters in the ‘additionalInformation’ field: 

Detected number of integrity check failures,

remote BIS associated with this adjacent BIS.��A�M�AG�F�n1���communicationsAlarm�no011�It is also used to report the following events:



packetBomb:  Generated whenever the local BIS received from an unknown BIS a BISPDU other than an OPEN PDU. The source NSAP or network entity title (NET) address is reported in the ‘additionalInformation’ field. No other fields or parameters shall be used, with the exception of further parameters in the ‘additionalInformation’ field: 

RDI of remote BIS sending OPEN PDU,

RDC information for remote BIS sending OPEN PDU,

NET or NSAP address of the system that sent the packet bomb.

rIBoverload: Generated whenever a RIB-overload condition is met by the managed BIS.

NET or NSAP address of the systems in relation when default occurs.

truncatedPrefixClash: Generated whenever prefix is inappropriate.��A�M�AG�F�n1���objectDeletion�no02�Used to report the instance deletion of the idrpConfig. The ‘attributeList’ parameter shall be used to report the values of the managed object attributes. 

If deletion occured:

as a result of an internal operation, ‘resourceOperation’ value is used,

in response to a management operation, value ‘managementOperation’ is used,

as it is not possible to determine the source of the operation, value ‘unknown’may be returned.

No other optional parameter is used.��A�M�AG�C�n4���stateChange�no03�As defined in ISO/IEC 10165-2, used to report any state field value changes, encompasssing changes in following states:

administrativeState: ‘attributeId’ and ‘newAttributeValue’ parameters are mandatory,

operationalState: ‘attributeId’ and ‘newAttributeValue’ parameters are mandatory.��A�M�AG�F�n2����aTNadjacentBIS



This managed object identifies an adjacent BIS known by the NMS and by the characteristics of the BIS-BIS IDRP connection that is (or can be) established between the local BIS and this adjacent BIS. The adjacent BIS may be located in the same routing domain as the local BIS or may be a BIS of a neighbouring Routing Domain.

There are different instances for this MO, but there is one instance of aTNAdjacentBIS managed object per adjacent BIS. ISO/IEC 10747. This managed object is concerned by Class4, Class5 and Class6 IS routers.

Instances of aTNAdjacentBIS managed object class may be automatically created for each configured adjacent BIS when the system is initialized; they can be automatically deleted at the end of system operation.

Instances of aTNAdjacentBIS managed object class can also be created and deleted by NMS or automatically by the IS-SME.





Property�Type Id�Description�Oper�I SO�ATN�LOC�SMF�EICD�1P Op��activate�ac01�This action, as defined in ISO/IEC 10165-5,  shall be used to start exchange of routing information between local BIS and remote BIS represented by this resource, as described in ISO/IEC 10747 Table 2. If the finite state machine (FSM) is in the CLOSED state, the activate action triggers the sending of an OPEN BISPDU to the adjacent BIS and puts the FSM in the OPEN-SENT state. 

This action is used to attempt to bring adjacentBIS status to ‘operationalState’ value: ENABLED.��M�M�AG�F�ac1�230348��deactivate�ac02�This action , as defined in ISO/IEC 10165-5, shall be used to terminate the normal operation of the resource, as described in ISO/IEC 10747 Table 2. If the finite state machine (FSM) is in the OPEN-RCVD, OPEN-SENT or ESTABLISHED state, the deactivate action triggers the sending of a CEASE BISPDU to the adjacent BIS and puts the FSM in the CLOSE-WAIT state. The deactivate action causes the BIS-BIS connection to be terminated. The termination should occur as soon as possible, but no practical time constraints are implied. The managed object still exists after deactivate action has been completed.

This action is used to attempt to bring bring back adjacentBIS status to ‘operationalState’ value: DISABLED.��M�M�AG�F�ac2�234352��initiateRefresh�ac03�This action allows to send an unsolicited refresh PDU (initiate refresh action) to the adjacent BIS as described in ISO/IEC 10747 clause 7.10.3.b.��A�O�AG�F�ac4���solicitRefresh�ac04�This action allows to send a solicited refresh PDU (solicit refresh action) to the adjacent BIS as described in ISO/IEC 10747 clause 7.10.3.a.��A�O�AG�F�ac3���acknowledgmentInterval�at01�Value in use for acknowledgment for this connection. Nominal value: 1; Range: [1, 65535].�gs�X�M�AG�C�at22�236249��bisAuthenticationTypeCode�at02�Authentication type code of the BIS, derived from OPEN PDU.�g�X�B�AG�S�at24���bISID�at03�Internal index used to identify the BIS. Range: [1, 65535].�g�X�A�AG�C�at37���bisNegotiatedVersion�at04�Negotiated version of IDRP protocol in use. Range: [1, 255].�g�X�B�AG�C�at2���bisNet�at05�Naming attribute. This is the network entity title (NET) of the adjacent BIS.�g�M�M�AG�*�at1���bisPeerSNPAs�at06�The list of SNPAs that the remote adjacent BIS has announced in an UPDATE BISPDU. This list also contains identifiers of the subnetworks over which these SNPAs can be reached.�gsar�M�M�AG�C�at3�231247381388��bisRDC�at07�The list of routing domain confederations (RDCs) the remote BIS belongs to. It is derived from the OPEN BISPDU received from the remote BIS.�g�M�M�AG�A�at4�390��bisRDI�at08�The identifier of the routing domain the remote BIS belongs to. It is derived from the OPEN BISPDU received from the remote BIS.�g�M�M�AG�A�at5�237��bisRIBattsSet�at09�RIB attributes set, derived from OPEN PDU�g�X�M�AG�A�at25���bisType�at10�Indicates whether the BIS is MOBILE or STATIC.�g�X�B�AG�A�at31���credit�at11�Value of credit in use for this connection. Nominal value: 5; Range: [0, 255].�g�X�M�AG�A�at20���deleteInterval�at12�Interval in seconds before the BIS is deleted, after the loss of connectivity. Nominal value: 60; Range: [1, 65535].�gs�X�B�AG�C�at27���holdTimeInterval�at13�Local hold time to be specified in outgoing Open.Nominal value: 60; Range: [1, 65535].�g�A�M�AG�C�at35�241380��holdTimePeer�at14�Indicates the hold time of the adjacent BIS, as reported in the OPEN PDU received from the remote BIS. It represents the number of seconds that the adjacent BIS allows the finite state machine (FSM) to remain in ESTABLISHD state without receipt of any KEEPALIVE, UPDATE, RIB REFRESH PDU from the local BIS. Range: [1, 65535].�g�A�M�AG�C�at6���iDRPoctetsReceived�at15�Indicates the number of octets received by local BIS from the remote adjacent BIS on this BIS-BIS connection.�g�M�M�AG�P�at18���iDRPoctetsSent�at16�Indicates the number of octets sent by local BIS to the remote adjacent BIS on this BIS-BIS connection.�g�M�M�AG�P�at17���iDRPstate�at17�Indicates the current state of the connection. Possible values are: CLOSED (0), OPEN-RECV (1), ESTABLISHED (2), OPEN-SENT (3), CLOSE-WAIT (4).�g�A�M�AG�A�at12���lastPriorSeqNo�at18�Indicates last sequence number sent to peer before entering the CLOSED state.�g�X�A�AG�A�at7�239��listenForOpen�at19�BOOLEAN that indicates if listening for open is possible in the CLOSED state. Values: (TRUE, FALSE).�g�M�M�AG�A�at8�240��maxOutstandingDelay�at20�Maximum blocking delay experienced by an UPDATE BISPDU that was sent on this BIS-BIS connection.�gd�A�M�AG�C�at29���maxPduPeer�at21�Indicates the maximum number of octets that the local BIS can include in a BISPDU that it sends to its peer BIS. This value is obtained from information in the header of the peer BIS’s OPEN PDU. Range: [1, 65535].�g�M�M�AG�C�at9���maxPropagationDelay�at22�Maximum ‘propagationDelay’ experienced on the Adjacent BIS. ). Range: [0, 65535].�gd�X�B�AG�C�at33���minRouteAdvertisement

Interval�at23�Indicates the minimum time that must elapse between successive advertisements of routes to a particular destination. Nominal value: 1; Range: [1, 65535].�gs�M�B�AG�C�at10�242256��operationalState�at24�Indicates whether the adjacentBIS object is allowed to work, as defined in ISO/IEC 10164-2. Can take  following values: DISABLED (1), ENABLED (0).�g�X�B�AG�F�at26���outstandingPdus�at25�Maximum number of PDUs that may be sent to this BIS without sending an ACK. Range: [0, 255].�g�X�B�AG�A�at11���outstandingUpdatesDelay�at26�The blocking delay experienced by the last UPDATE BISPDU that was sent on this connection.�g�A�M�AG�A�at28���propagationDelay�at27�Number of seconds elapsed between the completion of the IDRP decision process and the confirmed advertisement of all the updated routes for the ‘AdjacentRIBout’. The confirmed advertisement refers to the acknowledgement form the adjacent BIS that it received the UPDATE PDU(s). Range: [0, 65535].�g�X�B�AG�C�at32���retransmittedBISpdus�at28�Indicates the number of BISPDUs that had to be retransmitted on this BIS-BIS connection.�g�M�M�AG�P�at19���retryInterval�at29�Value in use for retry interval for this connection. Nominal value: 5; Range: [1, 65535].�gs�X�M�AG�C�at21�243257��retryLimit�at30�Value in use for retry limit interval for this connection. Nominal value: 3; Range: [0, 65535].�gs�X�M�AG�C�at23�244258382��staticBISActivation�at31�BOOLEAN that only applies for a Ground BIS and that indicates, if the BIS is a static BIS, that it will be system activated (deactivated), as subnetwork connections come up (go down). Values: (TRUE, FALSE).�g�X�A�G�A�at36���totalBISpdusIn�at32�Indicates the number of BISPDUs received by local BIS from the remote adjacent BIS on this BIS-BIS connection.�g�M�M�AG�P�at13���totalBISpdusOut�at33�Indicates the number of BISPDUs sent by local BIS to the remote adjacent BIS on this BIS-BIS connection.�g�M�M�AG�P�at14���updatesIn�at34�Indicates the number of UPDATE PDUs received by local BIS from the remote adjacent BIS on this BIS-BIS connection.�g�M�M�AG�P�at15���updatesOut�at35�Indicates the number of UPDATE PDUs sent by local BIS to the remote adjacent BIS on this BIS-BIS connection.�g�M�M�AG�P�at16���zeroCreditAvailable�at36�Number of times transmission of an UPDATE PDU was blocked due to a lack of available credit on the BIS-BIS connection. �g�X�B�AG�F�at34���communicationsAlarm�no01�Used to report alarm conditions in the operation of communication resources.

The significance sub-parameter of each item of ‘additionalInformation’ shall be set to FALSE (meaning not significant), so that the NMS receiving this event would not reject it. The ‘probableCause’ shall be set to ‘NLM.communicationsProtocolError’. The perceived severity shall be set to MINOR. A subsequent ‘communicationsAlarm’ with a perceived severity value of CLEARED shall not be generated. 

Here it is used to report the following events:

ceaseBISpduConnectionClose:  Generated whenever a CEASE PDU is received from a remote BIS on a BIS-BIS connection that is in OPEN-RCVD, OPEN-SENT or ESTABLISHED state. No other fields or parameters shall be used, with the exception of further parameter in the ‘additionalInformation’ field: 

remoteBISNET.

errorBISpduSent:  Generated whenever a BISPDU is received with an error in its format. No other fields or parameters shall be used, with the exception of further parameters in the ‘additionalInformation’ field: 

remoteBISNET,

BISPDU error code,

BISPDU error subcode,

BISPDU error information.

 (continued..)��X�B�AG�F�n4���communicationsAlarm�no011�Here it is used to report the following events:

errorBISpduConnectionClose:  Generated whenever an ERROR  BISPDU has been received from a remote BIS. No other fields or parameters shall be used, with the exception of further parameters in the ‘additionalInformation’ field: 

remoteBISNET,

BISPDU error code,

BISPDU error subcode,

BISPDU error information.

inconsistentPreference,

openBISpduRdcError:  Generated whenever a rdc error is received upon an OPEN BIS PDU from the AdjacentBIS.

unacknowledgedPduClose: Generated whenever a BIS-BIS connection is closed after an unacknowledged retransmission of a BISPDU. No other fields or parameters shall be used, with the exception of further parameter in the ‘additionalInformation’ field: 

remoteBISNET.��X�B�AG�F�n4���communicationsInformation�no02�Used to report the occurrence of events related to the normal operation of communication resources. The remoteBis-NET is reported in the ‘additionalInformation’ field. The significance sub-parameter of each item shall be set to the value FALSE (meaning not significant) so that a NMS receiving the event report would not reject it.

Used to report the following events:

iDRPconnectionEstablished: Generated when a BIS-BIS connection is successfully established. The value NLM.successfulConnectionEstablishment shall be reported in the ‘informationType’ field, as well as:

remoteBISNET

iDRPconnectionReleased: Generated when a BIS-BIS connection is terminated. The value NLM.successfulConnectionEstablishment shall be reported in the ‘informationType’ field, as well as:

remoteBISNET��X�M�AG�A�n3���objectCreation�no03�Used to report the adjacentBis instance creation. The ‘attributeList’ parameter shall be used to report the values of the managed object attributes.

If creation occured:

as a result of internal operation on the resource, value ‘resourceOperation’ is used,

in response to a management operation, value ‘managementOperation’ is used,

as it is not possible to determine the source of the operation, value ‘unknown’ may be returned.

No other optional parameter is used.��X�M�AG�C�n1���objectDeletion�no04�Used to report the adjacentBIS instance deletion. The ‘attributeList’ parameter shall be used to report the values of the managed object attributes.

Implementation may optionally include the ‘sourceIndicator’ parameter in the notification. If deletion occured:

as a result of internal operation on the resource, value ‘resourceOperation’ is used,

in response to a management operation, value ‘managementOperation’ is used,

as it is not possible to determine the source of the operation, value ‘unknown’ may be returned. 

No other optional parameter is used.��X�M�AG�C�n2���stateChange�no05�As stated in ISO 10165-2, used to report any State field value changes, encompassing changes in following state:

operationalState: A single parameter set is included in the state change definition field. Mandatory parameters are: ‘attributeId’ and ‘newAttributeValue’.��M�M�AG�F�n5���

�projectAdjacentRIBin



This managed object class allows to identify the received data of the routing information base (RIB) attributes for an adjacent BIS.

This managed object can neither be created nor deleted explictly by NMS; it exists inherently and is created and deleted as a system operation.

Neither CREATE nor DELETE operations can be requested from a manager. This managed object concerns Class 4, Class 5 and Class 6 IS routers.

There are different instances for this MO. ISO/IEC 10747.



Property�Type Id�Description�Oper�I SO�ATN�LOC�SMF�EICD�1P Op��adjRIBinId�at01�Naming attribute based on the RIB attributes.�g�A�M�AG�*�at1���maximumRIBsize�at02�Maximum number of entries that were present in this RIB.�gd�A�M�AG�C�at3���rIBsize�at03�Current number of entries present in this RIB.�g�A�M�AG�A�at2����projectRIBentry



This managed object class allows to manage the RIB. Here it concerns incoming data from the adjacent BIS.

There are different instances for this MO. This managed object is created or deleted automatically as system operation.

Neither CREATE nor DELETE operations can be requested from a manager. ISO/IEC 10747.



Property�Type Id�Description�Oper�I SO�ATN�LOC�SMF�EICD�1P Op��distinguishingPathAtts�at01�List of distinguishing path attributes for the route.�g�X�B�AG�C�at5���externalPref�at02�External value of the preference of the route. Range: [0, 255].�g�X�B�AG�C�at3���localPref�at03�Local value of the preference of the route. Range: [0, 255].�g�X�B�AG�C�at7���nonDistinguishingPathAtts�at04�List of non-distinguished path attributes for the route.�g�X�B�AG�C�at4���reachableAddressPrefixes�at05�Set of reachable address prefixes for the route.�g�X�B�AG�C�at6���rIBentryId�at06�Naming attribute of the RIB.�g�X�B�AG�*�at1���routeId�at07�Route identifier in IDRP terms. Range: [0, 65535].�g�X�B�AG�C�at2����projectAdjacentRIBout



This managed object class allows to identify the sent data of the routing information base (RIB) attributes for an adjacent BIS.

This managed object can neither be created nor deleted explictly by NMS; it exists inherently in an ATN IS and is created and deleted as a system operation.

Neither CREATE nor DELETE operations can be requested from a manager. This managed object concerns Class 4, Class 5 and Class 6 IS routers.

There are different instances for this MO. ISO/IEC 10747.



Property�Type Id�Description�Oper�I SO�ATN�LOC�SMF�EICD�1P Op��adjRIBoutId�at01�Naming attribute based on the RIB attributes.�g�A�M�AG�*�at1���maximumRIBsize�at02�Maximum number of entries that were present in this RIB.�gd�A�M�AG�C�at3���rIBsize�at03�Current number of entries present in this RIB.�g�A�M�AG�A�at2���



�projectRIBentry



This managed object class allows to manage the RIB. Here it concerns outcoming data from the adjacent BIS.

Please refer to description in § B � RENV _Ref412111020 \n �3.2.3.1.1.1� about ‘� RENV _Ref412111020 \* FUSIONFORMAT �projectRIBentry�’ MOC.



�aTNadjacentBISiVMO



This managed object identifies the initial values of the managed object (IVMO) adjacent BIS. There are different instances for this MO. ISO/IEC 10747.

This managed object is created or deleted by operations from NMS, or local management.





Property�Type Id�Description�Oper�I SO�ATN�LOC�SMF�EICD�1P Op��acknowledgmentInterval�at01�Value in use for acknowledgment for this connection. Nominal value: 1; Range: [1, 65535].�gsd�X�M�AG�C�at4�236��adjacentBISiVMOiD�at02�Naming attribute of the Adjacent BIS IVMO. Possible values are: «adjBISIVMOxx», where «xx» is a sequential number.�g�X�B�AG�*�at6���credit�at03�Value of credit in use for this connection. Nominal value: 5; Range: [0, 255].�gsd�X�M�AG�C�at2���deleteInterval�at04�Interval in seconds before the BIS is deleted, after the loss of connectivity. Nominal value: 60; Range: [1, 65535].�gsd�X�B�AG�C�at7���holdTimeInterval�at05�Local hold time to be specified in outgoing Open.Nominal value: 60; Range: [1, 65535].�gsd�X�M�AG�C�at1�241380384��minRouteAdvertisement

Interval�at06�Indicates the minimum time that must elapse between successive advertisements of routes to a particular destination. Nominal value: 1; Range: [1, 65535].�gsd�X�B�AG�C�at9�256��retryInterval�at07�Value in use for retry interval for this connection. Nominal value: 5; Range: [1, 65535].�gsd�X�M�AG�C�at3�257383��retryLimit�at08�Value in use for retry limit interval for this connection. Nominal value: 3; Range: [0, 65535].�gsd�X�M�AG�C�at5�258382��staticBISActivation�at09�BOOLEAN that indicates, if the BIS is a static BIS, that it will be system activated (deactivated), as subnetwork connections come up (go down). Values: (TRUE, FALSE).�gsd�X�A�AG�C�at10���objectCreation�no01�Used to report the instance creation of a list of an adjacent BIS IVMO. Contains initial attribute values. Generated whenever a managed object is created;  ‘sourceIndicator’ parameter is optional and as creation results from NMS, ‘managementOperation’ value is used.��X�B�AG�C�n1���objectDeletion�no02�Used to report the instance deletion of an adjacent BIS IVMO. Contains last known attribute values; ‘sourceIndicator’ parameter is optional and as deletion results from NMS, ‘managementOperation’ value is used��X�B�AG�C�n2����projectLocalRIB



This managed object class allows to identify the local data of the routing information base (RIB) attributes.

This managed object can neither be created nor deleted explictly by NMS; it exists inherently in an ATN IS and is created and deleted as a system operation.

Neither CREATE nor DELETE operations can be requested from a manager. This managed object concerns Class 4, Class 5 and Class 6 IS routers.

There are different instances for this MO. ISO/IEC 10747.



Property�Type Id�Description�Oper�I SO�ATN�LOC�SMF�EICD�1P Op��selectRIBentry�ac01�Action to select the longuest matching RIB entry for the specified prefix.��X�A�AG�P�ac1���locRIBid�at01�Naming attribute based on the RIB attributes.�g�A�M�AG�*�at1���maximumRIBsize�at02�Maximum number of entries that were present in this RIB.�gd�A�M�AG�C�at3���rIBsize�at03�Current number of entries present (and observed) in this RIB.�g�A�M�AG�A�at2���





�projectRIBentry



This managed object class allows to manage the RIB. Here it concerns data from the local BIS.

Please refer to description in § B � RENV _Ref412111020 \n �3.2.3.1.1.1� about ‘� RENV _Ref412111020 \* FUSIONFORMAT �projectRIBentry�’ MOC.

�x25PLE-DTE



This MO class represents a Packet Layer Entity. This managed object can not be created nor deleted explictly by NMS.

There are different instances for this MO, and there is one instance per subnetwork (A/G data link subnetwork or ground X25 network). ISO/IEC 8208 and X28-3.



Property�Type Id�Description�Oper�I SO�ATN�LOC�SMF�EICD�1P Op��activate�ac01�Attempt to bring the instance to operational state ENABLED.��X�A�AG�F�ac1���deactivate�ac02�Attempt to bring the instance to operational state DISABLED.��X�A�AG�F�ac2���callAttempts�at01�Total number of calls attempts.�g�M�M�AG�P�at25���callRequestResponseTimer�at02�Value of the call request timer T2, expressed in seconds. Nominal value: 200, Range: [1, 65535].�gs�M�M�AG�C�at15���clearRequestResponse

Timer�at03�Value, expressed in seconds, for the clear request response timer T23. Nominal value: 180, Range: [1, 65535].�gs�M�M�AG�C�at21���clearRequestRetransmissionCount�at04�Value of the reset request retransmission count R23. Nominal value: 1; Range: [0, 65535].�gs�M

M�MO�AG�C�at24���dataPacketRetransmission

Count�at05�Value of the data packet retransmission count R25. Nominal value: 0, Range: [0, 65535].�gs�M

M�MO�AG�C�at31���defaultPacketSizes�at06�Value for packet sizes. Nominal values: [128, 128].�gs�M

M�MO�AG�C�at9���defaultThroughputClasses�at07�Bidirectional values for default throughput classes. Nominal values: [4800, 4800].�gs�M

M�MO�AG�C�at7���defaultWindowSizes�at08�Bidirectional values for window sizes. Nominal values: [2, 2].�gs�M

M�MO�AG�C�at10���extendedPacketSequence

Numbering�at09�Modulo of the packet sequencing number space. Range: [0, 128].�gs�M

M�MO�AG�C�at16���flowControlParameter

Negotiation�at10�Subscribing or not to the flow control negociation facility. Values: [TRUE, FALSE].�gs�M

M�MO�AG�C�at8���interruptResponse

Timer�at11�Value expressed in seconds for the interrupt response timer T26. Nominal value: 180, Range: [1, 65535].�gs�M�M�AG�C�at22���localDTEaddress�at12�Indicates the local DTE address.�g

s�M

M�M

O�AG�C�at5���logicalChannelAssignments�at13�Represents the logical channel assignments for this packet layer entity (PLE). Possible values are: [1], [2, 16], [17, 32], [33, 48].�gs�MM�MO�AG�C�at14���maxActiveCircuits�at14�Number of active circuits permitted on this packet layer entity (PLE). Nominal value: 48, Range: [1, 4095].�gs�M

M�MO�AG�C�at17���operationalState�at15�Indicates whether the x25 packet layer entity object is allowed to work, as defined in ISO/IEC 10164-2. Can take  following values: DISABLED (1), ENABLED (0).�g�M�M�AG�F�at2���plpProfile�at16�The type of mobile subnetwork.�g�X�B�AG�C�at29���protocolErrorsAccusedOf�at17�Total number of protocol errors accused of by peer entity.

It generates a ‘communicationsAlarm’ notification with event:  ‘accusedOfProtocolError’.�g�M�M�AG�F�at27���protocolErrorsDetected

Locally�at18�Total number of protocol errors detected locally.

It generates a ‘communicationsAlarm’ notification with event: ‘locallyDectedProtocolError’.�g�M�M�AG�F�at26���resetRequestResponseTimer�at19�Value of the reset request response timer T22, expressed in seconds. Nominal value: 180, Range: [1, 65535].�gs�M

M�MO�AG�C�at18���resetRequestRetransmissionCount�at20�Value of the reset request retransmission count R22. Nominal value: 1; 

Range: [0, 65535].�gs�M

M�MO�AG�C�at23���restartRequestResponse

Timer�at21�Value of the restart request response timer T20, expressed in seconds. Nominal value: 180, Range: [1, 65535].�gs�M

M�MO�AG�C�at20���restartRequestRetransmis-sionCount�at22�Value of the restart request retransmission count R20. Nominal value: 1; 

Range: [0, 65535].�gs�M

M�MO�AG�C�at19���sN-SAP�at23�Distinguished name of the service provider SAP managed object (if present).�g�M�M�AG�C�at13���sN-ServiceProvider�at24�Distinguished name of the service provider that will support this instance when enabled.�gs�M

M�MO�AG�C�at12���throughputClassNegociation�at25�BOOLEAN that accounts for subscription or not to the throughput class negociation facility. Values: [TRUE, FALSE].�gs�M

M�MO�AG�C�at11���windowRotationTimer�at26�Value for the window rotation timer T25, expressed in seconds. Nominal value: 200, Range: [1, 65535].�gs�M

M�MO�AG�C�at30���windowStatusTransmissionTimer�at27�Value for the window status transmission timer T24, expressed in seconds. Nominal value: 60, Range: [1, 65535].�gs�M

M�MO�AG�C�at32���x25PLEId�at28�Naming attribute of the packet layer entity (PLE). Possible value: «x25-AAAx», where «AAA» represents the subnetwork, and «x» is a sequential number (for instance «x25-SAT2»).�g�M�M�AG�*�at1���x25PLEmode�at29�BOOLEAN for Data terminal equipment (DTE) mode or  data circuit terminating equipment (DCE) mode. �g

s�MM�MO�AG�C�at6���communicationsAlarm�no01�Used to report alarms and abnormal behaviours:

accusedOfProtocolError,

locallyDetectedProtocolError,

providerInitiatedDisconnect,

remotelyInitiatedRestart,

restartCountExceeded.��M�M�AG�F�n4���objectCreation�no02�Used to report the instance creation of an x25PLE-DRE. Contains initial attribute values. Generated whenever a managed object is created;  ‘sourceIndicator’ parameter is optional and as creation results from NMS, ‘managementOperation’ value is used.��X�A�AG�C�n2���objectDeletion�no03�Used to report the instance deletion of an x25PLE-DRE. Contains last known attribute values; ‘sourceIndicator’ parameter is optional and as deletion results from NMS, ‘managementOperation’ value is used��X�A�AG�C�n3���stateChange�no04�As stated in ISO 10165-2, used to report any State field value changes, encompassing changes in following state:

operationalState: A single parameter set is included in the state change definition field. Mandatory parameters are: ‘attributeId’ and ‘newAttributeValue’.��M�M�AG�F�n1���

�virtualCallX25



This managed object class identifies a X25 network connection with a switched virtual circuit.

There are different instances for this MO. ISO/IEC 8208.

This managed object is created or deleted automatically as system operation; it is also deleted by operation from NMS.





Property�Type Id�Description�Oper�I SO�ATN�LOC�SMF�EICD�1P Op��activate�ac01�This action shall be used to open a virtual circuit; following parameters shall be set:

calledAddressExtension,

dBitModification,

endToEndTransitDelay,

expeditedService,

fastSelect,

minThroughputClass,

packetSizes,

protection,

remoteDTEaddress,

sNpriority,

throughputClasses,

windowSize,

x25TransitDelay,

etc...��O�O�AG�F��071��deactivate�ac02�This action shall be used to close a virtual circuit; when deactivation is completed, this action will delete its instance.��M�M�AG�F�ac1�071��calledAddressExtension�at01�This attribute refers to the called address extension field.�g�M�M�AG�A�at7���callingAddressExtension�at02�This attribute refers to the calling address extension field.�g�M�M�AG�A�at6���dataPacketsReceivedCounter�at03�Total number of data packets received over the X.25 virtual circuit (4 bytes).�g�X�B�AG�P�at15���dataPacketsSentCounter�at04�Total number of data packets sent over the X.25 virtual circuit (4 bytes).�g�X�B�AG�P�at14���dBitModification�at05�BOOLEAN that indicates whether requested acknowledgement is supported or not. Values: (TRUE, FALSE).�g�X�B�AG�A�at20���direction�at06�Relates to the direction (INCOMING (0) or OUTGOING (1)) of the call.�g�M�M�AG�A�at8���endToEndTransitDelay�at07�Bidirectional values for the negociated end-to-end transit delay. Nominal values: (NULL, NULL), where NULL means ISO default values.�g�X�B�AG�A�at22���expeditedService�at08�BOOLEAN that indicates whether expedited service is supported or not. Values: (TRUE, FALSE).�g�X�B�AG�A�at23���fastSelect�at09�Indicates whether the Fast Select facility is in use or not. During the connection establishment, the value of the attributes represents the desired value, and ot necessarily the value which will be used. Possible values are: NOT_SPECIFIED (0), TRAFFIC_TYPE (1), PRIORITY (2), ROUTE_RECORDING (3).�g�M�M�AG�A�at9�086��logicalChannel�at10�The logical channel number in use for this call. Range: [1, 4095].�g�M�M�AG�A�at2���minThroughputClass�at11�Bidirectional values for the minimum throughput class negociated. Nominal values: (NULL, NULL), where NULL means ISO default values.�g�X�B�AG�A�at21���octetsReceivedCounter�at12�Total number of data octets received in valid data packets (4 bytes).�g�X�B�AG�P�at13���octetsSentCounter�at13�Total number of data octets sent in valid data packets (4 bytes).�g�X�B�AG�P�at12���operationalState�at14�Indicates the state of the x25 VC.�g�X�B�AG�F�at11���packetSizes�at15�Bidirectional packet Sizes being used for the call. During the connection establishment, the value of the atribute represents the desired value, and not necessarily the value which will be used. Nominal values: (NULL, NULL), where NULL means ISO default values.�g�M�M�AG�A�at3���protection�at16�Bidirectional values for the protection facility. Nominal values: (NULL, NULL), where NULL means ISO default values.�g�X�B�AG�S�at19���remoteDTEaddress�at17�Remote DTE address.�g�M�M�AG�A�at10���sNpriority�at18�Priority associated with the subnetwork connection.�g�X�A�AG�A�at17�060��throughputClasses�at19�Bidirectional throughput Classes in use by the connection. During the connection establishment, the negotiated value may be different. Nominal values: (NULL, NULL), where NULL means ISO default values.�g�M�M�AG�A�at4�062��windowSizes�at20�Bidirectional window sizes in use by the connection. During the connection establishment, the negotiated value may be different. Nominal values: (NULL, NULL), where NULL means ISO default values.�g�M�M�AG�A�at5���x25TransitDelay�at21�Bidirectional values for the transit delay in milliseconds. Nominal values: (NULL, NULL), where NULL means ISO default values.�g�X�A�AG�A�at18�063��x25VCId�at22�Naming attribute of the virtual call.�g�M�M�AG�*�at1���communicationsInformation�no01�Used to report special events related to normal operation of communication resources.

It shall be used to report any successfull connection establishment.

Reports of activate and deactivate actions shall also be reported.��X�M�AG�A�n3���objectCreation�no02�Used to report the instance creation of a virtualCallX25 MO. Contains initial attribute values. The ‘sourceIndicator’ parameter shall be set to the value ‘resourceOperation’. No other optional parameter is used, except ‘additionalInformation’ field.��X�M�AG�C�n1���objectDeletion�no03�Used to report the instance deletion of a virtualCallX25 MO. Contains last known attribute values; ‘sourceIndicator’ parameter is optional and if deletion results:

as a result of internal operation on the resource, value ‘resourceOperation’ is used,

in response to management operation, value ‘managementOperation’ is used.��X�M�AG�C�n2����virtualCallX25IVMO



This managed object class identifies a X25 network connection with a switched virtual circuit IVMO.

There are different instances for this MO. ISO/IEC 8208.

This managed object is created or deleted by operations from NMS, or local management.





Property�Type Id�Description�Oper�I SO�ATN�LOC�SMF�EICD�1P Op��calledAddressExtension�at01�This attribute refers to the called address extension field.�gsd�X�B�AG�C�at25���callingAddressExtension�at02�This attribute refers to the calling address extension field.�gsd�X�B�AG�C�at24���dBitModification�at03�BOOLEAN that indicates whether requested acknowledgement is supported or not. Values: (TRUE, FALSE).�gsd�X�B�AG�C�at20���endToEndTransitDelay�at04�Bidirectional values for the negociated end-to-end transit delay. Nominal values: (NULL, NULL), where NULL means ISO default values.�gsd�X�B�AG�C�at22���expeditedService�at05�BOOLEAN that indicates whether expedited service is supported or not. Values: (TRUE, FALSE).�gsd�X�B�AG�C�at23���fastSelect�at06�Indicates whether the Fast Select facility is in use or not. During the connection establishment, the value of the attributes represents the desired value, and ot necessarily the value which will be used. Possible values are: NOT_SPECIFIED (0), TRAFFIC_TYPE (1), PRIORITY (2), ROUTE_RECORDING (3).�gsd�X�B�AG�C�at2�106��minThroughputClass�at07�Bidirectional values for the minimum throughput class negociated. Nominal values: (NULL, NULL), where NULL means ISO default values.�gsd�X�B�AG�C�at21���packetSizes�at08�Bidirectional packet Sizes being used for the call. During the connection establishment, the value of the atribute represents the desired value, and not necessarily the value which will be used. Nominal values: (NULL, NULL), where NULL means ISO default values.�gsd�X�B�AG�C�at3���protection�at09�Bidirectional values for the protection facility. Nominal values: (NULL, NULL), where NULL means ISO default values.�gsd�X�B�AG�C�at7���throughputClasses�at10�Bidirectional throughput Classes in use by the connection. During the connection establishment, the negotiated value may be different. Nominal values: (NULL, NULL), where NULL means ISO default values.�gsd�X�B�AG�C�at4�069��windowSizes�at11�Bidirectional window sizes in use by the connection. During the connection establishment, the negotiated value may be different. Nominal values: (NULL, NULL), where NULL means ISO default values.�gsd�X�B�AG�C�at5���x25TransitDelay�at12�Bidirectional values for the transit delay in milliseconds. Nominal values: (NULL, NULL), where NULL means ISO default values.�gsd�X�B�AG�C�at6�070��x25VirtualCallIVMOId�at13�Naming attribute of the virtual call IVMO.�g�M�M�AG�*�at1���objectCreation�no01�Used to report the instance creation of a X25 network connection with a switched virtual circuit IVMO. Contains initial attribute values. Generated whenever a managed object is created;  ‘sourceIndicator’ parameter is optional and as creation results from NMS, ‘managementOperation’ value is used.��X�M�AG�C�n1���objectDeletion�no02�Used to report the instance deletion of a X25 network connection with a switched virtual circuit IVMO. Contains last known attribute values; ‘sourceIndicator’ parameter is optional and as deletion results from NMS, ‘managementOperation’ value is used��X�M�AG�C�n2����x25PLEiVMO-DTE



There are different instances for this MO. This MO class represents one X25 Packet Layer Entity IVMO. ISO/IEC 8208.

This managed object is created or deleted by operations from NMS, or local management.





Property�Type Id�Description�Oper�I SO�ATN�LOC�SMF�EICD�1P Op��callRequestResponseTimer�at01�Value of the call request timer T2, expressed in seconds. Nominal value: 200, Range: [1, 65535].�gsd�X�B�AG�C�at10���clearRequestResponse

Timer�at02�Value, expressed in seconds, for the clear request response timer T23. Nominal value: 180, Range: [1, 65535].�gsd�X�B�AG�C�at11���clearRequestRetransmissionCount�at03�Value of the reset request retransmission count R23. Nominal value: 1; Range: [0, 65535].�gsd�X�B�AG�C�at12���dataPacketRetransmission

Count�at04�Value of the data packet retransmission count R25. Nominal value: 0, Range: [0, 65535].�gsd�X�B�AG�C�at22���defaultPacketSizes�at05�Value for packet sizes. Nominal values: [128, 128].�gsd�X�B�AG�C�at2���defaultThroughputClasses�at06�Bidirectional values for default throughput classes. Nominal values: [4800, 4800].�gsd�X�B�AG�C�at3���defaultWindowSizes�at07�Bidirectional values for window sizes. Nominal values: [2, 2].�gsd�X�B�AG�C�at4���extendedPacketSequence

Numbering�at08�Modulo of the packet sequencing number space. Range: [0, 128].�gsd�X�B�AG�C�at13���flowControlParameter

Negotiation�at09�Subscribing or not to the flow control negociation facility. Values: [TRUE, FALSE].�gsd�X�B�AG�C�at5���interruptResponse

Timer�at10�Value expressed in seconds for the interrupt response timer T26. Nominal value: 180, Range: [1, 65535].�gsd�X�B�AG�C�at14���localDTEaddress�at11�Indicates the local DTE address.�gsd�X�B�AG�C�at6���logicalChannelAssignments�at12�Represents the logical channel assignments for this packet layer entity (PLE). Possible values are: [1], [2, 16], [17, 32], [33, 48].�gsd�X�B�AG�C�at7���maxActiveCircuits�at13�Number of active circuits permitted on this packet layer entity (PLE). Nominal value: 48, Range: [1, 4095].�gsd�X�B�AG�C�at15���resetRequestResponseTimer�at14�Value of the reset request response timer T22, expressed in seconds. Nominal value: 180, Range: [1, 65535].�gsd�X�B�AG�C�at16���resetRequestRetransmissionCount�at15�Value of the reset request retransmission count R22. Nominal value: 1; Range: [0, 65535].�gsd�X�B�AG�C�at17���restartRequestResponse

Timer�at16�Value of the restart request response timer T20, expressed in seconds. Nominal value: 180, Range: [1, 65535].�gsd�X�B�AG�C�at18���restartRequestRetransmis-sionCount�at17�Value of the restart request retransmission count R20. Nominal value: 1; Range: [0, 65535].�gsd�X�B�AG�C�at19���sN-ServiceProvider�at18�Distinguished name of the service provider that will support this instance when enabled.�gsd�X�B�AG�C�at8���throughputClassNegociation�at19�BOOLEAN that accounts for subscription or not to the throughput class negociation facility. Values: [TRUE, FALSE].�gsd�X�B�AG�C�at9���windowRotationTimer�at20�Value for the window rotation timer T25, expressed in seconds. Nominal value: 200, Range: [1, 65535].�gsd�X�B�AG�C�at21���windowStatusTransmissionTimer�at21�Value for the window status transmission timer T24, expressed in seconds. Nominal value: 60, Range: [1, 65535].�gsd�X�B�AG�C�at23���x25PLEiVMOid�at22�Naming attribute of the packet layer entity IVMO. Possible value: «X25IVMO-AAAxxx», where «AAA» represents the subnetwork, and «xxx» is a sequential number.�g�M�M�AG�*�at1���x25PLEmode�at23�BOOLEAN for Data terminal equipment (DTE) mode or  data circuit terminating equipment (DCE) mode. �gsd�X�B�AG�C�at20���objectCreation�no01�Used to report the instance creation of a X25 Packet Layer IVMO. Contains initial attribute values. Generated whenever a managed object is created;  ‘sourceIndicator’ parameter is optional and as creation results from NMS, ‘managementOperation’ value is used.��M�M�AG�C�n1���objectDeletion�no02�Used to report the instance deletion of a X25 Packet Layer IVMO. Contains last known attribute values; ‘sourceIndicator’ parameter is optional and as deletion results from NMS, ‘managementOperation’ value is used��M�M�AG�C�n2����Table of Contents
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�

�  Echo request function is also called ‘traceRoute’ or ping-pong test. There is no «Ground to Air» action possible as Echo request.

� IS system shall implement this attribute (mandatory), whereas ES could implement it (optional).

� IS system shall implement this attribute (mandatory), whereas ES could implement it (optional).

� IS system shall implement this attribute (mandatory), whereas ES could implement it (optional).

� IS system shall implement this attribute (mandatory), whereas ES must not implement it.

� IS system shall implement this attribute (mandatory), whereas ES could implement it (optional).

� IS system shall implement this attribute (mandatory), whereas ES could implement it (optional).

� IS system shall implement this attribute (mandatory), whereas ES could implement it (optional).

� IS system shall implement this attribute (mandatory), whereas ES could implement it (optional).



� It seems quite judicious to keep for convenience purposes, naming attributes that concern the network operators.
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