NOTES OF THE 13th MEETING OF AERONAUTICAL TELECOMMUNICATIONS NETWORK  PANEL JSG-SM (JOINT SUB-GROUP ON ATN SYSTEMS MANAGEMENT) STNA, TOULOUSE, FRANCE, 20 – 22 JULY 1999

Agenda Item 1 – Organisational Matters

1.1 The 13th meeting of the ATNP WG1/JSG-SM (Joint Sub-group on ATN Systems Management) was held at STNA, Toulouse, France, from 20 – 22 July 1999.  

1.2 Attendees are listed at Appendix C.

1.3 Stéphane Tamalet was thanked for kindly hosting the meeting.

1.4 The JSG chairman, Jim Moulton, was unable to attend and sent his apologies.  In his absence, Pam Tupitza ably deputised in chairing the meeting.

Agenda Item 2 – Approval of Agenda

2.1
The Agenda (Appendix A) had been circulated earlier, and was approved.  The list of Working Papers is at Appendix B.

Agenda Item 3 – Review of Action Items from Last Meeting

3.1
The action items as reported in the Naples meeting minutes were reviewed.  Actions still outstanding are:

Action 12.3:  Jim M. to write flimsy on accounting management to WG1.  Status unknown.

Action 12.4 :  Jim M. to bring open issue of FastMIP in the ground routers to Naples.  Status unknown.

Action 12.6:  Jim M. to produce updates for CORE and SV1 for timer requirements.  Incomplete.

Action 12.7:  Group to review updated SV1 and CORE SARPs and provide comments by Spain.  Updates included were for ATN Security Provisions.

Action 12.8:  Stéphane T. to co-ordinate with J-Y. Piram on how to handle potential bulk file transfer mechanisms for Systems Management.  This was done but did not reach a conclusion, and will be raised for discussion in WG1.  A flimsy will be produced from this meeting for WG1, documenting this and other issues.

Action 12.10:  Pam T. to update WP12-3: Proposed Application BMIB and co-ordinate with Frédéric P. on application requirements.  Pam has an updated WP (13-06) and Frédéric reported on WG3/SG2 discussions, where no cross-domain requirements were identified for application management.  There is a possible contradiction with ADSP performance requirements, which require applications to be taken into account.  Pam’s WP is at the same level as the “Hot Trio” requirements documents from Eurocontrol/STNA, and will provide extra Recommendations on applications for SV6.

Action 12.11:  Stéphane T. will issue version 2.0 of the CONOPS for Spain (in WordPerfect).  

Action 12.12:  Jim M. to write a flimsy to WG1 on the potential need for a registration authority for managed object identification. 

Action 12.13:  Tony K. to add the proposed naming and addressing into SV4 and SV6.  Done for SV6.  SV4 still outstanding.

Action 12.17:  Pam T. to get CORE and SV1 updates for System Management timer requirements and circulate.

Action 12.18:  Group to circulate Cross Domain framework within organisations for acceptance.  This was done but there has been no response.

Agenda Item 4 – Review Status on Activities

Pam had attended the ATN System Management meeting on the FAA CONOPS.  The new draft CONOPS being produced by Mitre for FAA was presented for information (WP13-09).  This is not yet stable.  Pam will distribute soft copies.

Pam reported that ATNSI are on target for completion and handover of RRI around October.  FAA have a ProATN router at Tech Centre to integrate with host and will bring in RRI when ready.  FAA plan to use ACI ASEs for CM and CPDLC.  Request for Proposal has been sent out in July.  CSC will develop applications on top of these.

STNA is progressing on SNMP Agent.  The MIB is specified and development will start by end August.  Interfaces to ProATN router using the same administrative interface as ATOS.

Agenda Item 5 – Review of Status on Deliverables

V1.0 draft CORE, SV1 SARPs

The current CORE and SV1 SARPs text on Systems Management was not available to the meeting.

V1.0 draft CORE, SV1 Guidance

The meeting assumed that there will not be any Guidance Material for the CORE and SV1 Systems management provisions other than the SM CONOPS. 

V1.1 draft CONOPS

ST presented the changes which he has made in CONOPS V1.1.  The main changes are:

· Accommodation of the comments from DFS ;

· New text describing the revised XMIB structure.  Further changes to improve the clarity of the description were agreed.

· New text on X-domain Performance Information Service (based on X.161)

· New section on Security Management.  ST will forward this section to WG1/SG2 for review.

The Security Management section had been developed in the light of feedback from WG1/SG2 resulting from the JSG Flimsy raised in Naples.  The SG2 response is in WP13-07.  

Access control to the XMIB information remains a critical issue.  ST will try to develop text on Access Management for the next revision.  It was realised that Access Control MOs as profiled in various ISPs are not applicable to X-domain, since they are concerned with a Manager setting access control parameters in its own domain.

A joint session on access control with the Security sub-group would be advantageous.  Pam/Jim will arrange this with Mike B.

WP13-08 was presented by T Ito.  It was agreed to incorporate the scenario section into SV6 Guidance, as an illustration of how the XMIB is used.  T. Ito will update the paper to remove questions / assumptions and email it to T Kerr.

V1.4 Sub-Volume 6 – CMIP profile (both Fast Byte and Traditional)

TK presented SV6 V1.4 (WP 13-04) and this was reviewed by the meeting.  

Most of the inter-domain Security provisions were agreed to be too specific, e.g. making specific requirements on CMIP PDUs.  Most of this material will be moved to SV6 Guidance.

A new recommendation will be added in 6.3.2 for calculation of transit delay derived from round trip measurements of confirmed application services, based on earlier text from F Picard.

Definition of “First End” and “Second End” NSAPs is required.

The AOM 2xx profiles referred to in section 6.4 were reviewed.  It was noted that these include references to full Session and Presentation layers, so text is needed to say that the ATN profiles replace the communication requirements in these profiles.  It was noted that the AOM 2xx profiles are very general, which is good for future development of the XMIB.  The current XMIB uses maybe 5% of AOM 211 capabilities.

It might be useful to include additional ISPs AOM 212 and AOM 213.  The group took an action to review these ISPs at the next meeting (hard copies to be provided by T Kerr).

The structure of SV6 was discussed.  It was agreed to move the AOM 2xx profiles into a new section 6.5 entitled Management Functions.  

V1.4 Sub-Volume 6 – Managed Objects

The XMIB will be in 6.6 of the restructured SV6, where it will be specified using GDMO notation.  The current tabular MO representations will be kept in the SV6 GM for explanation.  The containment tree will continue to be illustrated by a diagram in SV6 – the current Fig 6.5-1 will need to be modified as the XMIB definition is refined.  “discriminator” should actually be “EFD”.

The XMIB is not really suitable for airborne use.

The “system” MO class is a superclass of BIS and ES and will not appear explicitly in the SV6 definitions, though the tabular description may be useful in the SV6 GM.

Based on input from WG1/SG2, all of the Security MOCs in 6.5.6 will be removed, as their scope is purely intra-domain.

The open issues in SV6 section 6.6 were reviewed, and their status updated.  Some were captured in Flimsy 01, for wider discussion.

T Kerr will update SV6 as discussed in time for the next meeting.

Guidance Material for Sub-Volume 6

The SV6 Guidance Material had not been updated and was not reviewed.  There needs to be a section in SV6 GM on interactions, illustrating the use of the XMIB.

V0.1 Validation Report

TK presented the draft SV6 Validation Report.  It was agreed to be a good outline, but needs input from States and Organisations on their validation activities.

Agenda Item 6 – Discussion

Application Management.

Pam presented WP13-06.  F. Picard reported on WG3/SG2 discussions at their meeting the previous week.  SG2 now believes that measurement of transit delay at Transport level would be sufficient to satisfy ADSP Transfer Delay monitoring requirements.  This is a change on their previous position on end-to-end (eyeball-to-eyeball) performance requirements.  This will allow transit delays to be estimated per ATSC class and priority, but will not allow individual applications to be distinguished, and will not work for any future connectionless applications.

It was concluded that none of the MOs suggested in Pam’s paper are needed for X-domain management.  The “requirements” identified in the WP will be captured in SV6 as Recommendations in for intra-domain management.


There may be a cross-domain requirement to communicate CM addresses (not air-ground).  To support this, a CM MOC was added to the XMIB containment tree under the “local” arc, as shown:

Pam will add the new requirement for CM configuration management to WP13-06, and send the updated document to T Kerr for inclusion in SV6.

J-M Vacher presented WP 13-10 on AMHS management.  He stressed that this has not yet been discussed in WG3/SG1, so this is a stand-alone personal view.  (However, the earlier document as input to the Bordeaux meeting was reviewed by SG1).

The concept of AFTN “covered areas” (in the sense of geographical coverage rather than concealed areas) is to be developed in WG3/SG1.  This could be managed offline, but online management would be more useful.

Associations between MTAs are likely to be long-lived, so the “association” MO is more appropriate here than for a-g applications.

Cross-Domain Management Information Base 

The X-MIB structure was discussed at length, and several different possible containment hierarchies were explored.

One problem with the current XMIB was that, under the BIS MOC, the RIB/FIB MOs would be snapshots that would be specific to a specific X-domain partner.  Thus they do not fit under the “local” arc, which is intended to represent the local domain for any external Manager.  

One possibility was to allow partner-specific views of the whole XMIB.  So there would be multiple different sets of MO instances for each (class of) partner.  However, the overheads and administration effort effectively ruled out this arrangement   ST was almost certain that an XMIB structure based on a different view for each class of partner would not work.

ST’s suggestion, which was agreed, was to define a RIB/FIB dump MOC under the “partner” arc, so each partner can have a dedicated view of the RIB/FIB at a given point in time.  The BIS MOC would need an action to allow the snapshot to be taken for that partner.

The XMIB concepts are based on X.162 customer management networks.  Thus “domain” is similar to X.162, which in turn refers to X.790.

A number of useful MOCs, such as “organisation” are defined in M.3100 (though many are defined “for further study” in the version borrowed from J-M Vacher).  It emerged that T Ito has a more recent M.3100, which he will provide to participants.

Suitable standard MOCs, from which the XMIB MOCs could be derived or inherit, were investigated.  

The X-MIB as currently defined is a Ground MIB.  It could be accessed by an airborne manager.

Agenda Item 7 – Close, Review of Action Items from this Meeting

Flimsy 1 (Appendix D) was produced to record the current status and issues to be raised with WG1 or other subgroups.

The group agreed GDMO writing assignments and split up to make a start on these assignments:

· ST agreed to produce GDMO definitions for BIS and subordinates, and possibly RIB dump.

· ST undertook to liase with FP to produce the CM MOC.

· J-M Vacher is requested to provide MTA and AMHS gateway MOC definitions.

· TK and PT will produce domain, local, atn-systems, atn-subnetworks, and partner GDMO definitions.

Next Meeting

The need for a meeting in September was discussed.  Despite logistical problems, this was felt to be useful, to allow the GDMO definitions to progress and be reviewed before the Spain WG meetings.  It would also allow the outstanding AOM profile issues to be resolved.

The decision to hold the September meeting in Toulouse will be reviewed at the end of August, in the light of progress before then.

It was hoped that the Chairman would be able to attend the next meeting, and that he might be able to provide a GDMO compiler on a Solaris/Linux laptop, to aid in the production of GDMO definitions and to perform a syntax check – which would itself be part of the SV6 Validation.

Actions

Action items arising from the meeting are as follows.  All actions are to be progressed before the next meeting.

Action 13.1: ST to co-ordinate Flimsy for WG1 on status and issues.  In fact, this was done on-line during the meeting, and will be provided by Pam to J Moulton (see Appendix D).

Action 13.2: AJK to produce SV4 change pages for naming for Sept meeting.

Action 13.3: PT to mail electronic copy of Mitre CONOPS document to participants.

Action 13.4: ST to forward Security section of CONOPS to WG1/SG2 for comment, together with list of security issues.

Action 13.5: Pam/Jim to discuss access control and possible joint meeting in Gran Canaria with Mike Bigelow.

Action 13.6: ST to update CONOPS with access control scenario.

Action 13.7: T. Ito to update X-domain scenario document and email to T. Kerr for inclusion in Guidance.

Action 13.8: AJK to provide AOM 212 and 213 for review at next meeting.

Action 13.9: ST to produce GDMO for XMIB (by reference where possible) in the agreed areas, and email to group for review.

Action 13.10: AJK to update SV6 for Sept meeting as agreed.

Action 13.11: All to provide information on validation activities for section 5 of validation report.

Action 13.12: Pam to update WP 13-6 for CM configuration requirement, and send electronic copy to T. Kerr.

Action 13.13:  J-M Vacher to update WP 13-10, and send electronic copy to T. Kerr for incorporation in SV6.

Action 13.14:  All to email WPs to T. Kerr for loading onto CENA server.

Action 13.15:  Jim to attend Sept meeting, with GDMO compiler on Solaris laptop, if possible.

A. J Kerr

23rd July 1999

Appendix A

Agenda for

ATNP Joint Sub-Group  – Systems Management

Thirteenth Meeting – July 20-22, 1999

This meeting will be focusing on the definition of managed objects, the containment tree, the inheritance tree, and the protocol profile(s).  

Meeting beginsTuesday July 20, 1999
0900 hours

Meeting ends Thursday July 22, 1999
1700 hours

1. Organizational Matters

2. Approval of Agenda

3. Review of Action Items from Last Meeting

4. Review Status on Activities


4.1
ATNSI

4.2 ProATN

4.3 FAA

5. Review of Status on Deliverables

5.1 V1.0 draft CORE, SV1 SARPs

5.2 V1.0 draft CORE, SV1 Guidance

5.3 V1.1 draft CONOPS

5.4 V1.4 Sub-Volume 6 – CMIP profile (both Fast Byte and Traditional)

5.5 V1.4 Sub-Volume 6 – Managed Objects

5.6 Guidance Material for Sub-Volume 6

5.7 V0.1 Validation Report

6. Discussion

6.1 Protocol profiles – CMIP, FastMIP

6.2 ICS Managed Objects

6.3 ULCS Managed Objects (MOs)

6.4 Ground-Ground MOs

6.5 Air-Ground MOs

6.6 Core SARPs

7.
Review of Action Items from This Meeting

8. Plan for Next Meetings


Sept. 8-10
Toulouse

Oct. 6-8

Spain

9. Other Business

9.1
Requirements for changes to other Sub-Volumes
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Appendix D

JSG-SM Toulouse July 1999

Flimsy 13-01

JSG-SM CURRENT STATUS AND OPEN ISSUES

1.
CURRENT STATUS

1.1 CONOPS almost complete, except for new section on Access Control to X-MIB information.  This is to be co-ordinated in a joint session with the Security sub-group.

1.2 SV6 – first “complete” draft expected for Spain meeting.  Will include GDMO specification of X-MIB for the first time.

1.3 SV6 Guidance – new draft for Spain meeting.  Lower priority.

1.4 SV1/CORE SARPs – no progress since Bordeaux.

1.5 Validation report – first draft from Toulouse.  To be updated for Spain.  Input required from validation projects worldwide.

2.
REMAINING ISSUES

2.1 Accounting Management.  The JSG considers that it is out of its scope to resolve the institutional issues pertaining to accounting management in the ATN environment.  (Who will pay for ATN communication, what charging model should be assumed – flat rate, flow based, etc., what types of communication need to be accounted for).  This issue should be addressed by a higher level body.

2.2 File Transfer.  Potential bulk file transfer mechanisms for ATN Systems Management.  Is AMHS suitable?  The CONOPS identify potential requirements for the exchange of log files, though there are no provisions currently in Sub-Volume 6.

2.3 Access Control.  A critical requirement in the boundary management system is for the access control function.  (e.g. preventing one external organisation from acessing X-MIB information such as accounting statistics which relate to another external organisation).  The JSG considers that the specification of such a function is outside the scope of its work programme, and should be referred to the Security sub-group.

2.4 Registration.  The current proposal for the SM naming tree supports the capability to register “private” identifiers under the “Validation” arc of the global Object Identifier tree.  A Registration Authority is needed, in order to administer allocation of identifiers to requesting organisations.  Could this function be performed by ICAO, or by a body similar to ATNP/CCB?

2.5 Validation.  Validation credit is obtained through the use of International standards and profiles where possible.  However, the Cross-Domain MIB is a new concept, which requires to be validated for operational use.  Currently, no projects or programmes are identified that could validate all of the provisions of SV6 in the near term, and the JSG has received no feedback on the suitability of the current approach.  States are requested to launch appropriate validation activities. 

2.6 Time synchronisation.  The synchronisation of clocks has been identified as a requirement to enable functions such as correlation of logs and the measurement of Transfer Delay, as required by ADSP.  There are no provisions to ensure time synchronisation in the current SV6 (i.e. Time Management is not included in the scope).  The accuracy and precision of real time clocks in ATN systems (ES and IS) must be specified, e.g. in the ATN Core SARPs.

2.7 XMIB Currency.  It is a requirement that instances of the Cross-Domain MIB in different systems have similar accuracy and timeliness, therefore they must be updated consistently.  This cannot be left as a local issue, but is considered out of the scope of ICAO SARPs.  Service Level Agreements between all States participating in ATN Systems Management will need to specify requirements in this area.

2.8 Communications Priority.  Currently, all SM communication is specified to use the highest ATN Priority value of 14 “NETWORK/SYSTEMS MANAGEMENT”.  The JSG notes that many of the SM exchanges (e.g. notification of ERQ NPDU received, or airline management of airborne systems) do not justify a higher priority than ATS communications.  It may be necessary to identify different categories of SM traffic with different priority/urgency characteristics.  A problem with this would be the need to establish multiple SM associations with different priorities.

2.9 Performance degradation.  What should a Manager do if the measured Quality of Service falls below some specified threshold?  The assumption of the JSG is that Routers, subnetworks and End Systems will implement mechanisms to favour high priority communications to the detriment of lower priority communications, and ATSC over AOC.  However, there is no guarantee that performance targets will be achieved.  Such issues are assumed to be handled by local management policy and network capacity planning.
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