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May 25, 1999

Request for Information from WG1 SG2 – Security

Ketan N. presented paper JSG WP11-14 on Security Management Requirements to the JSG in Palo Alto.  The JSG is considering this paper for the inclusion of requirements into SV6.  The JSG would like clarification on the status of this paper in SG2.  In addition, the JSG has the following questions concerning the paper:

1. Are ‘access control’ managed objects to be included in the cross-domain MIB?

2. Is it necessary to communicate security audit information between domains?

3. Why is the X.509 managed object in this hierarchy, as opposed to the directory?

4. Is the ‘cryptosystem’ managed object to be included in the cross-domain MIB?

5. How will authentication be accomplished between cross-domain managers? Will this specification exist in SV8?

6. Is it necessary to encrypt cross-domain System management communications to prevent unauthorized third party access to this sensitive information? (e.g. transfer of accounting information)

It is requested that WG1 SG2 provide input to the JSG concerning the above questions.

