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Introduction

Scope

The following material provides guidance on the interpretation of the Aeronautical Telecommunications Network (ATN) Standards and Recommended Practices (SARPs) from a high level requirement perspective.  System level requirements are used to overview the high level functions required within the existing operational environment .  The origin of these requirements is detailed in the following material.

Overview of the ATN



ATN Components

The ATN supports communications between Airline and ATS systems; between Airline and aircraft systems and between ATS and aircraft systems. Figure 1.2-1 shows the basic structure of the ATN, which is comprised of a collection of various components. 

The main infrastructure components of the ATN are:

Subnetworks;

Routers (Intermediate Systems); and

End Systems.
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Figure 1.2-1 ATN Data Communications Environment 



End Systems

ATN End Systems are capable of communicating  with other ATN End Systems to provide end-to-end communication applications. For this purpose, the ATN End Systems include, in principle, the full 7-layer protocol stack allowing to host the appropriate application services. An ATN End System supports one or more ATN Applications and supports their communication over the ATN by providing the transport service.



ATN Routers

The Routers are Intermediate Systems comprising the lower 3 layers of the reference model and include, according to their level, the appropriate routing protocols. The Routers are responsible for forwarding the user data via the appropriate paths towards its destination, taking into account the  distinguishing path attributes encapsulated in the message header; and for advertising routes to End Systems.The Router does this by forwarding the data to another Router or to an End System via the appropriate subnetwork. The choice of the appropriate subnetwork to be used is based on connectivity, security and quality of service considerations and can be influenced by the application services.

The ATN distinguishes different types of Routers with increasing number of protocols supported:

a)	static Routers and intra-domain Routers (IS, Intermediate System);

b)	inter-domain Routers (BIS, Boundary Intermediate System);

Routers of group a) are for use only within an ATN Routing Domain and are a local matter, whereas those of group b) are required to provide ATN-compliant, standardised communication service. Another capability of the latter routers is that they have the capability to apply a routing policy when disseminating routes to neighbouring domains.

The key differences between an ATN inter-domain Router and a standard OSI Router are thus the support provided for mobile communications and the capability to apply a routing policy. In addition, the air-ground Routers use compression (increase the efficiency when using bandwidth-limited air ground links) and support route initiation (for distributing routes to aircraft newly entering the coverage of the respective BIS). Clearly, as an aircraft moves, the path through the network which must be taken to reach that aircraft will change. The ATN supports a dynamic routing process which allows the route information possessed by each Router to be updated, both as a result of the movement of mobile systems such as aircraft and as a result of other changes in the network topology due to failures, maintenance activities etc.



Subnetworks

Subnetworks (e.g. WANs or LANs) may be distinguished as either Ground/Ground (fixed) or Air/Ground (mobile) subnetworks. It should be recognised that a subnetwork does not possess any ATN specific functionality. i.e., the subnetwork simply carries data units from one point to another without any regard given to the contents of those messages. This concept of encapsulation is essential to the versatility of the ATN. Existing fixed and mobile data networks may be used as subnetworks within the ATN, thereby greatly reducing the initial set-up cost of the ATN infrastructure, provided they meet certain minimum criteria like byte and code independence. The conversion to the subnetwork-specific protocols is handled by the ATN Router via a so-called subnetwork specific conversion function. In any case, the use of a certain subnetwork on one path does not impose a restriction to using a different subnetwork on another path.



ATN Physical and Administrative Structure

In order to simplify the implementation of large OSI networks, ISO has defined a Routing Framework which allows large scale networks to be designed and built in a modular fashion. This Routing Framework is applied to the ATN in order to provide the required structured approach to routing. The OSI Routing Framework, as applied to the ATN, recognises that Host computers, routers and networks are owned and operated by different organisations and therefore introduces two functional entities: the Administrative Domain and the Routing Domain. In general, there is no interdependence between these two, that is Routing Domains (or Routing Domain Confederations) may be different from Administrative Domains.



System Level Requirements

Purpose

The highest level technical requirements that are address by the provisions of ATN SARPs are referred to as system level requirements.  These system level requirements are derived from non-technical operational requirements and institutional requirements as defined in the references to the SARPs. 

Direct traceability from these operational and institutional requirements to the technical specifications in the SARPs can be mapped using the ATN system level requirements.  Figure 2.0-1 provides the relationship between the ATN SARPs and the operational and institutional requirements.
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The ATN system level requirements are high-level technical requirements that have been formed through operational needs, technological constraints, safety objectives and regulatory constraints (administrative and institutional).  This section provides further guidance on the various aspects of the derived ATN system level requirements from Appendix A Chapter 1.0.  
The following indicates the 
various 
aspects
 that contribute to the 
fulfillment
 of these requirements
.


Safety Requirements.

The safety and security of air transport within a State and its airspace is the responsibility of that State or the appointed Authority. The aviation industry within the State, including Airlines, ATS and Communication Service Providers, are accountable to that State or its nominated Authority for the safety aspects of their organisation, service, system or product.

Currently, aircraft and  avionics systems have approval processes that are well defined and have agreed regulatory objectives. These processes, or the manner in which they are undertaken, are not normally adopted for ground ATS systems and communication networks. ATS Service Providers often specify systems with regard to available standards but commission systems without independently agreed, harmonised and regulated objectives.

For this reason and due to the new ATS system technical variety, functional distribution and radical change of procedures, any approval process must cover not only the aircraft but of the system in total.


Communication Priorities

Fourteen application categories have been identified within the ATN as requiring separate transmission queues for their message traffic when resource limitations arise.  These application categories have been derived from various sources, primarily from within ICAO Annex 10 and the ITU radio regulations.



In the ATN environment, Connection Oriented Transport Protocol (COTP) and Connectionless Network Protocol (CLNP) headers are transferred on an end-to-end basis between communicating ATN end-systems; these protocols provide the sole mechanism at the internetworking level for conveyance of communication priority along the end-to-end path. CLTP headers, while conveyed on an end-to-end basis, do not explicitly convey priority, and thus rely on the underlying CLNP header for this purpose.  Based on the number of application categories identified as requiring potential separation of transmission queues, at least fourteen levels of COTP and CLNP priority must be explicitly provided.  Since both protocols provide for fifteen or more levels of transmission priority, the COTP and CLNP priority mechanisms are suitable for handling of ATSC and other categories of application message traffic.  Table 2.3-1 shows the relationship between the CLNP priorities as used in the ATN SARPs and the prority levels defned with Annex 10 for Aeronautical Mobile Service and Aeronautical Fixed Service communications as well as in Part 51 of the ITU Radio Regulations.



The CLNP priority levels for [6] Network/Systems administration, [7] Aeronautical information service messages and [8] Flight regularity communications all represent communications relating to flight regularity.



editor’s note - will need to update Annex 10 references

�ITU Radio Regulations, Part 51 [Priority]�ICAO Annex 10 Volume II, Chapter 5,  Aeronautical Mobile Service [Priority]�ICAO Annex 10, Volume II, Chapter 4, Aeronautical Fixed Service [Priority]�ICAO ATN SARPs [CLNP Priority]�� [1] Distress calls, distress messages and distress traffic�[a] Distress calls, distress messages and distress traffic�[1] Distress calls�[14] Network/Systems Management��as above�as above�as above�[13] Distress Communications��[2] Communications proceeded by the urgency signal�[b] Urgency messages, including messages proceeded by the medical transports signal�[2] Urgency messages�[12] Urgent Communications��[3] Communications relating to radio direction finding�[c] Communications relating to direction finding�Not Applicable�[11] High piority fight safety messages��[4] Flight safety messages�[d] Flight safety messages�[2] Flight safety messages�[10] Normal priority flight safety messages��[5] Meteorological messages�[e] Meteorological messages�[3] Meteorological messages�[9] Meteorological communications��[6] Flight regularity messages�[f]  Flight regularity messages�[3] Flight regularity messages�[8] Flight regularity communications��as above�as above�[3] Aeronautical  information services�[7] Aeronautical information service messages��as above�as above�Not Applicable�[6] Network/Systems administration��Not Applicable�Not Applicable�[3] Aeronautical administrative messages�[5] Aeronautical administrative messages��Not Applicable�Not Applicable�[*] Service message  *priority as appropriate�[4] Unassigned��[7] Messages relating to the application of the United Nations Charter�Not Applicable�Not Applicable�[3] Urgent priority administrative and U.N. Charter communications��[8] Government messages for which priority has been expressly requested�Not Applicable�Not Applicable�[2] High priority administrative and state/government communications��[9] Service communications relating to the working of the telecommunication service or to communications previously exchanged�Not Applicable�Not Applicable�Not Applicable��[10] Other aeronautical communications�Not Applicable�Not Applicable�[1] Normal priority administrative��as above�Not Applicable�Not Applicable�[0] Low priority administrative��Table 2.3-2  Relationship of communication priorities

Naming and Addressing

This chapter explains the different types of addresses used within the ATN and the elements requiring assignment. Purpose is to provide the necessary background for the address allocaion planning activities described in chapter 3.

The concepts of name and address are defined in The OSI Basic Reference Model, Part 3 (ISO 7498-3).  In brief, a name is used to identify an object (e.g. a system, a protocol, an application, etc.) while an address is used to locate an object. A name stays with an object as long as it exists, while the address of the object may change during the lifetime of the object. Names typically have meaning to upper layer elements, applications and people and are thus generally expressed in a mnemonic format.  Correspondingly, the significance of addresses typically increases as we descend in the OSI stack (e.g. the use of NSAP addresses and prefixes in roting algorithms) and are generally expressed in a coded or numeric format.  In either case, in order to ensure unambiguous assignments, names and addresses must be registered by registration authorities within the context or environment in which they are to be used.



ATN Names and Addresses

Technical addresses are used by the ATN protocols to identify the sender of a message, to locate the recipient of a message, and to identify the end points and intermediate points of paths through the network. These addresses as well as appropriate names have to be assigned to ATN objects, such as ATN applications, ATN service users and ATN layer entities according to a globally unambiguous scheme.



ATN Addressing Plan

A well defined addressing plan has been established for the ATN which meets the needs of a variety of aeronautical data communication user groups, including ATS providers, airlines and international aeronautical communication service providers (IACSPs). Furthermore, it supports essential goals of ATN internal operation, such as efficient information reduction when exchanging address information (as part of the routing information) and unambiguous and complete address reconstruction from received address fragments (in the context management application).



ASN.1



Within the ATN SARPs, Abstract Syntax Notation number One (ASN.1) has been used for the formal definition of the application messages.  ASN.1 is a standard notation  (ISO/IEC 8824-1 and ITU�T Rec. X.208) for representing data structures in an implementation-independent way.  There exist a number of standardised encoding rules which enable data structures expressed in ASN.1 to be encoded as a machine-independent octet stream which is well suited to data interchange.  



Standard Encoding Rules



Before an application transmits data to a peer on another machine, the data must be encoded in some form. The data will already be stored on the local system and encoded in some local format, but this is not necessarily acceptable to the peer application. It may, therefore, have to be re-encoded before being transmitted. On receiving the data, the peer application may have to reformat it into some local form suitable for local use. The data transferred between the two systems uses some common encoding for transfer, which is the subject of this section.



Before the definition of the presentation layer (e.g. in X.400 1984 and in Internet applications) the encoding rules had to be built into the application itself. Thus there was no possibility of choosing a more efficient encoding without changing the definition of the application. One of the functions of the presentation layer is to negotiate the set of transfer encodings to be used.



The application need not be concerned with the encoding rules, it simply deals with information in its local syntax, which must be a realisation of the abstract syntax in which the application is defined. ASN.1 (Abstract Syntax Notation number one) is commonly used to define the syntax of information in an abstract form, divorced from the concrete syntax of the encoding rules. The ASN.1 standards describe the notation which is used in the specification of existing ASEs, and which can be used to develop new ASEs or to express application user data.



Several sets of standard encoding rules have been defined or proposed, including the following:



Basic Encoding Rules (BER) 



BER is the original set of ASN.1 encoding rules, assumed by many existing OSI standards for their transfer syntax. The encoding is based on an octet-aligned TLV (type-length-value) approach. The Basic Encoding Rules provide a number of ways to encode ASN.1, giving the encoding entity a choice of methods of encoding lengths, and in some cases a choice of order. BER makes no attempt to change the encoding of long octet strings in order to reduce the size.



Packed Encoding Rules (PER)



PER has been designed to minimise the bits transmitted. The encoding rules work on the basis that every bit that is not needed to transmit useful information is not sent. Thus for example, a Boolean is transmitted as a single bit rather than as an octet. Tags are generally not included and other ways of encoding this information are used instead, for example in a SEQUENCE with OPTIONAL and DEFAULT elements a single bit index is usually all that is needed to indicate the presence or absence of each element. There are four variants, namely:



Packed encoding of a single ASN.1 type (basic aligned)

Packed encoding of a single ASN.1 type (basic unaligned)

Packed encoding of a single ASN.1 type (relay-safe-canonical aligned)

Packed encoding of a single ASN.1 type (relay-safe-canonical unaligned)



The ALIGNED variety of PER inserts padding bits to align some elements to octet boundaries, whereas the UNALIGNED version does not. In the basic aligned and basic unaligned variants, the number of bits is minimised, but it is assumed that both encoder and decoder have precise foreknowledge of the abstract syntax being encoded, including all constraints. Thus, the flexibility of BER to handle unknown data types by skipping over them is lost. In some cases, the use of PER may result in a larger encoding and decoding processing overhead, compared with BER.

ASN.1/PER



The Packed Encoding Rules (PER) are defined in ISO/IEC 8825-2.  PER makes use of features which appear in later versions of the ASN.1 syntax (constraint specification, EMBEDDED PDV, etc) to minimise the number of bits encoded for interchange.  In each interchange, the receiver must have a priori knowledge of the types of data being sent for it to be possible to decode the data stream.



There are a number of variants of PER, namely BASIC-PER and RELAY-SAFE-CANONICAL-PER which come in both an ALIGNED and UNALIGNED variants.  In the ALIGNED variant, padding bits are inserted from time to time to restore octet alignment before character strings and large integer values.  In the UNALIGNED variant, which was added at a late stage in PER approval, no such padding bits are inserted.  



For the purpose of this document the term ASN.1/PER is used to indicate the packed encoding of a single ASN.1 type (basic unaligned), which has been registered as:



	{joint-iso-ccitt asn1 (1) packed-encoding (3) basic (0) unaligned (1)}



The specification of PER requires that some fields are bit aligned (bit�fields) and other fields are octet aligned (octet�aligned�bit�fields). Note that the ALIGNED variants of PER uses a B`0' as alignment (padding) bits. There follows a simplified review of the techniques involved in using Packed Encoding Rules.



The following terms are used in ASN.1/PER:



Preamble - is a bit�field with a bit corresponding to each OPTIONAL or DEFAULT item - if the entry is present the bit is set to `1' otherwise it is set to '0'.



Canonical order - indicates that the elements are sorted as follows: Universal class tags first, followed by Application-wide, Context-specific and Private-use tags then within each class elements are sorted in ascending order of their tag number. A selection of types is shown below.



Octet-aligned-bit-field - a product of encoding that is a sequence of bits that begin on an octet boundary but need not finish on one.



Bit-field - a product of encoding that is a number of bits that may or may not begin on an octet boundary.



Field-list - a set of bit-fields and octet-aligned-bit-fields. Each value is encoded to form either a octet-aligned-bit-field or a bit-field then the field is appended to the current field-list (being preceded by a length indicator is some cases).



Constrained - a number that has a known (or determinable) lower and upper bound.  The use of bounded values assumes that the decoder has the same type definitions and can deduce the same values for the bounds as the encoder.  This will most likely be specified through a profile if not explicit in the original defining standard.



Unconstrained - a number that has a unknown (or undeterminable) lower and upper bound.



Semi-constrained - a  number that has a known (or determinable) lower bound but an unknown (or undeterminable) upper bound.  The use of the lower bound value assumes that the decoder has the same type definitions and can deduce the same value for the lower bound as the encoder.  This will most likely be specified through a profile if not explicit in the original defining standard.



The encoding of a component of a data value consists of one of the following, where encoding b) applies where the contents are large:



a)	three parts (any or all of which may be empty, bit-fields, or octet-aligned-bit-fields) which appear in the following order:

	i)	a preamble

	ii)	a length determinant

	iii)	contents



b)	an arbitrary number of parts as follows:

	i)	a preamble

	ii)	a length determinant for the first fragment of the contents (octet-aligned-bit-field)

	iii)	the first fragment of the contents (octet-aligned-bit-field)

	iv)...	repeat ii) and iii) for all other fragments of the contents.



Type Encoding ASN.1 PER does not use tags per se. It forms a canonical ordering of the alternatives and then uses a preamble as an indicator. The preamble uses a bit string to represent the presence (B`1') or omission (B`0') of DEFAULT or OPTIONAL items.  A recipient of a PER-encoded data stream must know a priori the abstract syntax of the data being encoded.



Length Determinant Encoding � The length determinant is used, when required, to indicate the number of components in a SEQUENCE OF or the number of bits or octets in a data value.  When a length determinant is present it can be encoded in a number of ways, but it will always be either constrained or semi-constrained with lower bound >= 0.



×Constrained  The length determinant is treated as an Integer whose value corresponds to the offset from the lower bound, and may therefore be a bit�field or an octet�aligned�bit�field.



×Semi-constrained  The length determinant is treated as an Integer whose value corresponds to the offset from the lower bound.  The length is always octet�aligned. If the length is less than 128 it is encoded as B`0xxxxxxx', if the length is less than 16384 (2+14) it is encoded as B`10xxxxxx xxxxxxxx' otherwise it is encoded using a length of lengths introducer octet followed by the length octets B`11yyyyyy xxxxxxxx ... xxxxxxxx'.



Value Encoding � Each type has its own methods of encoding.



×Boolean  A Boolean type will occupy just one bit and immediately follows the current field�list.  B`0' indicates FALSE and B`1' indicates TRUE.



×Integer  An integer type has a number of options:



Constrained - A constrained integer type is specified as INTEGER (n..m).  The lower bound (n) is subtracted from the value of the integer before encoding.  A value in the range 0..255 uses a bit�field, a value equal to 256 uses 1 octet, a value in the range 257..65536 uses a 2 octet octet�aligned�bit�field and a value greater than 65536 uses indefinite length encoding and an octet�aligned�bit�field.



Semi-Constrained - A semi-constrained integer type is one whose values are constrained to exceed or equal some value "lb" , with no upper bound being specified.  The lower bound (lb) is subtracted from the value of the integer before encoding, and indefinite length encoding is used.



Unconstrained - Indefinite length encoding is used, and the value is encoded as a 2's-complement binary integer in an octet-aligned bit field with the minimum number of octets.



×Bit String  If the bit string is constrained and contains up to (and including) 16 bits it is a bit�field. Larger bit strings are octet�aligned�bit�fields. If it is constrained there is no length, otherwise include a length. 



×OctetString If the length is zero it is not encoded. If the length is fixed at 1 or 2 then it is not an octet-aligned�bit�field and has no length field. If it is a fixed length octet string then encode with no length octets. Otherwise for unconstrained octet strings the (unconstrained) length is present.



×Null  No encoding



×Object Identifier  It uses the BER encoding (octet�aligned�bit�field) preceded by a semi�constrained length (with a lower bound of 1).



×IA5String  If the length is zero it is not encoded. If the length is fixed at 1 or 2 then it is a bit�field with no length. If it is a fixed length octet string then the (constrained or semi�constrained) length is present. Otherwise for unconstrained octet strings the (unconstrained) length is present.



×Enumerated  Sort into ascending order, then index from 0. Then treat the index as an Integer.



×Sequence  A preamble is used as an introducer when OPTIONAL or DEFAULT components are defined in the SEQUENCE. The presence or absence of each such component is indicated in the preamble bit-map by a `1' or `0' respectively.  It is followed by the encodings for the individual elements.



×Sequence Of  If the number of components is fixed there is no length field, otherwise a length field is present. It is followed by the encoding of each component in turn.



×Set  The Set type has its elements sorted into a canonical order and is then encoded as if it had been declared a Sequence.



×Choice  The Choices are assigned an index (the choice index) starting at 0 for the first and `n' for the last. The choice index is then encoded as an Integer with a range of 0..n.



×PDV-type  A preamble is used as an introducer, with bits 8 and 7 set to B`1' the lower six bits are then used to select the Presentation Context Identifier. This is followed by a length and then the actual PDV.



Real  The Real type is encoded as BER.









To be included in Sub-Volume 1 SARP material 

APRLS

 Formal Specification Techniques

Text has long been recognized as being inexact and potentially ambiguous with regard to the specification of protocols and their profiling.  In the ATN SARPs, the decision was reached to conform the formal description techniques used for profiling within the ISO community.  These techniques are defined by OSI Conformance Testing Methodology and Framework: Implementation Conformance Statements (ISO 9646-7) and are referenced and used by Framework and taxonomy of International Standardized Profiles (TR-10000).  Within the SARPs, APRLs and MORTS are used to further specify or profile the standards as defined for use within the ATN.



 Implementation Conformance Statements

Initial basis for APRLs and MORTS come from ISO 9646-7 which specifies the purpose and notational conventions for the writing of Implementation Conformance Statements (ICSs).  ICSs consist of tables organized by individual features (questions, functions, PDUs, parameters, components, etc.) which define implementation conformance constraints on some reference specification.  In the context of the SARPs these specifications are for protocols, profiles and information objects (such as managed objects).  Features designate rows in these tables to a detailed enough level to allow conformance to the specification referenced to be verified or tested for conformance depending upon the purpose of the specific ICS.



No generic format or proforma for an ICS is provided by the standards because of the wide variety of specifications for which conformance requirements are stated.  Nevertheless 9646-7 and the SARPs state general rules, guidance and notational conventions needed to allow the ICSs (APRLs and MORTs) to be defined and interpreted unambiguously.



 PICS and PICS Proformas

The development of ICSs grew out of the introduction into ISO standards of conventions to allow conformance testing of protocols.  ISO 9646-2 states that in order to provide an effective basis for conformance testing of implementations ISO protocol standards must include Protocol Implementation Conformance Statement (PICS) Proforma.  A PICS Proforma is considered a necessary pre-condition for the generation of an abstract test suite for a standard and in general PICS Proforma have been produced for all ISO protocol standards and are typically published as a normative part or annex to the protocol standard.



PICS Proformas are questionnaires or templates which cover all the known protocol features which apply to the process of static conformance testing for the standard.  These templates contain one or more empty columns which indicate the support for and if appropriate the nature of support for the feature corresponding to that row.  Once an implementor has filled in the support material for the support column(s), the PICS Proforma becomes simply a PICS which is specific to the implementation the conformance statement is created for.



 Profiles, ISPs and Requirements Lists

As various regional and application profiles were developed to further constrain the options within the ISO standards, it was recognized that text was no better a specification tool for profiling than it was for the definition of the standards themselves.  As efforts within ISO came together to harmonize and standardize the various functional sets of profiles in progress, the definition of ICS became broadened to include more than PICS Proforma and PICS.



Initially the effort to create PICS Proforma for profiles that further constrained the PICS Proforma for a standard, but were still not specific to an implementation was attempted.  The theory was that a Proforma could be used to define PICS and conformance testing for the profiles being specified.



PICS Proformas are concerned with static conformance requirements (i.e. what capabilities have to be or are allowed to be implemented in a conforming system).  Profiles are more concerned with the use of implemented capabilities in order to meet requirements for interworking.  A PICS Proforma only defines static conformance and does not reflect dynamic behavior, but the standard and profiles can.  In an effort to allow conformance and constraints on dynamic behavior to be specified, Requirements Lists (RLs) were defined as another of the ICS types.



As International Standardized Profiles (ISPs) were developed, ISP Requirements Lists (IPRLs) were developed to allow the requirements for interoperability in accordance with these profiles to be specified.  In particular notation is added to the RL notation to specify both status of features for both implementation and use (e.g. optional for implementation, prohibited for use).



An RL expresses the constraints upon allowed answers in a corresponding PICS.  Profile RLs are derived from the PICS Proforma of the base standard in question with its entries enabled, disabled, or pre-selected according to the profile's choices.  Any special requirements that do not originate in the base standard should be documented in the profile RL.



It should be noted that ISO has prepared a copyright release with respect to all PICS Proforma stating that: "Users of this International Standard may freely reproduce this ICS Proforma so that it may be used for its intended purpose and may further publish the completed ICS."



Many variations exist in ICS Proforma format and conventions.  Almost all contain the four columns in the following sections. These columns are generically identical in meaning, but often use differing headings to be more specific to the features or items contained in each specific table.  The various names for these headings are called out below within the corresponding column section below.  Other details which relate to the conventions (of the many options within ISO 9646-7) used in the SARPs are described within the sections specifically describing APRLs and MORTS.



 Item

Usually the first column in an ICS Proforma, this entry contains a short mnemonic to indicate the feature for reference.  This column is also referred to as index in some ICS Proforma.



 Description

This column can have many names including Capability, Feature, Function, (N)PDU, Parameter, Dependency, Timer, etc. It is usually the second column in the ICS Proforma and specifies the row item in a longer and hopefully more common sense way than the item mnemonic.  If the feature is a question the question is written out in this column.



 Reference

This column references the feature back to the base standard (or other references, as appropriate).  The entry should be as specific as possible and reference to the section number in the base standard.  In some cases this column will contain references to specific sections in the SARPs, particularly for tables needed that are not based on ISO PICS Proforma tables.



 ISO Status

This column indicates the ISO status of the feature in the base standard.  Typically this uses a single character indicator for mandatory, optional, conditional, excluded, out of scope or not applicable.



 ATN Profile Requirements Lists (APRLs)

Within the SARPs the conventions developed and used to specify IPRLs are used to define APRLs in appendices 8, 9, and 11.  Most of the component tables in APRLs are produced by copying selected tables from the relevant base standards PICS Proformas, removing the column(s) to be completed by the supplier and adding a new column giving the ATN requirements or support, both in terms of status and value ranges.  Where appropriate ATN specific tables and features have been created to document what has been agreed to and is best documented in this form.



Both "ISO Status" and "ATN Support/Requirement" columns should contain whether the feature indicated for that row is mandatory (M), conditional (C), optional (O), excluded (X), out of scope (I) or not applicable (-).



SARPs material has traditionally been divided into Standards containing mandatory features indicated by statements containing the word "shall", and recommendations which contain the word "recommended".  This approach is not completely consistent with ISO ICS notation.  While Mandatory (M) is considered to be synonymous within the SARPs Appendix material to "shall" standard statement, the category Optional (O) contains both items that are recommended and options that are not precluded or recommended.



In order to maintain conformance to the ICS notation and provide information on the recommendations within the APRLs, tables of recommendations which are cross referenced to point to optional items elsewhere within the APRLs using the Item or Index value have been created.  In order for users of the SARPs to take standards and recommendations into account, the appendix material should be read in conjunction with the APRLs, as there are both standards and recommendations which do not correspond to items in the APRLs.



 Footnotes

Where explanations are needed they can be added at the bottom of the page, often referencing back to the item identifier in the table.  Footnotes referencing status and support column items can be indicated by the status symbol immediately followed by an integer (e.g.C2).  This notation is further extended for grouped items.

For groups of mutually exclusive or selectable options among a set, footnotes are created by placing after the "O" (for optional) a period followed by an integer.  The following table shows an example of a group of three related options and means that the implementation shall support at least one of the group of options numbered 4.



Item�Feature�Reference�ISO Status�ATN Support��Item_1���O.1���Item_2���O.1���Item_3���C2���Item_4���O.3���Item_4���O.3���

Example wording below might be:

O.1: support for at least one of these options is required

C2:  Item_2:M

O.3: support for exactly one of these options is required.



Dynamic Requirements

In the case where the static requirements differ from the dynamic requirements, ATN Support/Requirement columns can contain a two character notation that specifies the static (implemented) and dynamic (used) requirements.  If static and dynamic requirements are identical, a single character should be used.  The three simple cases shown below:

	Item 1: optional to be implemented, optional to be used if implemented;

	Item 2: mandatory to be implemented, optional to be used;

	Item 3: optional to be implemented, prohibited for use if implemented;

are expressed in tabular form as:



Item�Feature�Reference�ISO Status�ATN Support��Item 1���O�O��Item 2���O�MO��Item 3���O�OX��

Note that this two character representation only applies to the ATN Support column where dynamic requirements can be expressed.  Note also that in the example above, the profile made Item 2 mandatory for implementation, while the ISO Status reflected in the PICS Proforma only had Item 2 optional.



 Predicates

Within the SARPs a predicate is typically denoted using the item mnemonic associated with a feature in the same APRL.  Predicates in general can grow in complexity from a simple YES/NO entry, to a relational expression involving a reference within the APRL which gives a value as an answer, or to a predicate expression (i.e. a Boolean expression involving multiple predicates).  Whatever the nature of the predicate, it should resolve to a YES/NO or TRUE/FALSE value which can be used elsewhere in the APRL.



 Conditional Requirements

Any conformance requirement in the base standard or APRL may be made conditional upon some predicate.  If the base standard includes a conditional requirement, then the APRL must use the same predicate, but it may be possible to partially or fully evaluate it given the conditions that are known to apply in the APRL.  If such a predicate is fully evaluated in the APRL, then the requirement becomes unconditional and should be specified as such in the ATN Support column.



 Logical Negation

The logical negation symbol used in the SARPs is the circumflex symbol, "^", due to its wide availability in character sets.  This symbol can also be used within predicates.



 Flagging Predicate References

An asterisk may be used to prefix the mnemonic reference in the item column for any feature that is referenced by a predicate or conditional expression elsewhere in the APRL.



 Conditional Expressions

A "c" followed by an integer can be placed in the status column, providing a reference to a conditional status expression defined elsewhere in the APRL.  These conditional status expressions are "if .. then .. else" expressions depending on the predicate following the IF.   If a conditional requirement does not specify an "else" case, then the implied else case is optional.   As an example, in the following table:



Item�Feature�References�ISO Status�ATN Support��P1���C1�C1��P2���C2�C2��footnotes C1 and C2 might be defined as:

	C1: if P0 then M

	C2: if P1 then (if (P4 AND ^P3) then M) else O

where c1 implies that for ^PO, P1 is optional.  The use of AND and OR in predicate expressions should be consistent with boolean logic.











