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This information paper is an extract of the EUROCAE WG45 guidance material document dealing with the implementation of data-link application. The extract proposed in this paper deals with a process that covers all the aspects, in the airborne, communications and ground domains, required to be adressed in order to produce, implement and operate a data-link service. In particular the general process is based on the use of safety assessment studies that would permit to define and validate the overall safety and performance requirements, to allocate these objectives to the different domains and to verify once the system is in development that it is compliant with the safety objectives. 





�Chapter 4	Guidelines for the Approval of Data link applications, Services AND Systems

This chapter outlines a process that covers all the aspects, in the airborne, communications and ground domains, required to be addressed in order to produce, implement and operate a data link service. The intention is to develop a process that encompasses the regulatory requirements and commissioning techniques for avionics and ground equipment. The term "end to end" is used to indicate that the entire service is considered, from the ground system to the aircraft.

Institutional Considerations

The safety and security of air transport within a State and its airspace is the responsibility of that State or the appointed Authority. The aviation industry within the State, including Airlines and Service Providers, are accountable to that State or its nominated Authority for the safety aspects of their organisation, service, system or product. These institutional requirements may be carried out under a regulatory regime that addresses the authorisation and control of the procedures by which the approval of a Data Link Application, Service or System is carried out.

Aeronautical regulations, covering the design and manufacturing of equipment as well as its operational use and maintenance, are implemented and it is the responsibility of the air transport industry (airlines, aircraft and avionics manufacturers), the ATS Service Providers and ATS systems manufacturers that these regulations, where applicable, are met. 

For aircraft and the avionics systems installed on board the approval processes are well defined by agreed regulatory objectives and is universally applied by common procedures. Thes processes, or the manner in which they are undertaken, are not normally adopted for ground ATS systems. Here, Service Providers often specify systems with regard to available standards but commission systems without independently agreed, harmonised and regulated objectives.

For the operational use of a Data Link Application, Service or System in any context, approvals are required. The type and scope of any approval will depend upon its application and state regulation. Current Data Link equipment installed on aircraft have been approved as non-essential, with no credit and shown to not interfere with more critical equipment on the aircraft. That is, the approval process that was carried out on the equipment prior to installation has substantiated that the effects of failures have nil effect on flight safety and contribute to only minor failure conditions for the Data Link equipment itself. However, where airborne equipment is used as an integral part of an ATS application, failures and design errors may have a substantially greater impact on flight safety by contributing to failure conditions whose classification is of a criticality greater than minor. Moreover the impact of a failure occurring on one aircraft may have a significant effect on other aircraft in the air traffic service.

For this reason and due to the Data Link Application technical complexity and radical change of procedures, any approval process must address the safety aspects of not only the aircraft but of the system in total.

�

System Requirements

In order to address the end to end approval aspects the overall system requirements need to be determined. These requirements should include the overall required system performance and dependability objectives (safety, availability, continuity of service and integrity). On the basis of these top level requirements a high level functional architecture can be determined which will encompass the three partitions of the system, referred to as domains. Figure 4-1 details the three domains. Due to the fact that there are instances of domain overlap (the aircraft Data Link transmitter/receiver for example), the production of system requirements needs to consider the Data Link Application as a whole.
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4-1	Data Link System Domains

In the proposed process it could be possible for a sub-system or equipment to be replaced after the initial approval without a complete end to end re-approval. This aspect is subject to compliance with appropriate interoperability requirements (included in the DLASD) and the determination of nil effect on the systems original functionality and safety objectives.

One of the most challenging tasks for the introduction of Data Link is the acceptance of integrated telecommunications systems which may be truly global and of variable architecture. Others include the increase in the use of automation and procedural changes. The approval process must address the institutional, performance and integrity aspects arising from the use of such systems and procedures.

�

Definitions

Definitions of terms used in this chapter are listed below.

Applicant	An organisation applying for the approval for the design and manufacture of a Data Link System, sub-system or component, or for an approval for its operational use within the Data Link Application.

Operational Approval	A process by which an authorisation is given to an organisation to use a system, sub-system or component  approved in an operational application or service. An Approval may also grant the ability for that organisation to carry out modifications to the approved system, sub-system or component within regulatory guidelines.

Technical approval	Technical approval is the procedure whereby the design and manufacture of system, sub-systems or components are shown to meet the requirements set in regulations and standards.

	Technical approval does not constitute an approval for operational use.

Approval Plan 	A document submitted by the applicant to the regulatory body that defines the means by which the Data Link Application and its associated systems will comply with the applicable requirements and can be demonstrated to function as intended.



End to End approval	A process whereby safety objectives and performance requirements are substantiated for the entire system, including the airborne, communications and ground domains.

Interoperability	Compliance of an application, service or system with international standards (e.g. ICAO SARPs) to enable uniform use of applications or services within States that comply with the standards.

Safety	Freedom from unacceptable risk of harm.

Safety Objectives	Safety objectives are derived from the operational requirements for the intended Data Link Application and are used as a measure of the level of safety (a target level) associated with the operational use of the application.

Safety Regulation	A regulatory framework that authorises and controls the safe operational use of an application or service within an ATS, aircraft, or other entity in accordance with statutory requirements. It uses methodologies whereby the safety aspects contained within approval processes are shown to be appropriate and complied with.

�

Regulatory Authority	The organisation responsible for the issuing and compliance of Approvals in accordance with statutory requirements. The organisation will comprise of personnel for each discipline within the scope of the Data Link Application.

Safety Requirements	Safety requirements, as derived from analysis of the functional aspects of the Data Link Application, are used throughout the design and manufacturing process and by way of further analysis and testing are used to verify that the installed Data Link System meets the intended safety objectives.



Safety and Interoperability Requirements

Interoperability Requirements

Interoperability requirements define the operational and technical specifications that ensure that the Data Link Systems, sub-systems and components are compatible with the Data Link Application, Service and System. The end to end approval process validates the interoperability requirements and ensures that implementation of any equipment satisfies the intended system requirements. The interoperability requirements should consider any available and applicable international SARPs. Interoperability requirements for a particular sub-system should be specified in terms of performance, functional, and interface requirements and specified in the DLASD.

Interoperability requirements will not ensure that specific safety requirements (in particular the failure modes) are met. For every equipment design it is essential that a safety analysis is conducted in order to determine the effect of failure modes and hazards that may be introduced into the Data Link Application due to the design of each component. The approval of a Data Link sub-system or component will require a functional and technical verification (with interoperability and safety requirements) procedure. These results will form the basis of the interface control requirements in the DLASD.

Safety Requirements

In order to determine the safety of an operational service, an assessment is required that identifies and examines hazards that could or actually exist and to quantify the risk associated with those hazards. The assessment would normally take the form of a formal safety analysis.

For the purpose of the Data Link Application approval, two categories of safety analysis would be required:

An analysis of the functional requirements (a Functional Hazard Analysis, FHA) providing safety objectives for the design and operational use of the system; and

A System Safety Assessment (SSA) applied at instances throughout the build process and used to verify that the system is compliant with the safety objectives and mitigate hazard risks.

�

It is important to note that the distinction between the validation and the verification of the requirements as there is a direct correlation with the two types of safety assessment. There are similiarities in the methods or tools used to validate a requirement or to verify that a system satisfies that requirement, but the objectives are quite different. Validation endeavours to ensure that a set of requirements are complete and correct. Verification ensures that a system or service implementation satisfies those requirements. In the case of a Data Link Application end to end approval process, the FHA would be used to validate the safety requirements and the SSA would verify that a specific system design meets those requirements.

Functional Hazard Analysis

The aim of the Functional Hazard Analysis is to assess and validate the safety requirements that will be applied to the overall system. Typically a FHA would examine the system functionality, identify potential hazards and their effect and, in the case of a criticality analysis, classify the risk related failure conditions and an acceptable probability of occurrence.

The FHA is performed on the operational requirements for the Data Link Application and a very high level functional description of the System. The industry members of the safety and interoperability team (see paragraph 4.6) should work on a combined FHA from a total system perspective. By combining and co-ordinating their efforts, the risk of making non homogeneous assumptions about the operational environment outside a single domain (in order to substantiate the effects of failures and design errors introduced by external sources) is eliminated.

The result of the FHA is a set of high level safety objectives incorporating identified failure conditions and their determined safety classification.

Figure 4-2 below proposes a criticality classification of the failure effects that could be used for the FHA. The airborne classification is directly related to ACJ25 1309 requirements and is only a specific interpretation of the regulation for the Data Link Application certification process. A criticality classification standard for ground ATS systems does not exist on an international basis and needs to be established. With regard to the end to end certification process the standards for airborne and ground need to be harmonised and interrelated.

�



Class

�

Effect on controller / air traffic service�

Effect on airspace�

Effect on flight crew / aircraft��Class 4�(See note 1)�- 	Mid air collision

-	Collision with ground�-	To prevent the continued safe flight and landing 

	(AMJ 25.1309 equivalence : Catastrophic)��Class 3

(see note 2)�-	The air traffic control system is no longer able to ensure correct aircraft control within safety margins for a period longer than acceptable

- 	May lead the controller to guide an aircraft to a critical near mid air collision or to a critical near collision with ground.�-	Many loss of half separation

- 	Very many loss of separation�-	May lead the crew to guide his aircraft to a critical near mid air collision  or to a critical near collision with ground.



	(AMJ 25.1309 equivalence : Hazardous)��Class 2

(see note 3)�-	The system capacity is significantly reduced

-	Controller workload significantly increases.�- 	Many loss of separation

-	Few loss of half separation�-	Leads to a crew workload permanently above normal.

	(AMJ 25.1309 equivalence : Major)��Class 1�-	Reduced system capability

-	Controller workload slightly above normal to maintain separation.�-	Few loss of separation�-	Flight crew workload slightly increased

	(AMJ 25.1309 equivalence : Minor)��Class 0�- 	No effect on ATS or controller

�-	No effect�- 	No effect on flight crew or aircraft

	(AMJ 25.1309 equivalence : No effect)��

Note 1  :





Note 2 : 







Note 3 :



�

This box could make appear the complete loss of an ATC center ability to control traffic (including all backups). Anyhow, it is assumed that noloss of ATC data-link function alone may lead to this effect. 



This box mostly reflects  the effects of loss of integrity failure  (for example misleading information presented to the econtroller leading to hazardous clearance). 

The loss of ATS ability to correctly control traffic with data-link means  at FIR level would also be classified in this category.



Today there is a great rift between major effects which mostly leads to a workload increase and hazardous effects which generally lead to the death of number of aircraft occupants. Then it may be difficult to classify failure conditions whose effects would be positionned between these two effects. On case by case studies, intermediate classification could be proved useful for data-linl safety studies purpose.

����

4-2	Example of FHA Hazard Classification

The resultant safety objectives should then be translated into the system safety requirements which are developed for each domain, sub-system, equipment and component.

System Safety Assessment

A System Safety Assessment is carried out a specific instances throughout the design and manufacture of the system. It is intended to determine compliance with the safety objectives and requirements and to mitigate the reduction or elimination of hazards that manifest during or as a result of the design and manufacture process. Two phases are identified in the end to end certification process: the PSSA and the SSA.

The Preliminary System Safety Assessment (PSSA)

The PSSA is used to validate and complete the operational requirements and the failure conditions list from the FHA. It will also determine how the system will meet qualitative and quantitative requirements for the various hazards identified. The PSSA achieves this by identifing protective strategies must take into account fail safe concepts and system architectural attributes which may be needed to meet the safety objectives. These objectives are developed into the system safety requirements (i.e. partitioning, built-in-testing, dissimilarity, monitoring, safety maintenance task intervals, etc.).

The PSSA could be an iterative analysis embedded within the development of the overall system requirements, started in the early phases of the system design with the allocation of the overall Data Link functions to each domain. Domain functional requirements are allocated to sub-system or component (e.g. line replaceable units in the airborne domain) and subsequent design requirements are allocated to the hardware and software specifications.

The PSSA should identify domain failures contributing to the failure conditions from the FHA. Hardware faults and possible software/hardware errors, as well as common cause faults, should be included in the analysis to show their contribution and to derive what system and component safety requirements are needed. Care should be taken to account for potentail latent faults and their associated exposure times.

The inclusion of hardware and software errors in a qualitative manner in this analysis shows their contribution and can also provide valuable information on deriving the necessary design quality assurance levels. The PSSA can also determine where specific safety related requirements for software such as containment boundary definitions, partitioning strategies and specific verification strategies, are required.

The System Safety Assessment (SSA)

A System Safety Assessment (SSA) is a systematic and comprehensive evaluation of the system design intended to show that relevant safety requirements are met. The analysis process will be similar to the PSSA but different in scope. The difference is that the PSSA is used to evaluate alternative systems with different architectures and to derive system and component safety requirements whereas the SSA supports the verification that the implemented design meets those safety requirements.

The SSA is an integration of the results of the various analyses used to verify the safety of the overall system and to cover all of the specific safety considerations identified in the PSSA. The SSA documentation includes the results of the relevant analyses and substantiation.

�

The End to End Approval PROCESS

This process addresses the element of risk associated with the design and operation of a Data Link System for a Data Link Application. It does not specify the system design nor the system operation. Each and every combination of airborne, communications and ground domain components must undergo a approval process that ensures that the installed system meets all the applicable requirements. In particular, safety considerations should be addressed at every level of design, manufacture, test, installation, operation and maintenance.

The end to end approval process will focus on the identification, classification and subsequent mitigation of the safety aspects of the operational use of the Data Link Application. From the initial adoption of system operational requirements, through the design and manufacture, and finally to the operational use itself, evidence of the elimination or reduction of potentially unsafe hazards will need to be demonstrated.

The following paragraphs outline a skeletal approval procedure (figure 4-3) and the content of each step.
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4-3	End to End Approval Process



It has to be noted that ground ATS system commissioning and communication system commissioning are closely linked in all the following paragraphs. The communication system  as shown in figure 4-1 overlaps both ground domain and airborne domain. It is assumed on one hand that the airborne communication system will be approved within the framework of the airworthiness approval process and on another hand that the ground communication domain will be commissioned under the responsibility of ATS service providers that will sign contracts with telecommunication service providers. The contracts between ATS service provider and telecommunication service provider will make reference to quality of service requirements included in the DLASD.

Initial Approach

The initial activities of the approval process involves the production of the application, service and system requirements. These details are compiled into a suitable format, a DLASD, for submission to the Regulatory Authority. The DLASD would be produced by, and in co-ordination with, the industry members of the safety and interoperability team. In addition, the Applicant(s) will need to produce an approval plan which will outline the significant system design and implementation milestones and a proposed timetable for the completion of relevant approval aspects. These documents and project proposals must be agreed by the Regulatory Authority. Figure 4-4 depicts the production of the DLASD.
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4-4	Production of the DLASD

�ORDs for each proposed Data Link Service in the Data Link Application describe the operational requirements. From these requirements and the description of the operational concept and environmemt of use (including operational benefits on a specific airspace), high level functions can be derived. These high level functions form the basis of the FHA which aims to produce a description of the operational failure conditions, their classification and their associated rationale. These define the system safety objectives.

The high level functions are transposed into a high level functional architecture that details how the functions are distributed over the Data Link System domains. It is then possible to allocate functional, performance and interface requirements to these domains. High level interoperability or interface requirements can also be determined.

The overall system architecture and its allocated domain requirements are then subject to a PSSA that will determine the system safety requirements for each domain.

The resultant system architecture description, the system safety objectives and functional, technical and safety requirements will provide the core element of the DLASD.

If a DLASD already exists, the Applicant will only have to prove that the new element is compliant with the interoperability and safety requirements included in the DLASD. If it is non-compliant, the approval process may be reassessed in order to determine the appropriate means of approval.

Design and Manufacture

This step will address the requirements for the design and manufacturing process of the system elements. This includes design, testing and installation. The design and manufacturing approval process will include assessments that cover both hardware and software design methods, system integration testing and the verification of specified hazard handling procedures. In particular, each domain has a design and manufacture approval procedure that addresses the compliance with the identified safety and interoperability requirements contained in the DLASD.

The system design and development in each domain will be carried out by an evaluation of specification, analysis and test reports by the relevant regulatory body. The evaluation criteria will be determined in accordance with State requirements and the system complexity.

For aircraft systems the requirements and standards for airworthiness, software and system integration are contained in applicable JAA or Eurocae documents. For ground or communications based system components appropriate airworthiness requirements may be applied where applicable international standards do not exist. However, unlike avionics, Type Approval for ground systems or components is rarely carried out or given (this is mainly due to the site-specific requirements that a components performance is designed for) but in the Data Link environment there is no reason why some ground components cannot be considered for Type Approval (for instance, transmitters and receivers) subject to the existence of appropriate SARPs and MOPS and the means to formally recognise the Approval and continued safety while in service.

The use of simulation and modelling techniques in order to provide the necessary proof of compliance with requirements should be considered. Specifically, standardised testbench techniques should be developed in order to evalute component performance to specified requirements without the need to use operational environments.

Figure 4-5 illustrates the design and manufacture approval process of a Data Link System. It details the particular phase of figure 4-3. A PSSA is conducted on the specified domain requirements in order to define the safety requirements that need to be allocated to the sub-systems and components within the domains. Safety assessment studies for the design and manufacture of the system components (SSA) are conducted at appropriate instances during the system design to ensure that all the identified requirements of the domain PSSA are continually met and to mitigate hazards that result from the equipment design. A final SSA proves that the safety objectives of the original FHA are met by all the sub-systems encompassed by the Data Link Application. Though the figure presents parallel processes, there is not any timing constraint for the conducting of the processes in each domain. In particular, the integration tests on the standard test bed may be made at any time by any applicant of a particular domain.

At the end of the design and manufacture process an airworthiness approval is given to the airborne system and a technical commissioning approval is given to the ground system.

Design and Manufacture References

Documents that are to be produced prior and during the design and manufacturing stage in order to be comply with the design approval requirements include the following:

The ORD (ICAO SARPS) or equivalent;

The DLASD or equivalent, i.e.:

Safety objectives based on a FHA;

Interfaces requirements;

Performance requirements;

Functional requirements.

Acceptable means of compliance

In order to demonstrate compliance with the interoperability requirements the aircraft systems must be shown to be compatible with external components such as a communication network and an ATS ground subsystem.

The contents of the DLASD, tests plans and procedures,and a recognised common standard test bed/suite may be used as a reference for interoperability verification. Data obtained from shadow mode flights, simulations and operational flights may also be used.

Safety requirements are identified and substantiated by the PSSA, SSA and hardware/software quality design management procedures.

Documentation

The compliance of the airborne system should be documented in :

The certification summary;

The aircraft flight manual through reference to safety and interoperability requirements contained in ORD and DLASD.

The compliance of ground and telecommunication systems should be documented in the :

Development and implementation documentation;

System design/functional specifications documentation /test plans and results;

The results of safety assessments.
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4-5	System Design and Manufacture

�Operational Approvals

Approvals for operational use will be granted by the appropriate Regulatory Authority on the satisfactory completion of the approval processes and the fulfilment of statutory requirements.

For airborne sub-systems this will include the substantiation of design and performance criteria, the granting of Type Approvals and the Approval of operating procedures outlined in the Aircraft Flight Manual. Traditional Maintenance Organisation Approvals that allow modifications to be carried out in accordance with approved procedures may be extended to Data Link at the discretion of the Regulatory Authority and subject to appropriate measures taken to ensure that the end to end aspects of the application are addressed.

For the ground and communication domains the ATS Approval will be given under similar circumstances including the meeting of the system safety objectives and the implementation of management procedures to maintain the Data Link Application to the approved standard.

A series of operational trials involving actual flights and operational scenarios will be required to finally verify that the operational requirements are met and to validate the intended mode of operations in both normal and abnormal situations.

The Approval of the communications domain will depend upon the approval method chosen, the type of communication service provided, the organisation that will provide the communications service, and the organisation that will grant an Approval.

Other aspects that need to be addressed for an Approval include the maintenance and monitoring of the system performance. These and the other aspects mentioned would need to be checked at regular intervals under the Safety Regulation regime.

Operational approval relates to changes to operations specifications, authorisations, training and maintenance programmes and manuals, operational procedures...

It describes the process that an operator (airline, ATC service provider...) use to obtain/deliver an authorisation to use the data-link system and service in operations in accordance with operational requirements.

References

The documents to be provided for the operational approval process are :

For airborne systems :

The aircraft flight manual,

The procedures for data-link dialogues, including use in normal and abnormal scenarios (ORD or equivalent),

The dynamic aspects of interoperability requirements (DLASD or equivalent),

The training requirements ,

The maintenance requirements.

For ground systems :

The procedures for data-link dialogues, including use in normal and abnormal scenarios (ORD or equivalent),



Data and system recording requirements;The training requirements specific to the normal and abnormal operating procedures,

The maintenance requirements for the new data-link system.

The approval of the communication domain will depend upon the approval method chosen, the type of communication service provided, the organisation that will provide the communication service, and the organisation that will grant an approval (this organisation may be either a Regulatory Authority or an ATS service provider if contained within the ATS operational approval). 

Means of compliance

The acceptable means of compliance for the approval of operations are :

for airborne domain :

The qualification training of the crew based on operational procedures to be used, normal and abnormal cases (flight operation manual),

The demonstration that the data communication is appropriate for the specific environment to be used. A recognised test procedures set based on the ORD requirements should stand as a reference for a flight test,

An interoperability test must be performed by the operator to demonstrate that the data-link airborne system performs its intended function and is compatible with the communication network and the ATS system. A recognised set of test procedures based on the DLASD interoperability requirements should stand as a reference for a flight test.

for ground domain :

The qualification training of the air traffic controllers based on operational procedures to be used, normal and abnormal cases,

The demonstration that the data-link system performs as intended in the specific environment to be used. A recognised set of test procedures based on the ORD requirements and national differences should stand as reference for tests with a grounded aircraft and dedicated flight tests (or a period of flights to evaluate the system in an operational like environment)

A demonstration of adequate Human Factors co-ordination;

Provision of adequate safety and quality management plans in order to maintain the data link application to the approved state.

Documentation

Compliance with operational procedures of airborne systems should be documented in the operations manual.

Compliance with operational procedures of ground systems should be documented in Safety and Quality Management Plans, ATC operational manuals and in the Aeronautical Information Publication.

Local ATS authorisation from an ATS service providers to an air carrier to use an ATS data-link service in its airspace

The ATS provider is responsible for developing operational, interoperability and system requirements and for providing a specific ATS data link service in its airspace. To be allowed to use that service, a foreign operator could have to be granted a specific authorisation. This specific authorisation could be granted when no international agreed reference exists or if no SIT exists.  

This authorisation relates to the permission to use a specific ATS data link service (e.g. DARPS or « frequency change ») in its airspace or to specific benefits to be granted to an operator in the environment of operations (e.g.: reduction of separations).

It is indeeed essential that compatibility among all components that comprise the specific ATS data link service in the national airspace is ensured.



References

The main references for this type of approval are :

The ORD and national requirements and regulations;

The DLASD and national requirements, aimed at ensuring that systems interoperability, performances and safety requirements are met.

Acceptable means of compliance

This approval shall address the  end to end safety, interoperability and performance requirements for specific use in the national airspace and demonstrate that which has not been covered under airworthiness and other equipment-specific approvals.

If no or partial credit can be given to the demonstration of compliance as part of the airworthiness and operational approvals, the operator has to perform a coverage analysis to determine what was done as part of JAR/FAR 25 and JAR/OPS/FAR 121 approvals and complete what was not covered.

If the compliance with the ORD, and the DLASD have been demonstrated as part of the airworthiness approval and operational approval, at the early stages of service, shadow mode flights should aim at demonstrating 100% of coverage of the national differences as declared in the Aeronautical Information Publication.

If no or partial credit can be given to the demonstration of compliance as part of the airworthiness and operational approvals, the operator has to perform a coverage analysis to determine what was done as part of JAR/FAR 25 and JAR/OPS/FAR 121 approvals and complete what was not covered.

Life Cycle Considerations

Minor modifications to the approved system may (if proven to be within the scope of the modification agency and the original safety objectives) be conducted under an Approved configuration management plan. Major modifications may, if determined by a safety analysis of the change, require an additional approval process. The extent of this process will be judged upon the impact on the operational safety objectives of the Approved Data Link Application. A change to the original operational requirements may require a full approval process.

The safety and interoperability team

It is recommended that a SIT (Safety and Interoperability Team) is formed (maybe on a regional basis or under the auspices of ICAO) whereby all interested parties in the data link service or application may define and implement a service based on agreed ORDs and DLASD.

The SIT would be responsible for the adoption of a ORD, or the production of a new ORD, the production of the DLASD and the implementation of the application in accordance with the approval requirements.

The air and ground systems should be designed, developed, implemented, tested and operated in a consistent manner for a specific ATS service within a specific region. Common, detailed references (ORD, DLASD, co-ordinated test plans and procedures, standard tests) should be developed and used by both aircraft and ATS representatives to ensure compatibility between both air and ground systems, as well as operations.

The SIT could also be in charge of co-ordinating ORD or DLASD implementation and changes after initial approvals/commissioning.

This could be carried out on a regional basis and based on international requirements such as ICAO SARPS (CNS/ATM-1 for DLASD for example).
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